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FIELD OF THE INVENTION 

The present invention relates to the field of automated banking systems and 

more particularly to an Artificial Intelligence (AI) enabled Automated Teller 

Machine (ATM) system that integrates machine learning algorithms for 

intelligent transaction management, adaptive multi-layer security, 

behavioural analytics and predictive maintenance. 

BACKGROUND OF THE INVENTION 

Automated Teller Machines (ATMs) have transformed banking operations by 

providing customers with round-the-clock access to essential financial 

services such as cash withdrawals, deposits, balance inquiries, and fund 

transfers, independent of physical bank branches. Since their initial 

deployment in the late 1960s, ATM technologies have undergone substantial 

evolution in terms of hardware, user interface, and transaction processing 

speed. Despite these improvements, conventional ATMs remain constrained 

by static processing frameworks, predefined transactional flows, and basic 

authentication mechanisms. 

Such limitations expose both users and financial institutions to a variety of 

vulnerabilities, including card skimming, identity theft and unauthorized 

access. Traditional authentication mechanisms such as Personal 

Identification Numbers (PINs) and magnetic stripe cards are inherently 

susceptible to replication, interception and other forms of fraudulent 

exploitation. Current ATM security measures, while offering partial 

mitigation, remain largely reactive and incapable of adapting dynamically to 

sophisticated and rapidly evolving cyber threats. This static nature of 

conventional ATM security has repeatedly proven inadequate in addressing 

emerging risks. 

In addition to security shortcomings, existing ATM systems offer a largely 

standardized and uniform user experience, with little or no personalization. 

The transactional interface is typically limited to fixed options, without the 

capacity to anticipate or tailor services to individual users based on behavioral 

patterns or historical usage. As consumer expectations increasingly favor 

seamless, intuitive, and personalized digital interactions, such limitations 
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result in diminished user satisfaction, reduced operational efficiency, and 

suboptimal engagement with ATM services. 

The problems faced by the existing technology includes: 

1. Static Authentication Methods: Conventional ATMs primarily rely on 

PIN codes and magnetic stripe cards, both of which are highly susceptible 

to fraud through skimming, theft, or replication. 

2. Limited Real-Time Risk Mitigation: Existing systems lack advanced 

analytical capabilities to identify and mitigate threats in real time. They 

cannot effectively detect or respond to abnormal behavior indicative of 

fraudulent activities. 

3. Absence of Biometric Authentication: Earlier ATM designs generally 

do not incorporate biometric verification, leaving systems vulnerable to 

impersonation and unauthorized usage. 

4. No Behavioural Analytics: Traditional ATMs are unable to analyze 

deviations from typical user behavior, thereby failing to provide early 

warnings or preventive measures against fraud. 

5. Rigid Transaction Flows: Transaction processes in prior ATMs are 

standardized and inflexible, offering no personalization or predictive 

guidance based on historical user behavior or preferences. 

6. Lack of Predictive Transaction Management: Previous designs are 

unable to anticipate user requirements or optimize transaction efficiency, 

resulting in repetitive operations and reduced customer satisfaction. 

7. Inadequate Maintenance Mechanisms: Maintenance in conventional 

ATM systems is largely reactive, leading to higher downtime, delayed 

detection of faults, and increased operational costs. 

8. No Integration of AI or Machine Learning: Earlier ATMs do not utilize 

intelligent technologies to analyze user interactions, limiting 

opportunities for personalization or intelligent transaction management. 

9. Inability to Adapt Security Dynamically: Security measures in 

traditional ATMs remain static and cannot evolve in response to new or 

sophisticated cyber threats. 
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10. Limited Data-Driven Insights: Conventional ATM operations provide 

minimal actionable data, restricting the ability of financial institutions to 

enhance security, improve efficiency, or strengthen customer 

engagement. 

Accordingly, there exists a need for an advanced ATM system that leverages 

AI to provide adaptive, multi-layered authentication, real-time threat 

detection, predictive maintenance and personalized user interaction. Such a 

system would not only address existing security concerns but also enhance 

customer experience and operational reliability by continuously learning from 

user behavior and dynamically adapting to both threats and preferences. 

 

OBJECTS OF THE INVENTION 

The primary objective of the present invention is to provide an Artificial 

Intelligence (AI) enabled Automated Teller Machine (ATM) system capable of 

intelligent, secure, and adaptive transaction management. 

Another objective of the invention is to integrate multi-layered authentication, 

including biometric, behavioural, and fallback methods, for enhanced user 

verification and fraud prevention. 

A further objective is to employ AI and machine learning algorithms for real-

time analysis of user behaviour, enabling detection of anomalies and potential 

fraudulent activities. 

Yet another objective is to provide predictive transaction recommendations 

tailored to individual users based on historical transaction data and 

contextual parameters, thereby improving user convenience and operational 

efficiency. 

An additional objective is to enable secure execution of financial transactions, 

including cash withdrawals, deposits, account transfers, and bill payments, 

in communication with a bank server. 

Another objective is to implement AI-driven predictive maintenance by 

continuously monitoring operational parameters of the ATM and initiating 
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corrective actions to prevent system failures, reduce downtime, and lower 

maintenance costs. 

A further objective is to create a comprehensive, adaptive ATM platform that 

combines intelligent transaction management, real-time fraud detection, 

predictive maintenance, and personalized interaction, thereby overcoming 

limitations of conventional ATM systems and improving overall user 

experience and security. 

 

 

SUMMARY OF THE INVENTION 

The present invention provides an Artificial Intelligence (AI) enabled 

Automated Teller Machine (ATM) system that integrates advanced machine 

learning algorithms into conventional ATM infrastructures to achieve secure, 

intelligent, and adaptive transaction management. The system comprises a 

user interface for input and display, an AI-enabled core processing unit, an 

initial authentication module employing biometric and behavioral 

authentication, a behavior analysis module for anomaly detection, a 

transaction module with predictive recommendation capability, a security 

monitor for real-time fraud prevention, and a communication interface with a 

bank server. 

The method of operation includes multi-layer authentication of the user, 

analysis of real-time activity against historical transaction patterns, 

generation of predictive transaction suggestions, secure execution of 

transactions, and adaptive post-transaction security validation. The system 

further incorporates predictive maintenance functionality by monitoring 

operational health and initiating corrective actions proactively. 

By combining AI-driven personalization, anomaly detection, fraud prevention, 

and predictive maintenance, the invention overcomes limitations of existing 

ATM systems, thereby ensuring improved security, operational efficiency, and 

user experience. 
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BRIEF DESCRIPTION OF DRAWINGS 

Fig 1: Detailed flow chart of the invention 

Fig 2: The architecture and working principle of the invetion 

 

DETAILED DESCRIPTION OF INVENTION 

 

The present invention relates to an Artificial Intelligence (AI)-enabled 

Automated Teller Machine (ATM) system that integrates advanced machine 

learning algorithms into conventional ATM infrastructures to provide 

intelligent transaction management, adaptive security, and improved 

operational reliability. 

In operation, when a user approaches the ATM, the system initiates 

identification through advanced biometric scanning methods, such as facial 

recognition or fingerprint verification. The AI engine promptly evaluates the 

biometric data and securely authenticates the user’s identity. Once 

authenticated, the user may initiate a transaction, which is further analyzed 

by the AI system against historical transaction data and behavioural patterns. 

This layered analysis not only confirms the validity of the transaction but also 

serves to detect abnormal activities or deviations from established usage 

patterns. 

If unusual behaviour is detected, the system immediately activates robust 

security protocols, including real-time alerts to the user and financial 

institution, thereby preventing unauthorized access or fraudulent activities. 

In addition to safeguarding transactions, the AI system enhances the user 

experience by generating personalized transaction recommendations based 

on historical behaviour and user preferences. This personalization reduces 

repetitive steps, optimizes transaction flows, and improves overall customer 

satisfaction. 

The invention further provides predictive maintenance capabilities. The AI 

continuously monitors the operational status of the ATM, identifying potential 
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technical issues before they escalate into failures. By enabling proactive 

corrective action, the system significantly reduces downtime, lowers 

maintenance costs, and enhances reliability. 

Accordingly, the invention delivers a comprehensive ATM platform that 

combines dynamic multi-layered authentication, behavioural analytics, 

personalized interaction, real-time fraud detection, and predictive 

maintenance. Through the integration of AI-driven intelligence, the system 

ensures secure, efficient, and adaptive banking services aligned with 

contemporary security demands and consumer expectations. 

Core Architecture of the present invention:  

The AI-enabled Automated Teller Machine (ATM) system comprises multiple 

components and entities that operate collaboratively to provide intelligent, 

secure, and efficient transaction management. The primary components of 

the system are described as follows: 

1. User: The user is the initiating entity of the transaction process. Users 

interact with the ATM to perform financial operations such as cash 

withdrawals, deposits, fund transfers, or balance inquiries. The system begins 

once the user engages with the interface of the ATM, thereby triggering 

subsequent AI-driven modules including authentication, behaviour analysis, 

and transaction processing. 

2. User Interface (UI): The user interface serves as the communication 

medium between the user and the ATM. It may include a touchscreen, 

keypad, biometric input devices (e.g., fingerprint scanner, facial recognition 

camera, iris scanner), and output display. The UI captures authentication 

data and transaction commands while providing visual or audio feedback to 

the user. The interface is designed for intelligent interaction, offering 

predictive transaction suggestions and streamlined options based on 

historical user data. 

3. AI-Enabled ATM Core System: At the core of the ATM lies the AI-driven 

processing infrastructure. This system coordinates user input, 

authentication, behavioural analysis, transaction execution, and 



8 
 

communication with the bank server. It performs real-time decision-making, 

pattern recognition, anomaly detection, and system health monitoring, 

thereby enabling adaptive, secure, and efficient ATM operations. 

4. Initial Authentication Module: This module validates user identity 

through multi-layered mechanisms, including biometric authentication (e.g., 

fingerprint, facial recognition, iris scans), PIN entry, and behavioural 

biometrics. AI algorithms process these inputs in real time to determine 

legitimacy. If authentication fails, user access is denied and alerts are 

forwarded to the security monitor for immediate action. 

5. Behavior Analysis Module: This module evaluates user behaviour by 

comparing real-time activity with established historical patterns. Data such 

as transaction frequency, timing, withdrawal amounts, and geographic access 

locations are analyzed. Deviations from expected behavior are flagged as 

potential anomalies or fraudulent attempts. The results of this analysis are 

used by the transaction module and security monitor to determine 

subsequent actions. 

6. Transaction Module: The system employs two sub-modules for 

transaction processing: 

• Logical Transaction Sub-Module: Responsible for AI-driven preparation 

and validation of the transaction request, including predictive 

suggestions and optimization of user commands. 

• Execution Sub-Module: Performs the actual transaction functions such 

as cash dispensing, deposits, fund transfers, or bill payments. 

Both sub-modules ensure secure communication with the bank server 

to verify balances and execute financial operations reliably. 

7. Security Monitor: The security monitor continuously observes both user 

activity and system performance for anomalies. It integrates inputs from the 

behaviour analysis module and transaction module. In case of detected 

irregularities or fraudulent activity, the security monitor may block the 

transaction, temporarily restrict account access, or notify banking 
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authorities. It also enforces compliance with regulatory and cybersecurity 

standards. 

8. Bank Server (Bank System): The bank server functions as the backend 

infrastructure for transaction validation and account management. It 

maintains account records, balances, and transaction history. The ATM 

system communicates securely with the bank server to authenticate user 

requests, validate funds, and synchronize transaction data. All transactions 

are logged for auditing, reporting, and regulatory compliance. 

 

Method of Operation: 

The AI-enabled Automated Teller Machine (ATM) system operates through 

an intelligent, multi-stage process flow that integrates artificial intelligence, 

machine learning, and adaptive security mechanisms. The process may be 

described as follows: 

Step 1: Start 

The process initiates when a user approaches the ATM to perform a 

transaction. This marks the beginning of interaction with the AI-integrated 

system. 

Step 2: User Approaches ATM 

Upon detecting proximity through sensors such as motion detectors or 

cameras, the ATM activates its interface and displays a welcome screen. 

Preliminary processes such as facial detection or environmental scanning 

may be performed for initial security assessment. 

Step 3: Initial Authentication 

The system conducts multi-layered user authentication, including: 

• Biometric Authentication: facial recognition, fingerprint, or iris scanning. 

• Behavioural Authentication: keystroke dynamics or touchscreen 

interaction style. 
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• Fallback Authentication: PIN or One-Time Password (OTP) if biometric 

methods fail. 

The AI engine evaluates authentication data in real time and 

determines whether access should be granted. 

Step 4: User Behaviour Analysis 

Once authenticated, the system analyzes user behaviour to detect 

anomalies. 

• Behaviour is compared against historical transaction records. 

• Atypical actions, such as unusual withdrawal amounts, unusual times, 

or unfamiliar locations, are flagged. 

• If deviations are detected, the system may prompt for additional 

verification or terminate the session. 

Step 5: Intelligent Transaction Recommendations 

Leveraging AI and machine learning, the system generates personalized 

options for the user, such as: 

• “Withdraw Usual Amount.” 

• “Transfer to Favourite Contact.” 

• Context-based suggestions (e.g., holidays, salary credit events). 

This predictive recommendation system reduces transaction time and 

enhances personalization. 

Step 6: Transaction Execution 

Upon user confirmation, the system securely executes the transaction. 

• Activities are processed and recorded with encryption. 

• Outputs may include physical cash dispensing, balance updates, or 

digital receipts. 

This step ensures that standard ATM functions are performed with AI-

based oversight. 
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Step 7: Adaptive Security Checks 

After transaction execution, the system performs adaptive security 

validation. 

• Transaction patterns are verified against legitimate behaviour. 

• AI models are updated with new behavioural data. 

• Security alerts are sent to the bank or user in case of anomalies (e.g., 

multiple withdrawals in quick succession, location mismatches). 

This creates a continuous feedback loop to strengthen security. 

Step 8: End 

The session concludes either through user logout or automatic timeout. 

• A session report is generated and optionally transmitted to the user’s 

mobile device or email. 

• The ATM resets to an idle state, ready for the next user. 
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We claim:  

1. An Artificial Intelligence (AI) enabled Automated Teller Machine (ATM) 

system comprising: 

a) a user interface including a touchscreen, keypad, biometric input devices 

and a display for user interaction; 

b) an AI-enabled ATM core system comprising one or more processors and 

memory storing trained machine learning models; 

c) an initial authentication module configured to receive biometric, 

personal identification number and behavioral biometric inputs, and to 

authenticate the user using AI-based classification models; 

d) a behavior analysis module comprising AI algorithms trained on 

historical transaction data, the module configured to detect anomalies in 

user activity by comparing real-time behavior with stored patterns; 

e) a transaction module comprising: 

o a logical transaction sub-module configured to generate predictive 

transaction suggestions using machine learning models; and 

o an execution sub-module for performing validated transactions 

including cash dispensing, deposit, account transfer and bill 

payment; 

f) a security monitor configured with AI anomaly detection models to 

identify fraudulent activity and to generate security alerts; and 

g) a communication interface configured for secure exchange of transaction 

data with a bank server. 

2. The system as claimed in claim 1, wherein the AI-enabled ATM core 

system is configured to update stored machine learning models based on 

new user transaction data for adaptive personalization and security 

enhancement. 
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3. The system as claimed in claim 1, wherein the initial authentication 

module employs a deep learning facial recognition model or a fingerprint 

classification model trained on stored user biometric data. 

4. The system as claimed in claim 1, wherein the behavior analysis module 

is trained to detect deviations in at least one of transaction frequency, 

withdrawal amount, access time or geographic location. 

5. The system as claimed in claim 1, wherein the transaction module 

generates context-based predictive suggestions based on AI inference 

using historical user data and event data including at least one of holiday 

schedules or salary credit events. 

6. The system as claimed in claim 1, wherein the security monitor employs 

anomaly detection algorithms trained on fraud datasets to restrict or 

block suspicious transactions. 

7. A method of operating an Artificial Intelligence (AI) enabled Automated 

Teller Machine (ATM) system, the method comprising: 

a. detecting proximity of a user and initiating a session; 

b. performing multi-layer authentication by biometric recognition, 

behavioral authentication and fallback methods, wherein AI-based 

models classify authentication inputs to verify legitimacy; 

c. analyzing authenticated user behavior using AI algorithms trained on 

historical transaction data to detect anomalies; 

d. generating predictive transaction suggestions through machine learning 

inference based on user preferences and contextual data; 

e. executing selected transactions via secure communication with a bank 

server; 

f. applying AI-based post-transaction security validation by detecting 

abnormal withdrawal patterns, geographic mismatches or multiple rapid 

transactions; and 

g. generating a session report and resetting the ATM system to an idle state. 

8. The method as claimed in claim 7, wherein the authentication step 

comprises processing facial recognition data through a convolutional 

neural network model stored in the AI-enabled ATM core system. 
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9. The method as claimed in claim 7, wherein the analyzing step comprises 

anomaly  detection  using  clustering  or  outlier  detection  algorithms 

applied to real-time user behavior data.

10. The  method  as  claimed  in  claim  7,  wherein  the  predictive  transaction 

suggestions  are  generated  using  a  recommender  model  trained  on 

historical transaction datasets of the user.

11. The  method  as  claimed  in  claim  7,  wherein  the  post-transaction 

validation step comprises adaptive updating of AI security models based 

on detected user activity.

Dated this  25th  day of  September  2025 
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                                                                     Agent for the applicant  

                                                                      Phn No. 9748818235 
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ABSTRACT 

AI-ENABLED ATM FOR INTELLIGENT TRANSACTION 

MANAGEMENT AND ENHANCED SECURITY  

The present invention relates to an Artificial Intelligence (AI) enabled 

Automated Teller Machine (ATM) system configured to provide intelligent 

transaction management, adaptive security, and predictive maintenance. The 

system comprises a user interface including a touchscreen, keypad, biometric 

input devices and display; an AI-enabled core system with one or more 

processors and trained machine learning models; an initial authentication 

module adapted to perform multi-layer authentication using biometric, 

behavioural, and fallback methods; a behaviour analysis module configured 

to evaluate real-time user activity against historical transaction data; a 

transaction module comprising a logical sub-module for AI-driven preparation 

and predictive recommendation of transactions, and an execution sub-

module for secure transaction processing; a security monitor configured to 

detect anomalies and fraudulent activity using AI-based models; and a 

communication interface for interaction with a bank server. The system 

operates by authenticating the user, analyzing behaviour, generating 

predictive transaction suggestions, executing secure transactions and 

performing adaptive post-transaction security checks. In addition, the 

invention incorporates predictive maintenance by monitoring operational 

parameters, identifying potential faults, and initiating corrective actions 

proactively. The invention thereby delivers an intelligent ATM platform 

capable of adaptive security, real-time fraud detection, personalized 

interaction, and enhanced operational reliability. 
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DR SOHIT AGARWAL Indian India D 388, Sarvanand Marg, Malviya Nagar, 
Jaipur-302017, Rajasthan, India 
 

  

5. TITLE OF THE INVENTION 

 AI-ENABLED ATM FOR INTELLIGENT TRANSACTION MANAGEMENT AND ENHANCED SECURITY 

ACCDENT PREVENTION 

 6. AUTHORISED REGISTERED PATENT 

AGENT(S) 
IN/PA No. 2802 

Name Sudarshana Bandyopadhyay 

Mobile No. 9748818235 

7. ADDRESS FOR SERVICE OF APPLICANT IN 

INDIA 

Name SUDARSHANA 
BANDYOPADHYAY 

Postal Address Ground Floor, S-456, LGF, 
Greater Kailash – II, New 

Delhi – 110048, India 

Telephone No. NA 

Mobile No. 97488 18235 

Fax No. NA 

E-mail ID bandyopadhyay.sudarshana
@gmail.com  

8. IN CASE OF APPLICATION CLAIMING PRIORITY OF APPLICATION FILED IN CONVENTION 

COUNTRY, PARTICULARS OF CONVENTION APPLICATION 

mailto:bandyopadhyay.sudarshana@gmail.com
mailto:bandyopadhyay.sudarshana@gmail.com
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Country Application 

Number 

Filing date Name of the 

applicant 

Title of the 

invention 

IPC (as classified in the 

convention country) 

N.A.      

9. IN CASE OF PCT NATIONAL PHASE APPLICATION, PARTICULARS OF INTERNATIONAL 

APPLICATION FILED UNDER PATENT CO-OPERATION TREATY (PCT) 

International application number International filing date 

  

10. IN CASE OF DIVISIONAL APPLICATION FILED UNDER SECTION 16, PARTICULARS OF 

ORIGINAL (FIRST) APPLICATION 

Original (first) application No. Date of filing of original (first) application 

N.A.  

11. IN CASE OF PATENT OF ADDITION FILED UNDER SECTION 54, PARTICULARS OF MAIN 
APPLICATION OR PATENT Main application/patent No. Date of filing of main application 

N.A. N.A. 

12. DECLARATIONS 

(i) Declaration by the inventor(s) 

(In case the applicant is an assignee: the inventor(s) may sign herein below or the applicant may 

upload the assignment or enclose the assignment with this application for patent or send the 

assignment by post/electronic transmission duly authenticated within the prescribed period). 

We, the above-named inventor(s) is/are the true & first inventor(s) for this Invention and declare 

that the applicant(s) herein is/are my/our assignee or legal representative. 

(a) Date:  
(b) Signature:  
(c) Name: Dr Soumya Ranjan Jena 
 

 
(a) Date 
(b) Signature(s):  
(c) Name:  Mr Sanjoy Saha 

 
(a)      Date:  
(b)      Signature:  
(c)      Name: Dr Sohit Agarwal 
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(ii) Declaration by the applicant(s) in the convention country 

(In case the applicant in India is different than the applicant in the convention country: the 

applicant in the convention country may sign herein below or applicant in India may upload the 

assignment from the applicant in the convention country or enclose the said assignment with this 

application for patent or send the assignment by post/electronic transmission duly authenticated 

within the prescribed period) 

 

I/We, the applicant(s) in the convention country declare that the applicant(s) herein is/are  my/our 

assignee or legal representative. – N.A.  

(a) Date 

(b) Signature(s) 

(c) Name(s) of the signatory 

(iii) Declaration by the applicant 

We the applicant hereby declare that: - 

[✓] We are in possession of the above-mentioned invention. 

[✓] The complete specification relating to the invention is filed with this application. 

[x] The invention as disclosed in the specification uses the biological material from India and 

the necessary permission from the competent authority shall be submitted by me/us before 

the grant of patent to me/us. 

[✓] There is no lawful ground of objection(s) to the grant of the Patent to us. 

[x] We are the true & first inventor(s).   

[✓] We are the assignee or legal representative of true & first inventor(s). 

[x] The application or each of the applications, particulars of which are given in  Paragraph-8, 

was the first application in convention country in respect of my invention(s). 

[x] We claim the priority from the above mentioned application(s) filed in convention 

country/countries and state that no application for protection in respect of the invention had 

been made in a convention country before that date by us or by any person from which I 

derive the title. 

[x] Our application in India is based on international application under Patent Cooperation 

Treaty (PCT) as mentioned in Paragraph-9. 

[x] The application is divided out of my /our application particulars of which is given in 

Paragraph-10 and pray that this application may be treated as deemed to have been filed on 

DD/MM/YYYY under section 16 of the Act. 

[x] The said invention is an improvement in or modification of the invention particulars of which 

are given in Paragraph-11. 
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13. FOLLOWING ARE THE ATTACHMENTS WITH THE APPLICATION 

(a) Form 2  

Item Details Fee Remarks 

Complete/ provisional 

specification 

No. of pages: 11 
 

1600 Including Form 2, description,  

No. of Claim(s)  No. of Claims = 11 
 No. of Pages = 3 

- Claim pages 

Abstract 1  Abstract page 

No. of Drawing(s) No. of drawings = 2 

and No. of pages = 2 

 Drawing sheets 

# In case of a complete specification, if the applicant desires to adopt the drawings filed with his 
provisional specification as the drawings or part of the drawings for the complete specification 
under rule 13(4), the number of such pages filed with the provisional specification are required to 
be mentioned here. 

b. Form 3: Statement and Undertaking 
c. Form 5: Declaration as to inventorship 
d. Power of Attorney 
e. Form 28 
f. Form 9 

 
Total fee ₹1920/-  is being paid online through electronic portal  

 We hereby declare that to the best of our knowledge, information and belief the fact and matters 

stated herein are correct and we request that a patent may be granted to us for the said invention. 
 

Dated this 25th day of September 2025. 

Signature: 

 
 

Name: Sudarshana Bandyopadhyay                   
(Regn No: IN/PA 2802) 

Agent for the Applicant 

Phn no.: 97488 18235 
email: bandyopadhyay.sudarshana@gmail.com 
 

To, 
The Controller of Patents 
The Patent Office,  
at Kolkata 

 
 

 

mailto:bandyopadhyay.sudarshana@gmail.com


FORM 28 

THE PATENTS ACT, 

1970 (39 of 1970) 

AND 

THE PATENTS 
RULES, 2003 

TO BE SUBMITTED BY A SMALL ENTITY /STARTUP/EDUCATIONAL 
INSTITUTION 

[See rules 2 (fa), 2(fb), 2(ca) and 7] 

1 Name, address and nationality. We, SRJX RESEARCH AND INNOVATION LAB 

LLP, of the address Plot No - 3E/474, Sector-9, 

CDA, Post- Markat Nagar, Cuttack-753014, 

Odisha, India, applicant in respect of the 

patent application no. __________________ 

dated 25 September 2025 
 
hereby declare that we are a micro entity in 
accordance 
with rule 2(fa) and submit the following 
document as a proof : 

2 Documents to be submitted 

 i. For claiming the status of a micro entity: 

A. For an Indian applicant: Evidence of registration under the Micro, Small 

and Medium 

Enterprises Act, 2006 (27 of 2006). 

3 To be signed by the 

applicant(s) / patentee (s) / 

authorised registered patent 

agent. 

The information provided herein is correct to 

the best of my/our knowledge and belief. 

 

Dated this 25th day of September 2025 

4 Name of the natural person 

who has signed. 

 
 

   

   Signature:  

 

Digitally Signed.
Name: Sudarshana
Bandyopadhyay
Date: 25-Sep-2025 22:31:13
Reason: Patent Efiling

Signature Not Verified



 Designation and official seal, 

if any, of the person who has 

signed. 

Sudarshana Bandyopadhyay    

Regn. No.: IN/PA 2802 

Agent for the applicant  

Phn No. 9748818235 

Email: 

bandyopadhyay.sudarshana@gmail.com 

 

 

To 

The Controller of Patents, 

The Patent Office,  

At Kolkata 

 

mailto:bandyopadhyay.sudarshana@gmail.com


 

FORM 9  

THE PATENTS ACT, 1970 

(39 of 1970) 

& 

THE PATENTS RULES, 2003 

REQUEST FOR PUBLICATION 

[See Section 11A(2); Rule 24A] 

 

We, SRJX RESEARCH AND INNOVATION LAB LLP, of the address Plot No 

- 3E/474, Sector-9, CDA, Post- Markat Nagar, Cuttack-753014, Odisha, India, 

hereby request for an early publication of our Patent Application No. 

___________________ filed on 25 September 2025 under Section 11A(2) of the 

Act. 

Dated this 25th day of September 2025 

 

Sudarshana Bandyopadhyay 

Regn No.: IN/PA 2802 

Agent for the Applicants 

                                                     Email: bandyopadhyay.sudarshana@gmail.com 

 Phn No: 9748818235 

 

 

Digitally Signed.
Name: Sudarshana
Bandyopadhyay
Date: 25-Sep-2025 22:28:16
Reason: Patent Efiling

Signature Not Verified

mailto:bandyopadhyay.sudarshana@gmail.com


Digitally Signed.
Name: Sudarshana
Bandyopadhyay
Date: 25-Sep-2025 22:25:48
Reason: Patent Efiling

Signature Not Verified







 

FORM 9  

THE PATENTS ACT, 1970 

(39 of 1970) 

& 

THE PATENTS RULES, 2003 

REQUEST FOR PUBLICATION 

[See Section 11A(2); Rule 24A] 

 

We, SRJX RESEARCH AND INNOVATION LAB LLP, of the address Plot No 

- 3E/474, Sector-9, CDA, Post- Markat Nagar, Cuttack-753014, Odisha, India, 

hereby request for an early publication of our Patent Application No. 

___________________ filed on 25 September 2025 under Section 11A(2) of the 

Act. 

Dated this 25th day of September 2025 

 

Sudarshana Bandyopadhyay 

Regn No.: IN/PA 2802 

Agent for the Applicants 

                                                     Email: bandyopadhyay.sudarshana@gmail.com 

 Phn No: 9748818235 

 

 

Digitally Signed.
Name: Sudarshana
Bandyopadhyay
Date: 25-Sep-2025 22:23:10
Reason: Patent Efiling

Signature Not Verified

mailto:bandyopadhyay.sudarshana@gmail.com


FORM 3 

THE PATENTS ACT, 

1970 (39 of 1970) 

and 

THE PATENTS RULES, 
2003 

STATEMENT AND UNDERTAKING UNDER 
SECTION 8 

(See section 8; Rule 12) 

1. Name of the applicant(s). We, SRJX RESEARCH AND INNOVATION LAB 

LLP, Plot No - 3E/474, Sector-9, CDA, Post- 

Markat Nagar, Cuttack-753014, Odisha, India 

 

hereby declare: 

2. Name, address and nationality of the 

joint applicant. 

(i) that we have not made any application for 

the same/substantially the same invention 

outside India 

Or 

 (ii) that we who have made this application No 

date 25th September 2025 alone/jointly with 

………, made for the same/ substantially same 

invention, application(s) for patent in the other 

countries, the particulars of which are given 

below: 

Name of 

the 

country 

Date of 

application 

Application 

No. 

Status of the 

application 

Date of 

publication 

Date of grant 

N.A.      

 
 
 

 
 

3. Name and address of the assignee (iii) that the rights in the application(s) have been 

assigned to SRJX RESEARCH AND INNOVATION 

LAB LLP, Plot No - 3E/474, Sector-9, CDA, Post- 

Markat Nagar, Cuttack-753014, Odisha, India 

Digitally Signed.
Name: Sudarshana
Bandyopadhyay
Date: 25-Sep-2025 22:23:10
Reason: Patent Efiling

Signature Not Verified



 that we undertake that upto the date of grant of the 

patent by the Controller, we would keep him informed 

in writing the details regarding corresponding 

applications for patents filed outside India within six 

months from the date of filing of such application. 

Dated this 25th day of September 2025 

4. To be signed by the applicant or 

his authorized registered 

patent agent. 

 

 

 

Signature. …………………. 

5. Name of the natural person who 

has signed. 

Sudarshana Bandyopadhyay    

Regn. No.: IN/PA 2802 

Agent for the applicant  

Phn No. 9748818235 

Email:        

bandyopadhyay.sudarshana@gmail.com 

 
 To 

The Controller of Patents,  

The Patent Office, 

at Kolkata  

Note.- Strike out whichever is not applicable; 

 

mailto:bandyopadhyay.sudarshana@gmail.com
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