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Protecting high performing leaders.

©



wf I bkl WY W Bl

©

1SO27001:2022 certified

Yook Aok

White-glove
service

All-inclusive protection:
private & professional
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Cyberwolf helps leaders protect themselves, their families and the company.

Our Cyberwolf Security Suite brings enterprise-grade security to the private context,
without compromising convenience or privacy.

To help create awareness in the boardroom, we also provide complementary services
such as Digital Exposure Research and the Cyber Risk Masterclass for Boards.

- 44

Accessible to all
types of users

Transparent
reporting

Anonimity across
the board



You secure the company’s risk.
The eompany secures the company’s risk.

But who secures your personal risk?

As aleader,it’'s your name
..onthe website.
..inthe papers.
..onthe target list.
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leaders x liq siness = risk

access to highly
confidential data security

triangle of
risk

triangle of
frustration

exceptions to substandard convenience privacy
enterprise security digital hygiene
company perspective: “elephant in the room” leader’s perspective: “don’t slow me down”
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Why leaders choose Cyberwolf.
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Privacy, finally. UX-Tfirst.

Privacy protected against adversaries, Everything stays the same. We provide

network operators and even ourselves. enterprise-grade protection that does
not interfere with your native UX.

It’s Privacy from the Heart of Europe,

where GDPR legislation was made. Security that gives back your freedom.
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CYBERWOLF SECURITY SUITE ELEMENTS CORE PRO

iPhone/iPad protection Included Included
MacBook/Windows PC protection Included Included
Security Operations Center (80C) (24/7) Included Included
Cyber Security Incident Response (24/7) Included Included
Cyberwolf App Included Included
Privacy & Security assistance Included Included
Private data storage Included Included
Private email security Included Included
AmIPhished assistance Included Included
Breach Alerts Included Included
Network scanning Included Included
S E G U R I TY S U I T E Forensic device scan (on request) Included Included
OVERVIEW
More information on each element is available in the Shared data storage B Included
detailed Product Sheet. Professional email security - Included
The Product Sheet is attached to all official quotes Domain & IT administration - Included
to describe the included elements in full detail.
SSS?S% C:gggts?[sti? agneyt. in touch with questions or Network Security (incl. hardware) Optional Optional
CISO Reporting Optional Optional
Pentesting N/A Optional
Personal IT Audit N/A Optional

e Confidentiality level: Cyberwolf restricted



'a\YV4 el iV Y/ a1l o
A AN J 1R A' A4 1]

EXTRA Network protection, CISO reporting, Pentesting, Audits.

Additional services include network security, CISO Reporting, Pentesting and IT Auditing.

Network security can be provided for both residential as well as professional environments and includes hardware such
as firewall and access points.

Service element Included (technical)
Network security * Firewall
* Access points
Includes hardware. * Install,config & maintenance.

» Different networks for guests, kids, work, home automation, security
* Anonymized threat monitoring (24/7)

CISO Reporting * Aggregated reporting on security scores of Cyberwolf members
* Attractive pre-configured dashboards in Tableau
* Real-time data processing and filtering

Pentesting * Penetration test on your VIPs
* Includes digital exposure research and social engineering

Personal IT Audit *  ‘Trustbut verify’on current IT administation
* Analysis of audit logs on anomalies and policy infrictions
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APP

Security explained.

The Cyberwolf App tells you what’s going on under
the surface.

Real-time threat updates are given on:
v" Blocked threats

v’ Suspicious mail

v Leaked passwords

v Vulnerable applications

v’ Suspicious login attempts

v Security incidents

You can:
* Learn from personal recommendations & content
» Launch an anonymous investigation

* See a glimpse of how Cyberwolf has your digital
back 24/7 from behind the scenes

e Confidentiality level: Cyberwolf restricted
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Suspicious domain Blocked

BLOCKED

Domain is blocked because it is recently registered,
which is suspicious. Contact Cyberwolf if you need
access.
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General messages

General messages - Aug 16, 2023
LinkedIn Accounts under .

- beware.

News & Articles Tips &

There is a significant increase in attacks on Lil
accounts. Attackers cause a temporary lock c
accounts and try to take over your account ir
recovery process. Old leaked passwords are
tested in the process. Configure MFA on your
LinkedIn now or contact us if you need help!

News & Articles - Jun 30,2023

Hackers-for-hire are targe
law firms, watchdogs say

Mercenary hackers increasingly are targeting
firms in a bid to steal data that could tip the b
in legal cases, French and British authorities s
echoing a Reuters investigation that uncovere
phenomenon last year.

[ READ THE ARTICLE

News & Articles - Jun 30,2023

Hackers compete to take c
satellite... in space.

= =
\ Dashboard Learning Cases

o




'aA\Vdpl oV V/ViaY il
W I kIl WV Wil

ONBOARDING

Simple

1. Register your Cyberwolfpack account
2. Enrollyour devices
3. Explanation

Short

Get yourself protectedin 20-45’tops, depending on your
preferences.New devices can be enrolled injust 5.

Flexible

In-person (preferred) or remotely.
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PRIVACY MATTERS

Discretion from the heart of Europe.

Online Privacy

Our encryption keeps your connection and IP address private for the spying
eyes of advertisers, network operators, and the rest of the world.

Operational Privacy
Member identies are kept private towards our security analysts on guard. All
security alerts and incidents are resolved anonymously to safeguard your
privacy at all times. Data access is restricted to the necessary alert context
only.

Legal Privacy

Our company originates from a trusted cybersecurity group with plenty of
GDPR expertise to assure compliance.

Loyal & Discreet

We are praised by members worldwide for our discretion and loyalty in the
delivery of our services. We've got your digital back
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Why CIS0Os choose Cyberwolt.
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Full compliance. Designed for VIPs. Get things done.
Achieve the highest security standards Introduce a service that pleases both Boost your security narrative with a
for leadership by eliminating exceptions your leadership and your support team. positive answer to complex problem
and policy pushback without a fight. and enjoy the benefits of higher

leadership adoption.
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ASSETS CYBERWOLF CORE COMPANY

Hybrid iPhone/iPad Highly recommended Not recommended How IT
Private iPhone/iPad Included (default) - WORKS
Private computer Included (default) -

The Cyberwolf  Security Suite is built to

Home Network Security (incl. hardware) Recommended (optional) - complement and strengthen your company

infrastructure, not replace it in full®,

We require at least one mobile phone to be

Dark Web Monitoring for accounts Included (default - ; ) .
9 noluded (dsfault) onboarded for the delivery of our service. This
Private data storage Included (default) - could be ahybrid or private device.
Private email security Included (default) - We h|gh|y recommend to onboard all hybﬂd
devices for all parties to enjoy full benefits.
Professional computer Optional Recommended (default) Private devices or assets are in scope by default.
. . Professional IT infrastructure is out of scope by
Professional email - As-is (default) default.
Professional data storage - As-is (default)
*Unlike Cyberwolf Pro, which offers full IT setups for small
Other work-related accounts or systems - As-is (default) organisations (<15) such as holdings, familiy offices, funds.
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PERSONAL
PRIVACY

Cyberwolf’'s Mobile Device Management
tool protects devices and communication
with a complete Security Suite that does
not compromise on user experience or
privacy.

The Company does not have unnecessary
access to personal files, communication
or internet browsing.

Thus, Corporate Control does not come at
the expense of Personal Privacy.
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CORPORATE
CONTROL

The Company retains full control over corporate apps,
accounts, and data, through Mobile Application Management.

Via Mobile Application Management (MAM), the Company can:
Secure & remove corporate data within mobile apps.

Enforce conditional access to restrict which apps can be used to
access corporate email or files

Publish mobile apps to users, e.g. Outlook, OneDrive, Teams
Configure and update apps
Reportapp inventory & usage

Cyberwolf has no access to corporate data or accounts.
Thus, Personal Privacy does not come at the expense of
Corporate Control.



CYBERWOLF & SKYLEAF

who we are

Cyberwolf was founded in 2021 as a portfolio company of
the Skyleaf Group. The Skyleaf Group is committed to
securing companies, people and machines in a digital-first
world.

The group was founded by Steven Vynckier & Frederik
Rasschaert. Since its first company Spotit (2014), two
other portfolio companies were added: Spotit Security Inc.
(2021, US) and Cyberwolf (2021).

In 2021, the Skyleaf senior leadership team was further
reinforced by the appointment of Jo Deblaere as chairman.

Cyberwolf US was founded in 2023 in Atlanta, GA.
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~@ skyleaf

Belgium, since 2014

USA, since 2021

spotit
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Belgium, since 2021
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USA, since 2023

loDeblaere
Skyleaf Chairman

Former COO & Board at
Accenture (‘85-22).

Steven Vynckier
Founding Partner at
Skyleaf Group

Frederik Rasschaert
Founding Partner at
Skyleaf Group

CTO Cyberwolf

Daan Gheysens
CEO Cyberwolf
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WE PROTECT WHAT'’S PRECIOUS



