
BUYTOON PLATFORM PRIVACY POLICY 
​
Last updated: October 2025​
​
This Privacy Policy describes how BUYTOON INC. (The“Company”, 
“we”) ​
collects, uses and protects the personal data of users (“Lenders”), ​
including email addresses, cryptocurrency wallets and transaction 
information.​
 

1. Data collection 
​
We collect the following categories of data:​
- email address.​
- cryptocurrency wallet address and transaction data;​
- account IDs on the Platform;​
- browser and device data (anonymized).​
 

2. Purposes of data processing 
​
We process your data exclusively for:​
- fulfilling loan obligations;​
- settlement, interest accrual and profit payments;​
- notifying users about the project status and payments;​
- meeting the requirements of the legislation of the Republic of Panama.​
 

 

 

3. Data Storage 
​
Data is stored on secure servers in Panama for the duration of the account's 



validity and up to 7 years after it is deleted. ​
Encryption, backup, and access restriction measures are used.​
 

4. Transfer of data to third parties 
​
Data can only be transmitted to:​
- public authorities of Panama within the framework of the law;​
- contractors (hosting, blockchain providers, auditors) who respect 
confidentiality;​
- when changing the owner of the company, subject to the same data 
protection standards.​
 

5. User Rights 
​
The user has the right to:​
- request a copy of your data.​
- request correction or deletion.​
- withdraw consent to processing;​
- send requests to info@buytoon.io.​
 

 

 

 

6. Data Security 
​
BUYTOON INC. applies technical and organizational security measures, 
including encryption and access control. ​
The company is not responsible for leaks caused by third-party failures of 
the blockchain network or user errors.​
 



7. Policy Changes 
​
The Company may update this Policy. The new version is published on the 
site https://buytoon.io and comes into effect from the moment of publication.​
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