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AGENDA

• Regional Overview

• Update on the Thai PDPA – Implications of Delay

• What organisations must specifically do to comply

• How to comply from an operational perspective
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REGIONAL OVERVIEW
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Data Protection Law

GOVERNANCE

Rules Rules

Rules Rules
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Impact of Data Protection Laws

• 5 ASEAN countries (468mil population)

• India & China  (2.7B population)

• Alignment with EU General Data 
Protection Regulation
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Countries with Comprehensive Laws 
covering the public sector

Philippines 
DPA 
(2012)

Thailand 
PDPA 

(2020 May)
(Enforcement 

postponed 
2021)

Indonesia 
PDP Bill 

(end 2020*)

Malaysia 
PDPA 
(2010)

Upcoming amendments

Singapore 
PDPA 
(2010)

China 
Draft Law
(end 2020)

New Data Protection Laws or amendments
in the region

6

India 
DP Bill

(end 2020)
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New and upcoming laws / regulations using 
GDPR as a baseline 

General Data 
Protection 
Regulation 
(GDPR) in EU

Thailand PDPA 
(2019)

Indonesia PDP Bill

India PDP Bill

China PI 
Security Specs

New Upcoming Laws/Rules

Sri Lanka PDP Bill
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Update on the 
Thai PDPA –

Implications of Delay
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AGENDA:

1. What does the PDPA’s effective 
date extension entail?

2. Practical implications of the 
extension of PDPA effective date

9
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1. What does the PDPA’s effective date extension entail?

Rationale: Organizations have faced difficulties to 

comply with PDPA and suffered operation 

challenges in times of COVID-19 crisis. This 

prompts the government to launch a law that gives 

effect to an extension of the PDPA effective date. 
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1. What does the PDPA’s effective date extension entail?

PDPA enacted

27 May 2019

What is enforced now? 

From 27 May 2020

PDPA is effective on:

Chapter 1 (Personal Data Protection 

Committee: PDPC)

Chapter 4 (Office of PDPC)

Transitional provisions (except section 95)

Rationale: Organizations have faced difficulties to comply with PDPA and suffered operation challenges in times of COVID-19 crisis. This 

prompts the government to launch a law that gives effect to an extension of the PDPA effective date. 

PDPA New Time Frame
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1. What does the PDPA’s effective date extension entail?

PDPA enacted

27 May 2019

What is enforced now? 

From 27 May 2020

PDPA is effective on:

Chapter 1 (Personal Data Protection Committee: PDPC)

Chapter 4 (Office of PDPC)

Transitional provisions (except section 95)

Setting up PDPC and office 

Launching sub-legislations prescribed by PDPC

While being exempted from PDPA obligations until 1 

June 2021, MDES will prescribe security standard to 

protect personal data for organizations to follow.

PDPC approved by 

cabinet in May 2020

To be ready by 27 

May 2021
(with possibility of one 

year grace period) 

MDES is working on 

announcing it soon

Rationale: Organizations have faced difficulties to comply with PDPA and suffered operation challenges in times of COVID-19 crisis. This 

prompts the government to launch a law that gives effect to an extension of the PDPA effective date. 

PDPA New Time Frame



Copyright 2020 Straits Interactive
3

1. What does the PDPA’s effective date extension entail?

PDPA enacted

27 May 2019
What is enforced now? What will be enforced on 1 June 2021?

From 27 May 2020

PDPA is effective on:

Chapter 1 (Personal Data Protection Committee: PDPC)

Chapter 4 (Office of PDPC)

Transitional provisions (except section 95)

Setting up PDPC and office 

Launching sub-legislations prescribed by 

PDPC

While being exempted from PDPA 

obligations until 1 June 2021, MDES will 

prescribe security standard to protect 

personal data for organizations to follow.

From 1 June 2021

PDPA is effective on:

Chapter 2 (personal data protection)

Chapter 3 (rights of the data subject)

Chapter 5 (complaint handling)

Chapter 6 (civil liability)

Chapter 7 (penalties including criminal liability 

and administrative liability)

section 95 (duty to publicize a consent 

withdrawal method to data subjects) 

Material protection provisions 

extended until 1 June 2021

PDPC approved by 

cabinet in May 2020

To be ready by 27 

May 2021 
(with possibility of one 

year grace period) 

MDES is working on 

announcing it soon

Rationale: Organizations have faced difficulties to comply with PDPA and suffered operation challenges in times of COVID-19 crisis. This 

prompts the government to launch a law that gives effect to an extension of the PDPA effective date. 

PDPA New Time Frame
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The 2020 Royal Decree Prescribing an Entity and Business in which the 

Data Controller is Exempted from the Personal Data Protection Act B.E. 

2562 list 22 sectors where “data controllers” are exempted from PDPA until 1 

June 2021 

The list of sectors is derived from 

the Thailand Standard Industrial 

Classification (TSIC 2009), where 

sub-sectors are explained in the 

document.

In case of query, PDPC has power 

to determine whether a particular 

business falls within the list.

1. What does the PDPA’s effective date extension entail?
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2. Practical implications of the extension of PDPA effective date (1/2)

MDES to prescribe security standard to protect personal data for organizations 

to comply while being exempted from PDPA obligations, the standard is likely to 

consist of:
- Floor standards that can apply to both small and big organizations (e.g. access 

control/management) 

- Recognize data security standards already imposed by sector-specific regulators 

Transitioning from MDES to PDPC
- MDES is only a provisional regulator until the Office of PDPC is formed (27 May 2021 

the latest)

Sub-legislations (PDPC’s rules) that give clarifications to PDPA obligations
- PDPC office is working on prioritizing sets of rules to launch 

- First priority is likely to be on minimum data security measures/ data breach 

notifications/ relaxed rules for SMEs/ requirements on DPOs and DPO qualifications/ 

cross-border data transfer rules

F
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2. Practical implications of the extension of PDPA effective date (2/2)

Getting resources to function:

- Budget 

- Workforce

- Trainings and knowledge to workforce in the PDPC office

Provide clarity to the regulatees

- Outreach to people and organizations (but now with budget 

constraints)F
o
r 
re

g
u

la
to

r
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2. Practical implications of the extension of PDPA effective date

More time for preparation on PDPA compliance 

Bear in mind that PDPA implies the need for data protection 
risk assessment

- It is implied (e.g. section 37(4)) where a risk needs to be assessed 
in order to identify whether an obligation needs to notify PDPC, or 
notify the data subject (if the data breach results in high risk).

- Even though the Thai PDPA is based on GDPR, it is not explicit like 
art. 35 GDPR which requires Data Protection Impact Assessment 
(DPIA) in high-risk processing activities. 

F
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Thank you

Prapanpong Khumon

Vice Dean (academic affairs), School of 
Law, University of the Thai Chamber of 
Commerce

prapanpong_khu@utcc.ac.th

Photo by NordWood Themes on Unsplash
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Q&A
19
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What specifically should 
organisations do to prepare for 

PDPA compliance? 

20
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Information Life-Cycle
Collection, Use, Disclosure & Storage (CUDS)

Collection Points

Use of data 

after collection

Processing = 

across CUD

Retention of data at 

CUD points or in transit

Right to 

access data

Disclosure = 

Outside Organisation

Transfer = 

Outside County
Data 

Governance
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How Privacy and Data Breaches Happen

Failure in 
Governance

Exposures 

& Breaches
Exposures 

& Breaches

Exposures 

& Breaches

Exposures 

& Breaches
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PERSONAL

DATA

MOBILE APP

ONLINE SUBMISSION

ON-SITE 

CALLCENTRE

REPS/

AGENTS

COLLECTION

POINTS

https://www.flaticon.com/free-icon/web-browser_3039372?term=website&page=5&position=33
https://www.flaticon.com/free-icon/headset_759501
https://www.flaticon.com/free-icon/medical-app_2949946
https://www.flaticon.com/free-icon/affiliate_2810498
https://www.flaticon.com/free-icon/address_1295232
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Consent Principle 
(s19,26)

Notice & Choice  

Principle (s23,25)
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PERSONAL

DATA

CONSENT

COMPLY WITH 

LEGAL OBLIGATION

CONTRACT 

PERFORMANCE

VITAL INTEREST

PUBLIC INTEREST

LEGITIMATE  

INTEREST PURPOSE OF

PROCESSING
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Accuracy

Principle (s35)

Purpose Limitation

Principle( s22,27)
Accountability

Principle

(s37,39,

41,42)
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PERSONAL

DATA

CLOUD 

STORAGE

HOME COMPUTER/

DEVICES
OFFICE

FILES/

NETWORK

PAPER 

DOCSTORAGE 

POINTS

https://www.flaticon.com/free-icon/personal-information_3076333?term=data%20folder&page=1&position=29
https://www.flaticon.com/free-icon/address_1295232
https://www.flaticon.com/free-icon/home_3079182?term=home&page=2&position=4
https://www.flaticon.com/free-icon/cloud_2646594
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Retention Principle
(s37(3))

Security

Principle 
(s37(1)(2))
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PERSONAL

DATA

OUTSOURCED 

SERVICES

PARTNERS

AUTHORITIES

CALL CENTRES

PRINTING CO

DISCLOSURE 

POINTS

https://www.flaticon.com/free-icon/headset_759501
https://www.flaticon.com/free-icon/outsourcing_2399990?term=business%20outsourcing&page=1&position=32
https://www.flaticon.com/free-icon/recommend_2943275
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Transferring Limitation

Principle(s28)

Disclosure

Principle(s27)

Rights of Data 

Subject (s30-36,73)
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Retention Principle
(s37(3))

Consent Principle 
(s19,26)Transferring Limitation

Principle(s28)

Disclosure

Principle(s27)

Notice & Choice  

Principle (s23,25)

Accuracy

Principle (s35)

Security

Principle 
(s37(1)(2))

Purpose Limitation

Principle( s22,27)

Rights of Data 

Subject (s30-36,73)

Accountability

Principle

(s37,39,

41,42)
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How do you go aboard 
complying with the 

requirements?

32
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Data Protection / Privacy Management Program

Key 

Actions

Key 

Actions

Governance 
Committee

Key 

Actions

Key 

Actions

Demonstrating Accountability
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✖No risk assessment (PIA)

✖Failure to understand 

risks

✖Underestimation of 

risks
No 

Operational 
Compliance

✖Lack of policies / 

procedures

✖No/insufficient  

security controls

✖Measures /Controls 

not implemented

✖Failure to detect breaches

✖No audits

✖No/ Insufficient training

✖Policies / Procedures not 

communicated

✖No breach response 

procedures

✖Regulatory authority / 

data subjects not 

notified in data breach

✖Failure to respond to 

data subject requests

Analysis of Privacy Breaches
Failure to Demonstrate Accountability
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Data Protection / Privacy Management Program

Respond to 

incidents/ 

breaches

Sustain 

Compliance 

(monitoring, 

audits, training)

Management 
buy-in

Assess Risks

Protect with 

policies/procedures
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What to Address

36

Failure to 
identify risks

Identified 
risks; Failure 
to implement

Identified risks; 
Implemented 
Yet it happened

Scenario 1 Scenario 2 Scenario 3
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Failure to 
identify risks

Identified 
risks; Failure 
to implement

Identified risks; 
Implemented 
Yet it happened

What to Address
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Demonstrating Accountability

A
c
c
o
u
n
ta

b
ili

ty
Non-

Compliance

Ignorance

Intentional

Compliance

Paper

OPERATIONAL
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AdHoc

Informal

Incomplete

Inconsistently 
Applied

01

Repeatable

Not fully 
documented

Do not cover 
all relevant 
aspects

02

Defined
Fully 
documented

& 
Implemented

03

Managed

Reviews are 
conducted

04

Optimized

Continuous 
Improvement

05

“OPERATIONALIZED”

Privacy Maturity Model
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RULES GOVERNANCE

The Privacy Mgmt / Ops LifecycleData / Information life-cycle
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Next Session

16 Jul - 17 Jul

Duration

2 days

Cost

SGD 1284.00 (with GST)

THB 27,000 

Hands-on Data Protection & Cyber Security Workshop (Thailand)
Conducted online via Zoom
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FOR MORE INFORMATON

42

https://www.dpexnetwork.org/courses/

For courses:  courses@straitsinteractive.com

https://www.dpexnetwork.org/courses/
mailto:courses@straitsinteractive.com
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About the Data Protection Excellence (DPEX) 

Network

The Data Protection Excellence (DPEX) Network is the 

first of its kind facility in the ASEAN region whose aim is 

to provide leadership, best practices, training, research 

and support for all things surrounding data privacy from 

an operational perspective.

This collaboration of partnerships comprise certification 

bodies, law firms, universities and organisations who 

provide professional services and technologies relating 

to data privacy.
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EVENTS AND 

WEBINARS
DATA PROTECTION 

VIDEOS 

ARTICLES AND 

DISCUSSIONS
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NEWSCOURSESRESEARCH
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DPEX COMMUNITY - STAY CONNECTED

Linkedin

Data Protection Officer (DPO) Support Group –
Singapore

Facebook
Facebook – Straits Interactive
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THANK YOU!

Please refer any queries to 

For courses:  courses@straitsinteractive.com

48


