STAY SAFE
FROM
CYBER ATTACHKS

PASSWORDS

Create strong passwords
e No real words
e Minimum 8 characters in length
e Include numbers & symbols

o

VERIFY THE SENDER

Check the sender's name, email, and domain
before replying, opening attachments or
clicking on links.

£ ONLINE POSTS

Never give away personal information on
social media. Be cautious of posts that ask
for security type questions; first car, school,
maiden name, home town, etc.

ATTACHMENTS

Attachments and links may contain malware.
Never click or open anything from someone

you do not know.

o= KNOW THEIR TACTICS

Cyber criminals will use urgent language,
threats, outlandish requests and will often

have multiple spelling and grammar errors.
Don't fall for it!



