**Küresel Hizmet Sağlayıcıları Özelleştirilmiş ve Ölçeklenebilir Güvenli SD-WAN Hizmetleri Sunmak için Fortinet’le Birlikte Çalışıyor**

*Fortinet’in SD-WAN’a Yönelik Güvenlik Odaklı Ağ Yaklaşımı ve Geniş API Ekosistemi, Hizmet Sağlayıcılarının Pazardaki Ürün Yelpazelerini Genişletmesini ve Farklılaştırmasını Sağlıyor.*

Kapsamlı, entegre ve otomatik siber güvenlik çözümlerinde dünya lideri Fortinet, işlerini ölçeklendirmek, büyütmek, yeni katma değerli hizmetler sunmak ve genel maliyetleri azaltmak için [Fortinet Güvenli SD-WAN](https://www.fortinet.com/products/sd-wan.html?utm_source=pr&utm_campaign=2019-q3-sd-wan)’ı tercih eden ağ hizmeti sağlayıcılarının sayısının arttığını duyurdu.

Uzaktan çalışanlarının sayısının yakın zamanda artmasıyla ağ hizmetleri sağlayıcıları, yüksek kapasitede ölçeklenebilen VPN hizmet ürünlerine yönelik büyük bir taleple karşılaştı. Öte yandan SD-WAN pazarı da olgunlaştığı için aynı hizmet sağlayıcıları yeni müşterilerinin taleplerini karşılamak, gelişmiş ve entegre güvenliği verimli bir şekilde hizmete alabilmek için güvenlik hizmetlerini sunmaya başladı. Yakın zamanda gerçekleşen [MEF (Metro Ethernet Forum) anketine](https://img.lightreading.com/downloads/SDWan-Strategies-Survey-Report-2019.pdf?p_redirone=yes&piddl_promo=2239) katılan hizmet sağlayıcıları, güvenliği sunmayı planladığı veya halihazırda SD-WAN çözümünün ile birlikte sunduğu katma değerli önemli bir hizmet olarak tanımlıyor.

Gelişmiş yönlendirmeyi, güvenliği ve SD-WAN özelliklerini tek bir çözüm olarak sunan Fortinet Güvenli SD-WAN, müşterilerine yeni ve farklı katma değerli hizmetler sunmak isteyen ağ hizmet sağlayıcılarının ilk tercihi olarak öne çıkıyor. Sektördeki en geniş API ekosistemlerinden biriyle desteklenen Fortinet, hizmet sağlayıcılarının hızlıca sunduğu ürünler arasına ekleyebileceği ve müşterilerinin alanlarında kolayca hizmete alabileceği büyük derecede ölçeklenebilir güvenli SD-WAN hizmetlerini özelleştirmelerini sağlıyor. Fortinet’in SD-WAN’a yönelik güvenlik odaklı ağ yaklaşımı, hizmet sağlayıcılarına işlerin devamlılığı için büyük derecede ölçeklenebilir VPN hizmetleri sunma imkanı sağlıyor. Bu yaklaşım, hizmet sağlayıcılarının web filtresi, kötü amaçlı yazılım engelleyici, derin SSL denetiminin de aralarında bulunduğu tehdit koruması gibi yeni nesil güvenlik duvarı özelliklerine sahip, eksiksiz bir güvenlik hizmet platformu oluşturmasına da yardımcı oluyor. Aynı zamanda Yazılım Temelli şubelerinin tamamını kapsayarak şube hizmetleri arasında eksiksiz bir bütünleşme gerçekleştiriyor (SD-Branch).

**Güvenli SD-WAN İnovasyonları Devam Ediyor**

Fortinet’in hizmet sağlayıcılarını destekleyen SD-WAN inovasyonlarına verdiği önem, Fortinet’in amiral gemisi işletim sistemi FortiOS’in en yeni sürümünde kendisini gösteriyor. FortiOS 6.4’te gelişmiş SD-WAN orkestrasyon özellikleri, gelişmiş gözlemlemeye sahip otomatik NOC ve hizmet sağlayıcılarının son kullanıcılara ek değerler sunmasına yardımcı olmak için gelişmiş analitik veriler yer alıyor. [MEF’in (Metro Ethernet Forum)](https://www.mef.net/) aktif bir üyesi olmaya devam eden Fortinet, küresel ağlarda orkestrasyonunun yapıldığı garantili hizmetlerin benimsenmesini kolaylaştırmaya ve günümüzün dijital dönüşüm çalışmalarının değişen ihtiyaçlarını karşılamak için SD-WAN hizmet standartlarının tanımlanmasına yardımcı oluyor. Fortinet 2017’den beri MEF’in aktif olarak etkileşimde olduğu bir üyesi ve yeni SD-WAN güvenlik standartlarının oluşturulması için kurumla birlikte çalışıyor.

**Fortinet Ürünler Kıdemli Başkan yardımcısı ve CMO’su John Maddison**, konuyla ilgili şunları söylüyor: “Hizmet sağlayıcıları, kendilerini rakiplerinden farklılaştıracak hizmetler sunmanın yanı sıra yatırımın daha hızlı ve iyi bir şekilde dönmesini sağlamak için Fortinet SD-WAN’ı en sevdiği tercih haline getiriyor. Fortinet’in gelişmiş yönlendirmeyi, güvenliği ve SD-WAN’ı birleştirerek tek bir çözüm haline getiren entegre yaklaşımı ile API odaklı açık ve geniş ekosistemi, Fortinet’le çalışan hizmet sağlayıcılarının sundukları hizmetleri basitleştirmelerine ve pazarda önemli bir rekabet avantajı elde etmelerine yardımcı oluyor.”

**Ek Kaynaklar**

* Fortinet’in WAN Sınır Altyapısı’nda 2020 Gartner Peer Insight Customers’ Choice olarak adlandırıldığı hakkında daha fazla bilgi için [bağlantıya](https://www.fortinet.com/blog/business-and-technology/gartner-peer-insights-customers-choice-wan-edge-infrastructure-2020.html) tıklayabilirsiniz.
* Müşterilerin [değerlendirmeleri](https://www.gartner.com/reviews/market/wan-edge-infrastructure/vendor/fortinet/product/fortigate-sd-wan) ve Gartner’ın Fortinet’i Kasım 2019’da açıkladığı 2019 Magic Quadrant for WAN Edge Infrastructure Çizelgesindeki Meydan Okuyan şirketler arasında [yer almasıyla](https://www.fortinet.com/corporate/about-us/newsroom/press-releases/2019/challenger-with-highest-ability-to-execute-gartner-mq-wan-edge-infrastructure.html) ilgili daha fazla bilgi için bağlantılara tıklayabilirsiniz.
* Fortinet Güvenli SD-WAN’ın NSS Labs tarafından tam puan alarak Tavsiye Edilen derecesine sahip olmasıyla ilgili daha fazla bilgi için [bağlantıya](https://www.fortinet.com/blog/business-and-technology/fortinet-secure-sdwan-receives-recommended-rating.html) tıklayabilirsiniz.
* Fortinet’in Metro Ethernet Forum’la (MEF) birlikte çalışması hakkında daha fazla bilgi için [bağlantıya](https://www.fortinet.com/blog/business-and-technology/fortinet-mef-secure-sdwan-standards.html) tıklayabilirsiniz.
* [Fortinet Güvenli SD-WAN](https://www.fortinet.com/products/sd-wan.html?utm_source=pr&utm_campaign=2019-q3-sd-wan) ve [Fortinet Güvenli SD-Branch](https://www.fortinet.com/solutions/enterprise-midsize-business/secure-branch-sd-wan.html?utm_source=pr&utm_campaign=2019-q3-sd-branch-landing-page) hakkında daha fazla bilgi için bağlantılara tıklayabilirsiniz.
* [Fortinet Security Fabric](https://www.fortinet.com/solutions/enterprise-midsize-business/security-fabric.html?utm_source=blog&utm_campaign=2018-security-fabric) platformunun kurumun tüm dijital altyapısında kapsamlı, entegre ve otomatik koruma sunmasıyla ilgili daha fazla bilgi için bağlantıya tıklayabilirsiniz.
* [FortiGuard Labs](https://www.fortinet.com/fortiguard/threat-intelligence/threat-research.html?utm_source=nreleaseblog&utm_campaign=2018-q2-fortiguardlabs-cta) ve FortiGuard Security Services [portföyü](https://www.fortinet.com/support-and-training/support-services/fortiguard-security-subscriptions.html?utm_source=blog&utm_campaign=2018-blog-security-services) hakkında daha fazla bilgi için bağlantılara tıklayabilirsiniz.
* [Ücretsiz siber güvenlik eğitim inisiyatifi](https://www.fortinet.com/blog/business-and-technology/why-cybersecurity-training-is-more-important-than-ever.html), [Network Security Expert program](https://www.fortinet.com/support/training/network-security-expert-program.html?utm_source=blog&utm_campaign=2019-q2-nse-landing), [Network Security Academy program](https://www.fortinet.com/support-and-training/training/fortinet-network-security-academy.html?utm_source=blog&utm_campaign=2018-fnsa-program) veya [FortiVet program](https://www.fortinet.com/corporate/careers/vets.html?utm_source=blog&utm_campaign=2018-q2-fortivet)’ımımız hakkında ayrıntılı bilgi için bağlantılara tıklayabilirsiniz.
* Fikirlerin paylaşıldığı ve geri bildirimlerin verildiği, ürün ve teknolojiler hakkında daha fazla bilginin paylaşıldığı ve meslektaşların bir araya geldiği Fortinet kullanıcı topluluğu (Fuse) hakkında daha fazla bilgi için [bağlantıya](https://fusecommunity.fortinet.com/home?utm_source=blog&utm_medium=campaign&utm_campaign=2020-fusecommunity) tıklayabilirsiniz.
* Fortinet’i [Twitter](https://twitter.com/Fortinet), [LinkedIn](https://www.linkedin.com/company/fortinet), [Facebook](https://www.facebook.com/fortinet/), [YouTube](https://www.youtube.com/fortinet), ve [Instagram](https://www.instagram.com/behindthefirewall/)’dan takip edebilirsiniz.

**Fortinet Hakkında**

Fortinet dünya genelinde büyük ölçekli şirketlere, servis sağlayıcılarına ve kamu kurumlarına güvenlik teknolojileri sunar. Fortinet, her geçen gün büyüyen saldırı zemininde müşterilerine eksiksiz görünürlük ve kontrol sağlar. Günümüzde artan ve gelecekte de artacak olan performans ihtiyaçlarını karşılamak için onları güçlendirir. Ağlardaki uygulamaların, çoklu bulut sistemlerinin ve sınır ortamlarının karşılaştığı en kritik güvenlik sorunlarına karşı tek çözüm olan Fortinet'in Security Fabric platformu, tüm dijital altyapıda veriyi korur. Fortinet global çapta sevkiyatı yapılan en güvenilir çözümler alanında dünyanın bir numarasıdır ve dünya genelinde 455 binden fazla müşteri ticari faaliyetlerini korumak için Fortinet'e güvenmektedir. Hem bir teknoloji şirketi hem de öğrenen bir şirket olan [Fortinet Network Security Expert (NSE)](https://training.fortinet.com/?utm_source=blog&utm_campaign=2019-q3-nse-institute) Enstitüsü, sektördeki en büyük ve kapsamlı siber güvenlik eğitim programlarından birini sunmaktadır. Daha fazla bilgi için: <http://www.fortinet.com/>, [Fortinet Blog](https://blog.fortinet.com/) sayfası veya [FortiGuard Labs](https://www.fortinet.com/fortiguard/labs.html?utm_source=blog&utm_medium=campaign&utm_campaign=FortiGuardLabs).