**Basın Bülteni**

**Fortinet, Gartner’ın Meydan Okuyanlar Çizelgesinde İcra Becerisi En Yüksek Şirket oldu**

*Fortinet, 2019 Magic Quadrant Çizelgesindeki Meydan Okuyan Şirketler Arasında WAN Sınır Altyapısı ile İcra Becerisi Alanında En Yüksek Puanı Aldı.*

Kapsamlı, entegre ve otomatik siber güvenlik çözümlerinde dünya lideri [Fortinet](https://www.fortinet.com/)® (NASDAQ: FTNT), [2019 Gartner Magic Quadrant for WAN Edge Infrastructure](https://www.fortinet.com/solutions/gartner-wan-edge.html?utm_source=website&utm_medium=pressrelease&utm_campaign=GEN-WP-Untangling-Security-Complexity&elq_src=Website&elq_cid=7012H000001OT0yQAG) tablosunda en yüksek uygulama becerisini kaydederek “Meydan Okuyanlar Çizelgesi”nde (Magic Quadrant) yer aldı. Fortinet, 46 milyon dolarla 2019’un birinci ve ikinci çeyrekleri arasında yüzde 234 gelir artışı kaydetti.

Bu performansla Fortinet, Gartner tarafından dünya çapında kurumsal SD-WAN donanımları pazar payı sıralamasında en yüksek performansı gösteren üç tedarikçi arasında gösterildi.

Fortinet’in Gartner Magic Quadrant’taki ve pazar payındaki bu yüksek konumunun arkasında müşterilerin WAN karmaşıklığını ve maliyetini azaltmak için gerçekleştirdiği çalışmaların yanı sıra sunduğu gelişmiş güvenlik, kullanımı kolay donanım ve altı ana bulut servisinde çalışan sanal makine altyapısı seçenekleri sunan SD-WAN özellikleri yer alıyor.

**Fortinet Müşterilerinin En Büyük WAN Güçlüklerini Çözüyor**

[Fortinet Secure SD-WAN](https://www.fortinet.com/products/sd-wan.html?utm_source=pr&utm_campaign=2019-q3-sd-wan), müşterilerinin WAN bağlantılarını hizmete alırken karşılaştıkları en büyük güçlükleri 3 özellikle çözüyor:

* **Operasyonları Basitleştiriyor:** [SD-WAN](https://www.fortinet.com/products/sd-wan/what-is-sd-wan.html?utm_source=pr&utm_campaign=2019-q3-understanding-sd-wan)’ı hizmete alan kurumlar, entegre bir şekilde çalışmak için geliştirilmemiş dağıtık konumlandırılan ürünleri yönetmeye çalışırken karmaşıklıkla sıkça karşılaşıyor. Fortinet yönlendirme (routing), SD-WAN ve gelişmiş güvenliği tek bir ürün içinde sunarak operasyonları sadeleştiriyor ve birleşik-yönetim imkanı sağlıyor. Fortinet Güvenli SD-WAN’ın gelişmiş API desteği, ağların düzgün çalışması için gelişmiş analitik kullanılmasını sağlarken, sektör regülasyonları ve güvenlik standartlarını karşılayabilmek için uyumluluk raporlamasını otomatikleştiriyor.

El Değmeden Kurulum (Zero Touch) da karmaşıklığı daha da azaltıyor ve müşterilerin yeni şubelerini haftalar yerine dakikalar içinde açmasını sağlıyor. Müşteriler aynı zamanda Fortinet Güvenli SD-WAN’ın güvenlik özelliklerini Fortinet Güvenli SD-Branch ile daha da artırabiliyor.

* **Maliyeti Azaltıyor:** FortiGate Güvenli SD-WAN’ı tercih eden müşteriler, yatırım maliyetlerini azaltmak için ürünleri tek bir kurumsal seviye çözümle güçlendirebiliyor. Çoklu protokol etiket anahtarlama (MPLS) teknolojisi, genişbantla zenginleştirildiğinde maliyeti azaltırken; yeni nesil güvenlik duvarı (NGFW), saldırı engelleme sistemi (IPS), antivirüs ve kötü amaçlı yazılıma karşı programlar, web filtreleme, SSL denetlemesi (TLS 1.3 de dahil) ve kum havuzu (sandboxing) yaratma gibi entegre fonksiyonlar da güvenliği herhangi bir taviz vermeden sağlıyor ve güvenlik açıklarından oluşabilecek potansiyel maliyetleri de sınırlıyor.
* **Bulut Kullanmaya Hazır Şube İmkanı Sunuyor:** Müşteriler, çoklu bulut ortam trafiğinin genellikle veri merkezine iletilmesi sonucu oluşan kötü kullanıcı deneyimiyle sıkça karşılaşıyor. Bu da müşterilerin çoklu bulut ortamlarıyla olan bağlantıdan verim alamamalarına neden oluyor. Fortinet Secure SD-WAN ile şubeler ve uzak noktalar arasındaki güvenli bağlantı (on-ramp), müşterilerin uygulama deneyimini iyileştirmenin yanında bulutun gücünü, esnekliğini ve verimlilik kazançlarını tüm kullanıcılara ulaştırıyor. Entegre bir Bulut Erişim Güvenliği Aracısı (CASB) hizmeti, Gölge BT (Shadow IT) ile ilgili problemlerin önüne geçmek için Hizmet Olarak Yazılım (SaaS) uygulamalarını ve trafiğini koruyor. Aynı zamanda özel üretilen Fortinet’in SD-WAN ASIC’i de uygulamaların daha hızlı önceliklendirilmesini ve yönlendirilmesini sağlayarak kullanıcı deneyimini daha da iyileştirirken, bulut bağlantısını hızlandırıyor.

**Fortinet Güvenli SD-WAN’ın Bilinirliği Yüksek**

Fortinet’in NGFW çözümü, 3 Aralık 2019 itibariyle [Gartner Peer Insights WAN Edge Infrastructure Market](https://www.gartner.com/reviews/market/wan-edge-infrastructure) araştırmasında tüm sağlayıcılardan en fazla yorum alan ürün oldu. Müşterilerin Fortinet’in çözümünü benimsemesi, Fortinet’in SD-WAN pazarındaki liderliğinin altını bir kere daha çiziyor.

**Fortinet’in SD-WAN İnovasyonunu Üçüncü Partiler de Tavsiye Ediyor**

Fortinet Güvenli SD-WAN çözümünün ayrılmaz bir parçası olan FortiGate Yeni Nesil Güvenik Duvarı, [2019 Gartner Magic Quadrant for Network Firewalls3](https://www.fortinet.com/corporate/about-us/newsroom/press-releases/2019/leader-10th-time-gartner-mq-network-firewalls.html) çizelgesinde lider olarak yer aldı. Ek olarak [Fortinet Güvenli SD-WAN](https://www.fortinet.com/blog/business-and-technology/fortinet-secure-sdwan-receives-recommended-rating.html), [FortiGate Yeni Nesil Güvenlik Duvarı](https://www.fortinet.com/blog/business-and-technology/fortinet-receives-6th-consecutive--recommend--rating-in-nss-labs.html) ve [FortiGate Yeni Nesil IPS](https://www.fortinet.com/blog/business-and-technology/fortigate-ng-ips-nss-labs-recommended-rating.html) ürünlerinin tamamı NSS Labs tarafından “Tavsiye Edilen” olarak adlandırıldı. Üçüncü partilerin de Fortinet ürünlerini tavsiye etmesi, Fortinet’in SD-WAN inovasyonu ve müşterilerinin WAN sınırını dönüştürebilmek için gösterdiği performansın da bir sonucu.

**Fortinet Ürün ve Çözümlerden Sorumlu Kıdemli Başkan Yardımcısı John Maddison**, konuyla ilgili “Kurumlara sunduğumuz SD-WAN yaklaşımı sayesinde en hızlı büyüyen gelir paylarından birine ve kurumsal SD-WAN pazarında dünya çapında en yüksek paya sahip sağlayıcılardan biriyiz. Sektörel olarak değerlendirdiğimizde; belli bir amaç için üretilen sektördeki tek SD-WAN ASIC’ten güç alan Fortinet Güvenli SD-WAN çözümümüz ile en hızlı uygulama yönlendirme imkanı ve en iyi kullanıcı deneyimi sunduğumuza inanıyoruz. 2019 Gartner Magic Quadrant for WAN Edge Infrastructure’daki konumumuz1, Fortinet’in SD-WAN pazarındaki liderliğinin altını bir kere daha çiziyor” dedi.

## Ek Kaynaklar

* 2019 Gartner Magic Quadrant for WAN Edge Infrastructure çizelgesinin [ücretsiz kopyasına](https://www.fortinet.com/solutions/gartner-wan-edge.html?utm_source=website&utm_medium=pressrelease&utm_campaign=GEN-WP-Untangling-Security-Complexity&elq_src=Website&elq_cid=7012H000001OT0yQAG) erişmek için bağlantıyı tıklayabilirsiniz.
* Fortinet’in SD-WAN ürün ve hizmetlerinin yanı sıra bu yılki Gartner WAN Edge’deki başarısı hakkında daha fazla bilgi için [blog](https://www.fortinet.com/blog/business-and-technology/fortinet-challenger-gartner-wan-edge-infrastructure-magic-quadrant-2019.html)umuzu okuyabilirsiniz.
* Fortinet’in [Güvenli SD-WAN](https://www.fortinet.com/products/sd-wan.html?utm_source=website&utm_medium=pressrelease&utm_campaign=2018-q2-sd-wan-web) ve [Güvenli SD-Şube](https://www.fortinet.com/solutions/enterprise-midsize-business/secure-branch-sd-wan.html?utm_source=website&utm_medium=pressrelease&utm_campaign=2019-q2-sdbranch) çözümleri hakkında daha fazla bilgi için bağlantılara tıklayabilirsiniz.
* [Fortinet’in Security Fabric](https://www.fortinet.com/solutions/enterprise-midsize-business/security-fabric.html?utm_source=blog&utm_campaign=2018-security-fabric)’in kurumların IoT’den sınıra, ağ çekirdeğinden çoklu bulutlara tüm dijital saldırı zemininde kapsamlı, entegre ve otomatik korumayı nasıl sağladığını öğrenmek için bağlantıya tıklayabilirsiniz.
* [FortiGuard Labs](https://www.fortinet.com/fortiguard/threat-intelligence/threat-research.html?utm_source=nreleaseblog&utm_campaign=2018-q2-fortiguardlabs-cta) ve FortiGuard Güvenlik Hizmetleri [portföyü](https://www.fortinet.com/support-and-training/support-services/fortiguard-security-subscriptions.html?utm_source=blog&utm_campaign=2018-blog-security-services) hakkında daha fazla bilgi için bağlantılara tıklayabilirsiniz.
* Güvenlik denetimleri ve en iyi uygulamalar sunan FortiGuard [Güvenlik Derecelendirme Hizmeti](https://www.fortinet.com/support-and-training/support-services/fortiguard-security-subscriptions/security-rating.html?utm_source=blog&utm_campaign=2018-blog-security-rating-service) için tıklayın.
* [Fortinet](https://youtu.be/KS9JSyhJxkY) hakkında daha fazla bilgi veya [Network Security Expert program](https://www.fortinet.com/support/training/network-security-expert-program.html?utm_source=blog&utm_campaign=2019-q2-nse-landing), [Network Security Academy program](https://www.fortinet.com/support-and-training/training/fortinet-network-security-academy.html?utm_source=blog&utm_campaign=2018-fnsa-program) veya [FortiVets program](https://www.fortinet.com/corporate/careers/vets.html?utm_source=blog&utm_campaign=2018-q2-fortivet)’ımımız hakkında ayrıntılı bilgi için bağlantılara tıklayabilirsiniz.
* Fortinet’i [Twitter](https://twitter.com/Fortinet), [LinkedIn](https://www.linkedin.com/company/fortinet), [Facebook](https://www.facebook.com/fortinet/), [YouTube](https://www.youtube.com/fortinet), ve [Instagram](https://www.instagram.com/behindthefirewall/)’dan takip edebilirsiniz.

**Fortinet Hakkında**

Fortinet (NASDAQ: FTNT) dünya genelinde büyük ölçekli şirketlere, servis sağlayıcılarına ve kamu kurumlarına güvenlik sunar. Fortinet, her geçen gün artan sanal saldırılara karşı müşterilerine akıllı ve sorunsuz koruma sağlar, sınırların ortadan kalktığı ağların artan performans ihtiyaçlarını karşılar. Ağlardaki uygulamaların, bulut sistemlerinin ve mobil cihazların karşılaştığı en kritik güvenlik sorunlarına karşı performanstan ödün vermeden güvenlik sunan tek çözüm sadece Fortinet'in Security Fabric mimarisidir. Fortinet global çapta sevkiyatı yapılan en güvenilir çözümler alanında dünyanın bir numarasıdır ve dünya genelinde 425 binden fazla müşteri ticari faaliyetlerini korumak için Fortinet'e güvenmektedir. Daha fazla bilgi için: <http://www.fortinet.com/>, [Fortinet Blog sayfası](https://blog.fortinet.com/) veya [FortiGuard Labs](https://www.fortinet.com/fortiguard/threat-intelligence/threat-research.html?utm_source=nreleaseblog&utm_campaign=2018-q2-fortiguardlabs-cta).