
 

 

 

Job Opportunity 
 

Post Cyber Security Specialist Reference Tradenet-HR/J/2022/47 

Employment Type Contractual  

No of positions 01 

Term of Employment 
The duration of the assignment is 1 (one) year from the commencement of work. Contract can be extended after 
performance analysis at the end of the term. 

Remuneration  Based on qualifications and experience 

Scope of Work 

To strengthen our entire security posture, we are looking for a skilled cybersecurity specialist who can do threat 
and vulnerability assessments, analyze risks, and put systems and procedures in place. The ideal candidate will be 
able to oversee our regular Information security activities and assist in creating and carrying out short- and long-
term security plans. 

Qualification & 
Experience 

• Bachelor's degree (or equivalent) in information systems, information technology, or a related field. 

• Should have 3 (three) to 5 (five) years of experience in cybersecurity at a midsize or large company in 

the industry. 

• Deep knowledge of IT, including hardware, software, and networks, as well as a meticulous eye for 

detail and the ability to multitask in a fast-paced environment. 

Responsibilities 

• Conduct periodic assessments of Tradenet’s current ICT security environment with considerable focus 

on data/information security to ensure systems are secure from breaches and unauthorized access. 

• Perform research, testing, evaluation, and deployment of security technology and procedures. 

• Review global best practices on data security/ cyber security strategies/plans and 

• Extracting lessons where applicable to improve Tradenet’s cyber/data security environment. 

• Cross collaborates with other teams to develop technical solutions to help mitigate security 

vulnerabilities. 

• Review and improve existing information security policies, standards, guidelines, and procedures 

Desired Skills 

• Excellent verbal and written communication skills. 

• Ability to work successfully in both individual and team settings. 

• Strong abilities in critical thinking, problem-solving, logic, and forensics  

• Ability to think like a hacker to stay ahead of potential threats. 

 
Interested applicants are requested to email us your applications with the following documents before 1600 hrs on 18th December 
2022 to careers@tradenet.com.mv  

● Completed Job Application Form (Attached)  
● CV 
● Scan of National ID card 
● Scans of educational certificates 
● Employment reference letters 
● Police Report 

Kindly note that only shortlisted candidates will be contacted for an interview.  
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