
 

 

Annex 1  

Endpoint Security Solution 

Technical Specifications for Endpoint Security 

300 Users Endpoint Security  

Should support Intergradation FortiGate 

The Endpoint Security solution should provide enhanced antivirus protection for 
desktops & servers of all the attacks originating from places inside/outside of the 
network due to virus and/or other malicious programming code. 

Includes Fabric Agent, Anti-Malware, Remote Access, Web Filter, Vulnerability Scan, 
Software Inventory, Application Firewall, Application Control, SSOMA, Threat 
Outbreak Detection, and Sandbox Agent with Cloud Sandbox subscription, Central 
Management (On-Prem) and 24x7 Support. 

Anti-virus Should be capable of pushing client installation from a centralized location 
and it should also support manual installation of client Via network share. 

Alerts on virus activity should be passed on to administrator 

 

 

 

Vendor must be clarify all the necessary information in information session and 
survey period and  Vendor must install and configure provided solution  

 


