BEAUFORT

Well-known Victorian (Admiral Sir Francis Beaufort, R.N., K.C.B (he of the
Beaufort scale of winds), proposed a cypher based on what is known as a
Vigenere tableau.

It was sold on a 4 by 5 inch card (which folded to make a "pamphlet") and
was advertized as offering encryption for "telegrams and postcards" --
postcards were quite as new (and just a public) as telegrams. A Vigenere
tableau -- tableau is just French for 'table', but sounds so much more
sophisticated -- contains lines of alphabets, each shifted on letter to the left of
the one above. Beaufort's modification was to repeat the first letter of each
line at the end, and to add a line at the bottom that repeated the initial line.

a[blc[d/e f]g h/i[j[k[T|m[n ofp qir[s|t ul[viw[x[y z[a
bie/dle f glhi jlk|Imlnje plqr s|tuviwxy|zab
cldelfig hli jk|limn|o|p q|r s|t|uvw|xylz|labe
dle flg/hi|lj k/1|m(n|e|p/qr|s tulviwzx|yizalbe d
elf glh/i jlk I'mnjo|p|q/r s[t uviwx y|z|a blc de
flghlilj k|1 mnlo|p|q|r|s t|lu viw|x y z|a ble|de!f
glhiljkllmno|plq/r|sit ulvwx|yza|lblcdlefg
hli j|k|1mln o p|q|r|s|tiu viwx v|z ablcdel|f gh
i|jk|Imnlo palr|s/tjuvwxyzlabc|delflghi
jlk 1imnol|lpqr|s/tiulvwxl|y zla|bc dlel|flglhij
ki1minjo plgr s|{t|ulv|wix y|z a blc/de|f|glhlijk
lmnopqrstuvwxyzabpdéfghijkT
[mno|pqr|stulviwx|y(z albe dle/fglhiljlk]lm
nopqrstuvwxyﬂabcdefg%ijklmn
olplqlr|s tjuvwx|ylzlabc|de flghliljlk/]limn| o
| |plair|s/t u|vwx|yz|la|bjc dle f g|hli|j|k|l|m|n op
qir s|{tuviwx ylzahlcdelf ghli|jk{l mnfop|qg
:rbtuvwxyzabcmefghijk]mmopqr
s/tju|lviwx|y z a|blc/dle/f glhi j|k|lim|n olp|q r|s
tiuviwx ylz a bjc delf|g hli j k]l m/n|lo/p|g|r s|t
uvwixyzlabec|de|flghil|j k1mn|opq|r|st|u
viwix|y z albc dle|f|glhli jlk 1 mnjep|gr|s|t ulv
w|x|y|z a bjec de|(f |glhli|j kil m n|o|p|g|r s|t|uvw
x|ylzlabcfde fighli[jlk1mn ofp|q|r|s|t uvw?x
yzlalbc dle f glhi|j|lk/lmn op|q|r|s|tuviwxy
Za'bcdefghi!j|klimnupqrs|t ulviw|x yz
ablc|de flg hiljlk/limn olp q r|s|t|ulvwix|yza




To encrypt a message, one chose a key phrase (known, of course, to the
recipient) which is written (letter by letter, naturally) over the message to be
sent. Let us use:

Key:

THECURIOUSINCIDENTTHE.
Message: BUTTHEDOGDTIDNOTHTINGTIN.

The key phrase is repeated as often as required. To encypher, look for the
letter of the message in the side alphabet, run in along that row until you
encounter the corresponding letter of the key, and then run up (or down) to
the top (or bottom) line to obtain the encyphering letter. This should produce
the following encrypted message:

SNLINNFAOPAKPUKXFGNZR
To decypher all one has to do is to repeat the same process with the encrypted

message: write out the key, start from the message letter at the side and run in
to the key letter, then up or down to the decrypted letter.

[Excerpt from “Canonical and Victorian Cyphers” by David Richardson]



