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We explore the necessary standards for developing a dataset suited for a deep learning model that can educate parents in order to protect their children
online. The development of the child online protection dataset can be supported by related literature on cybersecurity that highlights risk identification
awareness and training, creating a more secure and age-appropriate online environment, children's risk-prone behaviour, online threats and incidents, and
children's reactions to those incidents as well as preventive measures. In addtion, the Dataset Development Lifecycle was suggested to develop the
dataset.

In order to develop a dataset that is adequate for a deep learning model that can educate parents, this study suggests using the Dataset Development
Lifecycle by Hutchinson et al. (2021).

Explore the appropriate standards to develop a dataset that is suitable
for a deep learning model that can educate parents on ways to protect
their children online.

Parents frequently struggle to control children's online exposure since they feel they have more control over their offline activities than their online
exposure, due to their lack of Internet education. Parents can better comprehend cybersecurity if they are exposed to it early on and are aware of the risks
it presents. In order to educate parents about their children's safety online, this study explores the appropriate standards to develop a dataset on children
online protection. Deep learning has received a lot of attention recently in the subject of cybersecurity, which includes children's online safety. As a result, it
is crucial to explore the permissible standards that can be applied while developing a dataset for children online protection for a deep learning model.
 

Parents frequently struggle to control their children's online exposure, due to
lack of Internet knowledge.
Lack of deep learning models developed to educate parents on protecting
children safely online.
Lack of public dataset that address child online safety.
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