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RESULTS

I. RESULTS IN PERCENTAGE (%) OF OUR MODEL JUXTAPOSED WITH OTHER PROPOSALS

TYPE Method
FARskil

led
FRR AER EER Accuracy

WI SigNet [6] 0.00 0.00 0.00 0.00 100

WI Kumar et al. [16] 11.23 12.39 11.81 11. 59 -

WI
Yasmine Guerbai et

al. [1]
7.41 8.25 7.83 - -

WI Sourya et al.[9] - - - - 100

WD

Hafeman et al.

[15](BRAZILIAN

PUC-PR)

13.00 2.17 3.96 4.17

WI Hafeman et al. [8] - - - 4.63 -

WD
Our model

(CEDAR)
3.6 13.1 8.35 - 94.3

Resizing: Resized all input images to a fixed dimension of 

224x224 using bi-linear interpolation. 

Binarization: This produces a binarized image where only 

two types of pixels are present, which in our case are 0-

pixels and 1-pixels

Inversion: We converted the color of each pixel to its 

opposite

METHODOLOGY

We propose the use of the VGG-16
architecture for feature learning combined 
with  OC-SVMs as a writer-dependent 
classifier

Feature Learning

Feature learning makes use of neural 
networks to extract features  from an image 
by gathering outputs from the hidden 
layers.

Extracted features

Neurons in the hidden
layers output a specific
value depending on
what the input is. Those
values can be thought
of as features that
indicate to the final
layer whether the input
is a zeros or a one

Surrogate classification

• Think of a surrogate classification task as a guide to which features the feature 
learner should be learning. 

• In our case we want the model to extract features associated with forgery. Thus, our 
surrogate distinguishes forgeries from genuine signatures without regard to the 
identity of the writer (writer-independent).

VGG-16 for feature learning 

Class A

Resources
Computationally cheap

Accuracy
Compromises Accuracy

Resources
Compromises 

computational speed 

Accuracy
Very Accurate

The Problem

Class B

• Offline signature verification: 

Uses solely the 2-dimensional pixel information of a 
signature in order to classify it as either genuine or 
forged.

• Writer-dependent signature verification: 

Writer-dependent approaches assign each signer or 
writer a personal classifier (also called specific 
model) trained specifically on their signature

We narrowed our down 
research to:

One-class Support Vector Machine 

A  sample presented to an OC-SVM classifier is accepted or 
rejected according to its resemblance to the training set

We, primarily, seek to solve certain challenges that 
arise in real-world writer-dependent classification by 
designing a model that would be able to significantly 
reduce computation while, at the same time, increase 
accuracy.

Experiments are performed using the Center of 
Excellence for Document Analysis and Recognition 
(CEDAR) dataset

False Rejection Rate (FRR) and False Acceptance 
Rate for skilled forgeries (FAR). FRR is the fraction 
of genuine signatures that are classified as 
forgery, while FAR is the fraction of forgeries that 
are classified as genuine signatures. Other metrics 
include the Average Error Rate, which is the 
average of the FAR and the FRR scores. For our 
results, we report these three metrics and the 
Accuracy metric.

Evaluation Metrics
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