
7 Signs of Email Phishing

Generic greeting or 
no greeting at all

Request for personal 
information over email

Buttons with 
hyperlinks to 

unfamiliar webpages

Unsolicited 
attachments

“From” address is 
not official

Misleading URL 
links go to different 
webpages 

Spelling and 
grammar mistakes

Manager <manager@kjdfdykl.com>
Tuesday, April 4  |  01:03 pm

to me

Dear user,

This message is being sent to inform you that your account 
has been closed due to inactivity. 

If you wish to continue using this myhub.com account, please 
upgrade your service by entering your login information in the 
link below. Ignoring this message will cause your acount to be 
permanently closed. 

Note: Please take a few moments to update your account.

Thanks you,

Your IT Team

      attachment.exe
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Submit all suspected phishing emails to IT. 

STAY VIGILANT. STAY SECURE.

http://notarealsite.co

