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“Spooky action
at a distance”

— Albert Einstein

Letters between Einstein and Max & Hedwig Born — https://citeseerx.ist.psu.edu/viewdoc/summary?doi=10.1.1.20.8324
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finding the closest point

— good basis with vectors of the bad

— bad basis basis in higher dimensions
is really hard

https://cloud.google.com/blog/products/identity-security/why-google-now-uses-post-quantum-cryptography-for-internal-comms
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Problem 1: Number of qubits

E.g. to run Shor's algorithm on RSA-2048, you would need
around 2 million "noisy” qubits to have sufficient memory

https://quantum-journal.org/papers/q-2021-04-15-433/

https://en.wikipedia.org/wiki/List_of_quantum_processors
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Problem 1: Number of qubits

E.g. to run Shor's algorithm on RSA-2048, you would need
around 2 million "noisy” qubits to have sufficient memory

Problem 2: Error correction

It is really hard to prevent any unintentional outside influence
that would cause the quantum state irrevertably to collapse
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“Nature 1sn't classical, dammit, and
if you want to make a simulation of
nature, you'd better make 1t
quantum mechanical.”

— Richard Feynman
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http://amg.nzfmm.co.nz/differential _analyser_explained.html
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Quantum Simulations

- Optimisation problems

- Simulating quantum sytems

- Weather simulations and forecasting

- Drug manufacturing & protein folding
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Qiskit — IBM quantum computing
development kit

https://docs.quantum.ibm.com/start
https://github.com/Qiskit
https://www.youtube.com/@qiskit
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) ® CO giskit-random-bits.ipynb - Ct X + -
<« - C m 2> colab.research.google.com/drive/1JD_flbjWDHO4QOYIA9)WM6ED4islitSEok#scrollTo=GbjGMZrWT1bu w EI' @
L - - - - . - _'.
cO qiskit-random-bits.ipynb B Comment &, Share 13 $
File Edit View Insert Runtime Tools Help All changes saved
G + Code + Text v/ i’?:: S + Gemini A

Q vV @ B & [ W
Y @ !pip install giskit

Ipip install giskit_ibm_runtime
{x}

(o=

(4]

Show hidden output

v

from qiskit import QuantumRegister, ClassicalRegister, QuantumCircuit

4
(. from qiskit.transpiler.preset_passmanagers import generate_preset_pass_manager Let S you run q.uantum

from qiskit_ibm_runtime import QiskitRuntimeService, SamplerV2 as Sampler

from gqiskit_ibm_runtime.fake_provider import FakeAlmadenV2 CirCUitS in Siml‘lators and

def get_random_bits_circuit(n: int): °
ar = Quantumegister () against real hardware
cr = ClassicalRegister(n)
qc = QuantumCircuit(qr, cr)

# Apply Hadamard gate to place qubits into superposition of @ and 1

qc.h(qr)
qc.measure_all()
return gc
<>
# Create fake backend service
— backend = FakeAlmadenV2()
(=)
# 0r uncomment this if you want to run on real hardware
63 # Your will need to create an IBM developer account and enter your API token
s b = bt sl marime wmin TRAm imanth Fram e =ama At Fhats e haedoas e
+ 0s completed at 5:55PM ® X

https://colab.research.google.com/drive/1JD _flojWDHO4OYIA9jWM6DA4islitSEok?usp=sharing
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Link to the slides:

https://www.julianburr.de/
wearedevelopers-world-congress-
2024 -slides.pdf

https://www.linkedin.com/in/julianburr/
https://twitter.com/jburr?0



