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I THE SENATE OF 1HE UNITED STATES

Mr. _

introduced the following bill; which wag read twice and veferved to the Cotsmiltoe on L.

A BRELL

To amend title 18, United States Code, to authorize applications
for a court order approving the use of certain investigative

techniques to obtain foreign intelligence information.

(Inacrt title of bill here)

Be it enacted by the Seaale und House of Representalives of the United Stales of
America in Congress assembled, That this Act may be cited as the
"Foreign Intelligence Investigations Act of 1977."

SEC. 2. Title 18, United States Code, is amended by adding

a new chapter after 119 as follows:

"CHAPTER 120. --  WARRANT PROCEDURES IN FOREIGN INTELLIGENCE
INVESTIGATIONS.
"Seé.

"2521. Definitions.

"2522. Authorizations for certain investigative techniques
for foreign intelligence purposes.

"2523. Designation of judges authorized to grant orders for
certain investigative techniques.

2524, Application for an order.

"2525. Issuance of an order.

"2526. Use of information.

"2527. Report of certain investigative techniques.

'"2528. Common carriers."



""§2521. Definitions

'""(a) Except as otherwise provided in this section
the definitions of section 2510 of this title shall apply
to this chapter.
"(b) As used in this chapter --
"(1) 'Foreign power' means --
"(A) a foreign government or any component
thereof, whether or not recognized by the United
States;
"(B) a faction of a foreign nation or
nations, not substantially composed of United
States persons; ' :
"(C) an entity, which is directed and
controlled by a foreign government or govern-

ments which is engaged in terrorist, sabotage,

or clandestine intelligence activities or which

is not substantially composed of United States

persons;
"(D) a foreign-based terrorist group not

substantially composed of United States persons;

or

"(E) a foreign-based political organization,
not substantially composed of United States persons.
"(2) 'Agent of a foreign power' means --

"(A) a person who is not a United States
person and who is an officer or employee of a
foreign power;

"(B) a person who --

"(l) pursuant to the direction of

foreign power, knowingly engages in-e¥

knevwingly-aets-in-furtheranee-ef, in
terrorist activities for or on behalf of

a foreign power,
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life;
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"(ii) knowingly conspires with,
aids, or abets such a person, engaged in

terrorist activities for or on behalf of

a foreign power;
"(C) a person who --

(i) pursuant to the direction of a

foreign power, knowingly engages in, er

knewingiy-aets-in-furtheranee-ef sabotage
activities for or on behalf of a foreign
power, or

"(ii) knowingly conspires with, aids,
abets such a person knewing-that-sueh-persen
8 engaged in such sabotage activities for

or on behalf of a foreign power;

'"(D) a person who --

"(1) pursuant to the direction of a

foreign power, knowingly engages in clandes-
tine intelligence activities for or on behalf
of a foreign power, which activities involve

or will soon involve a violation of the

criminal statutes of the United States or

will substantially harm the security of the

United States, or

"(ii) knowingly conspires with, aids
or abets such a person engaged in such clan-
destine intelligence activities for or on

behalf of a foreign power.

'Terrorist activities' means activities which --

"(A) are violent and dangerous to human

"(B) wviolate a Federal or State criminal

statute, or if such activities have been or will
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be conducted outside the United States, would

be criminal under the laws of the United States

or any state if committed within its jurisdiction;

and
"(C) appear to be intended --
"(1) to intimidate or coerce the
civilian population, or
(ii) to influence the policy of a
government by intimidation or coercion.
"(4) 'Sabotage activities' means activities pro-
hibited by Title 18, United States Code, chapter 105.
"(5) ‘'Clandestine intelligence activities' means
the collection or transmission of information related
to national defense or foreign policy, the fact or
purpose of which collection is concealed or attempted
to be concealed.
"(6) 'Foreign intelligence information or material
means --

"(A) information or material which relates
to, and is necessary to the ability of the United
States to protect itself against, actual or poten-
tial attack or other grave hostile acts of a
foreign power or an agent of a foreign power;

"(B) information or material with respect
to a foreign power or foreign territory, which
relates to, and because of its importance is
essential to --

"(i) the national defense or the
security of the Nation, or
"(ii) the conduct of the foreign

affairs of the United States;
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"(C) information or material which relates
to, and is necessary to the ability of the United
States to protect against, the terrorist activities
of a foreign power or an agent of a foreign power;

"(D) information or material which relates
to, and is necessary to the ability of the United
States to protect against, the sabotage activities
of a foreign power or an agent of a foreign power;
or

"(E) information or material which relates
to, and is necessary to the ability of the United
States to protect itself against, the clandestine
intelligence activities of an intelligence service ,
or network of a foreign power or an agent of a
foreign power;

"(7) 'Electronic surveillance' means --

"(A) the purposeful selection for monitoring,
on the basis of name, or other personal data which
identifies a United States person which would result
in the acquisition by an electronic, mechanical or
other surveillance device, of the contents of any
communication made with a reasonable expectation
of privacy to or from such United States person,
without the consent of any party thereto;

"(B) the acquisition by an electronic,
mechanical, or other surveillance device, of the
contents of a wire communication to or from a
person which is not a foreign power without the
consent of any party thereto, where such acquisition

occurs in the United States while the communication
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is being transmitted by wire;

"(C) the acquisition, by an electronic,
mechanical, or other surveillance device, of the
contents of a radio communication, to or from a
person which is not a foreign power without the
consent of any party thereto, made with a reasonable
expectation of privacy, and where both the sender
and all intended recipients are located within the
United States; or

"(D) the installation or use of electronic,
mechanical or other surveillance device to be used . v
against a person which is not a foreign power in the
United States or against a United States person for:
the purposeful acquisition of information other
than from or related to a radio or wire communication
under circumstances in which a person has a rea-
sonable expectation of privacy.

"(E) nothing in this definition or chapter
is intended to affcct Section 605 and 606 of
title 47 of the United States Code or to limit
or affect the signals intelligence activities

of the United States Government involving the
acquisition of communications by électronic,
mechanical or other surveillance device not
falling within the term 'electronic surveillance'
as defined in this Act provided that --

"(i) all such acquisition or acti-
vities are conducted for foreign intelligence
purposes;'and

"(ii) an agency authorized to conduct
such signals intelligence activities shall

not disseminate information which is not
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foreign intelligence information derived

from such activities or acquisition which

identifies a United States person without

his consent unless the information pertains

to a possible threat to the physical safety

of any person.

"(8) 'Mail opening' means the inspection of the

contents of first-class mail before such mail is delivered

to the person to whom it is directed.

"(9) 'Surreptitious search and seizure' means

the unconsented search of any private dwelling, or any .7

other building or property in the United States, or

outside of the United States if such search is directed

at a United States person, in order to obtain any infor-

mation or material, the fact or purpose of which search

is concealed or attempted to be concealed.

'""(10) 'United States person' means --

"(A) a citizen of the United States, an

alien lawfully admitted for permanent residence

(as defined in section 101(a) (20) of the Immi-

gration and Nationality Act), an unincorporated

~association the majority of members of which are

citizens
admitted
which is
majority
citizens
admitted

which is

of the United States or aliens lawfully
for permanent residence, or a corporation
incorporated in the United States or a

of the stock of which is owned by

of the United States, aliens lawfully

for permanent residence, or a corporation

incorporated in the United States, but

not including corporations which are foreign powers.
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"(11) 'Attorney General' means the Attorney
General of the United States or in his absence the
Acting Attorney General.

""(12) 'Minimization procedures' means procedures
to minimize the acquisition of information or material
that is not foreign intelligence information or material,
to assure that information or material which is not
foreign intelligence information or material not be
maintained, and to assure that information or material

obtained not be used except as provided in section 2526.

e 2522, Authorization for certain investigative techniques

7
i
L]

tor foreign purposes.

"Applications for a courtorder under this chapter are
authorized if the President has, by written authorization,
empowered the Attorney Gencral to approve applications to
Federal judges having jurisdiction under section 2523 of
this chapter, and a judge to whom an application is made
may grant an order, in conformity with section 2525 of this
chapter, approving electornic surveillance, mail opening,
or surreptitious search and seizure targeted at a foreign
power or an agent of a foreign power for the purpose of

obtaining foreign intelligence information.

52523, Designation of judges authorized to grant orders
for certain investigative techniques.
""(a) The Chief Justice of the United States shall
publicly designate seven district court judges, each of
whom shall have jurisdiction to hear applications for and
grant orders approving electronic surveillance, mail opening,
or surreptitious search and seizure anywhere within the
United States under the procedures set forth in this chabnter.

except that no judege designated under this subsection shall
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have jurisdiction of an application under this chapter which
has been denied previously bv another judge designated under
this subsection. If any judge designated under this subsection
denies an application for an order authorizing electronic sur-
veillance, mail opening, or surreptitious search and seizure
under this chapter, such judge shall provide immediately for
the record a complete written statement of the reasons for

his decision and, on motion of the United States, direct

that the record be transmitted, under seal, to the special
court of appeals review established in subsection (b). 1In

the event of an appeal in the denial of an application made
under this chapter, the judge denying the application shall
be, for the purposes of the appeal, a respondent in the action
with the right to assistance of counsel.

"(b) The Chief Justice shall publicly designate three
judges, one of whom shall be publicly designated as the
presiding judge, from the United States district courts or
courts of appeals who together shall comprise a special court
of review appeals which shall have jurisdiction to review
the denial of any applciation made under this chapter. I£
gueh-gpeeial-eourt-determines-that-the-appiieatien-was-preperiy
dented, On making its determination, the special court shall
immediately provide for the record a complete written state-
ment of the reasons for its decision and, on motion of the
United States or of the respondent District Court judge,
direct that the record be transmitted to the Supreme Court.
which shall have jurisdiction to review such decision

"(ec) All proceedings under this chapter shall be con-
ducted as expeditiously as possible. The record of proceedings
under this chapter, including applications made and orders

granted, shall be sealed by the presiding judge and shall be
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maintained under security measures established by the Chief
Justice in consultation with the Attornev General.

"(d) The special court of review shall promulgate orders

establishing the procedure for selecting to which judge

desipgnated under section 2523(a) each successive application

under this chapter shall be submitted.

"(e) The Chief Justice shall designate judges under this

chapter from among judges nominated by the Judicial Conference

of the United States. Each judge designated shall so serve for

a maximum of seven years and shall not be eligible for re-

designation, provided that the judges first designated under

subsection (a) shall be designated for terms of from one to

seven years so that one term expires each year, and that judges

first designated under subsection (b) shall be designated for

terms of three, five, and seven years.

""§2524. Application for an order.

""(a) Each application for an order approving electronic
surveillance, mail opening, or surreptitious search and seizure
under this chapter shall be made by a Federal officer in writing
upon oath or affirmation to a judge having jurisdiction under
section 2523 of this chapter. Each application shall require
the approval of the Attorney General based which may be granted
only upon his finding that it satisfies the criteria and the
requirements of such application as set forth in this chapter.
It shall include the following information:

"(1) the identity of the Federal officer making
the application;
"(2) the authority conferred on the applicant

by the President of the United States and the approval

of the Attorney General to make the application;

"(3) the identity or a characterization of the

person or entity who is the target of the electronic

F2
i
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surveillance, mail opening, or surreptitious search
and seizure;

"(4) a description of the facilities or place
where the mail opening is to be conducted, or at which
the electronic surveillance or surreptitious search
and seizure is directed;

"(5) a statement of the facts and circumstances
relied upon by the applicant to justify his belief
that --

"(A) the target of the electronic sur-
veillance, mail opening, or surreptitious search

and seizure is a foreign power or an agent of a

foreign power and

"(B) in the case of electronic surveillance
or surreptitious search and seizure, the facilities
or the place at which the electronic surveillance
or surreptitious search and seizure is directed

are being used, or are about to be used, by a

foreign power or an agent of a foreign power;

"(6) a statement of the minimization procedures

to be applied te-minimize-the-aequisitien;-retentien,
and-disseminatien;-and-te-require-the-expunging;-of
infermation-relating-te-permanent-resident-atiens-er
eitizens-ef-the-United-Btates-that-is-net-foreign
intellipgenee-infermation;-doees-net-retate-to-the-abiiity
ef-the-United-Btates-
“{A)-to-preteet-itself-against-aetual-ox
petential-attaek-er-ether-grave-hestile-aets-of
a-fereign-poever-er-an-agent-ef-a-foreign-poevers;
Y(B)-te-previde-for-the-national-defense-

er-the-seeurity-ef-the-Natieny
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Y{E€)--to-previde-for-the-eonduet-of-the
Foreipgn-affairy-of-the-United-States;
“{b)--te-proteet-against-the-terrorise
Aetivities-ef-a-fereign-pewer-er-an-agent-of-a
fereipgn-pewver;
“{E)--te-proteet-itself-againgt-the-etan-
degtipne-intellipenee-aetivities-ef-an-intellipgenee
gerviee-or-netwerk-ef-a-fereign-pever-or-an-agent
ef-a-fereign-pewver,
except, that appropriate steps shall be taken
to insure that information or material maintained solely

because it is foreign intelligence information

or material as defined in section 2521 (6) (B) (ii)

infeormation-¥retained-selely-beeause-it-whieh

relates-te;-and-beeause-ef-its-impertanee-is

deemed-essential-to-the-eonduet-of-foreign

affai¥rs shall not be maintained in such a manner

as to permit the retrieval of such information

or material by reference to a United States

person who is a party to a communication inter-

cepted as provided in this chapter, or identified

through mail opening or surreptitious search and

seizure conducted pursuant to this chapter.

“{6)--if-the-target-of-the-eleetronie-surveillanee
ig-a-fereign-pever-whieh-gualifies-as-sueh-selely-on-the
basis-that-it-is-an-entity-eontrelled-and-direeted-by
a-fereign-geverAment-e¥-goveraments;-and-untess-there-is
prebable-eause-te-believe-that-a-substantial-number-ef-the
offieers-or-exeedutive-of-sueh-entity-are-officers-o¥
empleyees-ef-a-fereign-gevernment;-or-agents-of-a-foreign
pewer-as-defined-in-seetion-2521{23{B);-{€)--£{DY--0¥r-{E),

a-statement-of-the-preoeedures-te-prevent-the-aequisition,
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retentiens;-and-dissemination-and-te-require-the-expunging
of-eowmunieatioens-ef-permanent-resident-atiens-and
eitigens-ef-the-United-B8tates-whe-are-net-effieers-or
exeentives-af-sueh-entity-regpensible-for-these-areas
ef-its-Aetivities-whieh-invelve-foreign-intelligenee
infermatiens

"(7) a factual description of the nature of the
information or material sought, which in the case of
surreptitious search and seizure shall particularly
describe the information or material to be seized.

"(8) a certification or certifications by €he
Assigtant-te-the-President-for-Natienal-Seceurity-Affairs
8¥ an executive branch official or officials designated

by the President who is the incumbent or in his absence

the acting incumbent of one of the following offices:

Secretary of State, Secretary of Treasury, Secretary of

Defense, Assistant Secretary of Defense (Intelligence),

Director of the Arms Control and Disarmament Agency,

Director of the Energy Research and Development Agency,

Assistant to the President for National Security Affairs,

Director of Central Intelligence, Director of the Federal

Bureau of Investigation, Director of the National Security

Agency --

'""(A) that the information or material sought
is foreign intelligence information or material;

"(B) that the purpose of the surveillance,
mail opening, or surreptitious search and seizure
is to obtain foreign intelligence information or
material;

"(C) that such information or material

cannot feasibly be obtained by normal investigative

techniques;
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"(D) that such information or material
is likely to be obtained by the technique for
which approval is sought;

"(E) including a designation of the type
of foreign intelligence information or material
being sought according to the categories described
section 2521(b)(6); and

"(F) including a statement of the basis
for the certification that --

"(i) the information or material
sought is the type of foreign intelligence
information or material designated, and

"(ii)such information or material
cannot feasibly be obtained by normal
investigative techniques; and |

"(iii) such information or material
is likely to be obtained by the technique
for which approval is sought ;

"(9) a statement of the means by which the sur-
veillance, mail opening, or surreptitious entry will
be effected;

"(10) a statement of the facts concerning all pre-
vious applications that have been made to any judge under
this chapter involving any of the persons, facilities,
or places specified in the application, and the action
taken on each previous application; and

"(11l) in the case of electronic surveillance or
mail opening, a statement of the period of time for
which the electronic surveillance or mail opening is
required to be maintained. If the nature of the intel-
ligence gathering is such that the approval of the use
of electronic surveillance or mail opening under this

chapter should not automatically terminate when the
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described type of information has first been obtained,

a description of facts supporting the belief that addi-

tional information of the same type will be obtained

thereafter.

"(b) The Attorney General may require any other affi-
davit or certification from any other officer in connection
with the application.

"(¢) The judge may require the applicant to furnish such
other information or evidence as may be necessary to make the

determination required by section 2525 of this chapter.

"§2525. Issuance of an order. , -
"(a) Upon an application made pursuant to section 2524
of this title, the judge shall enter an ex parte order as
requested or as modified approving the electronic surveil-
lance, mail opening or surreptitious search and seizure if
he finds that --
"(l) the President has authorized the Attorney
General to approve applications for electronic surveil-
lance, mail opening, or surreptitious search and seizure
for the purpose of obtaining foreign intelligence
information or material;
"(2) the application has been made by a Federal
officer and approved by the Attorney General;
"(3) on the basis of the facts submitted by the
applicant there is probably cause to believe that:
"(A) the target of the electronic surveil-
lance, mail opening or surreptitious search and
seizure is a foreign power or an agent of a
foreign power; and
"(B) 1in the case of electronic surveillance

or surreptitious search and seizure the facilities
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or place at which the electronic surveillance
or surreptitious search and seizure is directed
are being used, or are about to be used, by a
foreign power or an agent of a foreign power;
"(4) minimization procedures to be followed are

reasonably designed to accomplish their purpose; minimige

the-aequisitien;-retention;-and-dissemination;-and-te
regquire-the-expunging;-ef-infermatien-relating-te
permanent-resident-aliens-or-eitigens-ef-the-Unitted
States-that-is-net-fereign-intetiipenee-informatien,
does-nak-relate-te-the-ability-of-the-United-States+
Y{A)--te-proteet-itself-against-actuat-or
petential-atcaek-er-ether-grave-hestile-aets-of
a-foreign-pewer-er-aAn-agent-of-a-fereign-pewers
Y{B)--te-previde-for-the-natienat-defense
or-the-seeurity-of-the-Nations
Y{€)--te-provide-for-the-eenduet-of-the-for-
eipn-affairs-ef-the-United-States,
Y{P)--te-preteet-apgainst-the-terrerist-aeti-
vities-ef-a-fereign-pever-or-an-agent-ef-a-foreign
pewers
“{E)--te-preteet-itsetf-against-the-sabetage
aetivities-of-a-foereign-pever-er-an-agent-ef-a
fereign-poewers;-o¥
Y{F)--te-preteet-itsetf-against-the-elan-
destine-intelligenee-aetivities-ef-an-intetligenee
serviee-eor-network-ef-a-fereign-pewer-er-an-agent
ef-a-fereign-poewvers
except, that appropriate steps shall be taken to insure
that information maintained solely because it is foreign

intelligence information or material as defined in

section 2521 (6)(B)(ii) infermatien-retained-whieh
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selely-beeause-it-relates-selely-to;-and-beeause-ef-its

importanee-is-deemed-esgentinl-to-the-conduet-of-foreign

affaira, shall not be maintained in such a manner as to

permit the retrieval of such information or material by

reference to a United States person who is a party to

a communication intercepted as provided in this chapter

or identified through mail opening as surreptitious search

and seizure conducted pursuant to this chapter;
Y€£53--if-the-target-of-the-eleetronie-surveillanece

is-a-foreign-pewer-which-quatifies-as-sueh-seleiy-on

the-basis-that-i1t-is-an-entity-controllied-and-directed

)
i

by-a-foereign-government-or-governments;-and-unless-there °*
is-probabie-cause-to-believe-that-a-substantial-number ;
of-the-officers-or-exceutives-of-such-entity-are-effieers
or-employees-of-a-foereign-government;-er-agents-oef-a
foreign-power-as-defined-in-seetion-2521{2)<{B)5-€{€)5-{P)5
er-{E);-precedures-to-be-followed-are-reasonably-designed
to-prevent-the-aequisition--retention;-and-disseminations
and-te-prevent-the-aequisitiens-retention;-and-dissemina-
tien;-and-teo-require-the-expunging-of-eeommunications-ef-
permanent-resident-altiens-and-eitizens-of-the-tUnited
States-whe-are-net-efficers-or-exeeutives 3f-such-entity-
respensibie-for-these-areas-of-its-aetivities-whieh
invelve-foreign-inteliigenee-informations-

"(5) the application which has been filed contains
the description and certification or certifications,
specified in section 2524(a) (7) and (8), and there is

probable cause ne-eempelling-reasen to believe that

such certification or certifications are correct.

"(b) An order approving an electronic surveillance

under this section shall --

"(1) specify --
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"(A) the identity or a characterization
of the person or entity who is the subjeet target
of the electronic surveillance;

"(B) the nature and location of the facil-
ities or the place at which the mail opening will
be conducted or at which the electronic surveil-
lance or surreptitious search and seizure will be
directed;

"(C) the nature of information or material
sought to be acquired including a particular
description of the information or material to be
seized through surreptitious search and seizure;

"(D) the means by which the electronic
surveillance, mail opening, or surreptitious
search and seizure will be effected; arnd

"(E) the period of time during which the
electronic surveillance or mail opening is approved
or the period of time in which the surreptitious
search and seizure is to be carried out; and
"(2) direct --

"(A) that the minimization procedures be
followed;

"(B) that, upon the request of the applicant,
the Postal Service of the United States, a specified
communication or other common carrier, a landlord,
custodian, contractor, or other specified person
may furnish the applicant forthwith any and all
information, facilities, or technical assistance,
necessary to accomplish the electronic surveillance,
mail opening, or surreptitious search and seizure,
and-that-sueh-informatiens-faeilitiess-er-teehnieal

assistance-furnished-must-be -provided in such manner
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as will protect its secrecy and produce a
minimum of interference with the services that
such service carrier, landlord, custodian, con-
tractor, or other such person is providing that
target of electronic surveillance, mail opening,
or surreptitious search and seizure, provided

that a landlord, custodian, contractor or other

specified person may decline to cooperate in

the electronic surveillance, mail opening, or

surreptitious search and seizure and shall be

notified of the right to so decline; and

"(C) that the applicant compensate, at the
prevailing rates, such carrier, landlord,
custodian, or other person for furnishing such
aid.

"(c¢) An order issued under this section may approve
and electronic surveillance or mail opening for the period
necessary to achieve its purpose, or for ninety days, which-
ever is less. Lxtensions of an order for electronic surveil-
lance or mail opening issued under this chapter may be granted
upon an application for an extension made in the same manner
as required for an original application and after new findings
required by subsection (a) of this section. In connection
with the new finding of probable cause, the judge may require
the applicatnt to submit information obtained pursuant to
the original order or to any previous extensions, or any other
information or evidence as he finds necessary to make such
new findings. Each extension may be for the period necessary
to achieve the purposes for which it is granted, or for

ninety days, whichever is less.
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"(d) An order authorizing a surreptitious search‘and
seizure issued under this section shall specify a period of
time, not to exceed ten days, which such search and seizure
is to be carried out.

"(e) Nothwithstanding any other provision of this
chapter when the Attorney General reasonably determines
that --

"(1) an emergency situation exists with respect
to the employment of electronic surveillance, mail
opening, or surreptitious search and seizure to obtain
foreign intelligence information or material before
an order authorizing such technique can with due
diligence be obtained, and

"(2) the factual basis for issuance of an order
under this chapter to approve such technique exists,
he may authorize the cmergency employment of such
technique if a judge designated pursuant to section 2523
of this title is informed by the Attorney General or
his designate at the time of such authorization that the
decision has been made to employ the technique under
emergency circumstances and if an application in accor-
dance with this chapter is made to that judge as soon
as practicable, but not more than twenty-four hours
after the Attorney General authorizes the employment
of such technique. If the Attorney General authorizes
such emergency employment of eleétronic surveillance,
mail opening, or surreptitious search and seizure, he
shall require that the minimization procedures required
by this chapter for the issuance of a judicial order
be followed. 1In the absence of a judicial order
approving such technique, the surveillance, mail opening,
or authority to conduct a surreptitious search and

seizure shall terminate when the information sought is
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obtained, when the application for the order is denied,
or after the expiration of twenty-four hours from the
time of authorization by the Attorney General, which-
ever is earliest. In the event that such application
for approval is denied, or in any other case where the
electronic surveillance or mail opening is terminated
or the surreptitious search and seizure is carried out
without an order having been issued, no information
obtained or evidence derived from such surveillance,
mail opening,or surreptitious search and seizure shall
be received in evidence or otherwise disclosed in any
tiral, hearing or other proceeding in or before any
court, grand jury, department, office, agency, regulatory |,
body, legislative committee or other authority of the
United States, a State, or a political subdivision
thereof, As provided in section 2523, a denial of the
application may be appealed by the Attorney General,

and an approval of the application by the Special Court

of Appeals established in section 2524 may be appealed

by the respondent District Court judge.

"(f) A judge denying an order under this section or

a panel affirming or overruling such denial under section

2523 (b) shall state the reasons therefor.

""§2526 Use of information.

""(a) Information or material acduired from an electronic
surveillance conducted pursuant to this chapter may be used and
disclosed by Federal officers and employees only for the

enforcement of the criminal law or for purposes relating to

the ability of the United States:
"(1) to protect itself against actual or poten-
tial attack or other grave hostile acts of a foreign

power or agent of a foreign power;
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"(2) to provile fcr the
security of the Nation;

"(3) to provide for the
affairs of the United States;

"(4) to protect against
of a foreign power or agent of

"(5) to protect itself
activities of a foreign power
power; or

"(6) to protect itself
intelligence activities of an

network of a foreign power or

No information or material acquired

national defense or the

conduct of the foreign

the terrorist activities
a foreign power;
against the sabotage

or agent of a foreign

against the clandestine
intelligence service or
agent of a foreign power.

from an electronic surveil-

lance conducted pursuant to, or in violation of this chapter,

may be disclosed to anyone except to a Federal or state officer

or an officer of a foreign government for the purposes specified

in this subsection, or to such persons as are necessary, in-

cluding a potential victim, to prevent a crime of violance,

or to a Committee of the Congress for purposes of congressional

oversight, or to a court for purposes of judicial proceedings.

No otherwise privileged communication obtained in accordance

with or in violation of, the provisions of this chapter shall

lose its privileged character.

"(b) The minimization procedures required under this

chapter shall not preclude the retention and disclosure, for

law enforcement purposes, of any
constitutes evidence of a crime
panied by a statement that such

derived therefrom, may only be

information or material which
if such disclosure is accom-
evidence, or any information

used in a criminal proceeding

with the advance authorization of the Attorney General.

"(c) No information or material obtained or derived

from an electronic surveillance, mail opening, or surreptitious
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search and seizure shall be received in evidence or otherwise
used or disclosed in any trial, hearing, or other proceeding

in a Federal or State court unless, prior to the trail, hearing,
or other proceeding or at a reasonable time prior to an effort
to disclose the information or material or submit it in evidence
in the trial, hearing, or other proceeding, the government
notifies the court of the source of the information or material
and the court, in-eamera-and-exparte, determines that the
surveillance, mail opeing, or surreptitious search and seizu:e
was authorized and conducted in a manner that did not violate
any right afforded by the Constitution and statutes of the
United States to the person against whom the evidence is to N
be introduced. In making such a determination, the court,

after reviewing a copy of the court order and accompanying
application in camera, shall order disclosed to the person
against whom the evidence if to be introduced the order and
application, or portions thereof, if it finds that there is a
reasonable question as to the legality of the surveillance and
that such disclosure would promote a more accurate determination
of such legality or that such disclosure would not harm the
national security.

"(d) Any person who has been a subject of electronic
surveillance, mail opening, or surreptitious search and seizure
and against whom evidence derived from such electronic surveil-
lance. mail opening. or surreptitious search and seizure is to
be. or has been, introduced or otherwise used or disclosed in
any trial, hearing, or proceeding in or before any court,
department officer, agency, regulatory body, or other authority
of the United States, a State, or a political subdivision
thereof, may move to suppress any information or material
acquired by such technique, or evidence derived therefrom,

on the grounds that --
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"(l) the information or material was lawfully
intercepted or seized;
"(2) the order of authorization or approval
under which it was intercepted or seized is sufficient
on its face; or
"(3) the interception or seizure was not in
conformity with the order of authorization or approval.
Such motion shall be made before the trail, hearing, or pro-
ceeding unless there was no opportunity to make such motion
or the person was not aware of the grounds of the motion. If
the motion is granted, the information or material acquired -
by such technique or evidence derived fherefrom shall be
suppressed. The judge, upon the filing of such motion may
in his discretion make available to the person or his counsel
for inspection such portions of the information or material
or evidence derived therefrom as the judge determines to be
in the interests of justice.

"(e) If an emergency employment of electronic sur-
veillance, mail opening, or surreptitious search and seizure
is authorized under section 2525(d) and a subsequent order
approving the employment of such technique is not obtained,
the judge shall cause to be served on any United States person
named in the application and on such other United States person
subject to such technique as the judge may determine in his
discretion it is in the interest of justice to service, notice
of --

"(1l) the fact of the application;

"(2) the period of the surveillance or mail
opening or the date of the surreptitious search and
seizure;

"(3) the fact that during the period or on that

date foreign intelligence information or material was
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or was not obtained. On an ex parte showing of good
cause to the judge the serving of the notice required
by this subsection may be postponed or suspended for
a period not to exceed ninety days. Thereafter, on
a further ex parte showing of good cause, the court
shall forego ordering the serving of the notice re-

quired under this subsection.

"§2527 Report of certain investigative techniques.

"(a) 1In April of each year, the Attorney General shall
report to the Adminstrative Office of the United States Courts
and shall transmit to the Congress with respect to the precedingf
calendar year --

"(l) the number of applications made for orders
and extensions of orders approving electronic surveil-
lance, mail opening, and surreptitious search and
seizure and the number of such orders and extensions
granted, modified, and denied;

"(2) the periods of time for which applications
granted authorized electronic surveillances and mail
openings and the actual duration of such electronic
surveillances and mail openings;

""(3) the number of such surveillances and mail
openings in place at any time during the preceding
year; and

"(4) the number of such surveillances and mail
openings terminated during the preceding year.

"(b) Within seventy-two hours of the initiation of
any electronic surveillance, mail opening, or surreptitious
search and seizure, the target of which is an agent of a
foreign power as defined in section 2521(b) (2) (D) of Chapter 120,
the Attorney General shall, unde¥r-a-written-injunetion-ef

seereey-if-neeessary; report to the Select Committee on
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Intelligence of the United States Senate and-the-Cemmittee
en-the-Judieiary-ef-the-Senate-and-the-House-ef-Representa-
tives, and such committeee or commiteess of the House of
Representatives as the Speaker of such House of Representatives
shall designate, or to such representatives as are designated
by such committees, the facts and circumstances requiring

such electronic surveillance, mail opening, or surreptitious

search and seizure.

"(c) The Select Committee on Intelligence of the United

States Senate is authorized to obtain such additional infor-

mation as it may need to carry out its duties pursuant to

Senate Resolution 400, 94th Congress, agreed to May 19, 1976,

as such resoltution may be extended as amended.

'"(d) Any agency authorized to conduct signals intelli-
gence on behalf of the United States Government shall report
to the Select Committee on Intelligence of the United States
Senate every ninety days of the number of instances of
dissemination during such period of information which iden-
tifies a person which is not a foreign power derived from the
acquistion of communications by electronic, mechanical, or
other surveillance device not falling within the definition

of electronic surveillance.

"§2528 Common carriers.

"No agency of the United States may request, directly
or indirectly, any communication from any commerical carrier;
if such communication would not be directly available to
such agency except through electronic surveillance, unless
such agency is authorized by a court order granted pursuant
to this chapter or chapter 119 to obtain such communication

or otherwise authorized by the Communications Act of 1934,
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SEC. 3. The provisions of this Act and the amend-
ment made hereby shall become effective upon enactment:
Provided, That, any electronic surveillance approved by
the Attorney General to gather foreign intelligence infor-
mation shall not be deemed unlawful for failure to follow
the procedures of chapter 120, title 18, United States Code,
if that surveillance is terminated or an order approving
that surveillance is obtained under this chapter within
sixty days following the designation of the first judge

pursuant to section 2523 of chapter 120, title 18, United

States Code.

SEC. 4. Chapter 119 of title 18, United States
Code, is amended as follows:
(a) Section 2511(1l) is amended --

(1) by inserting '"or chapter 120 or as
otherwise authorized by a search warrant or order
of a court of competent jurisdiction," immediately
after "chapter" in the first sentence;

(2) by inserting a comma and "or, under
color of law, willfully engages in any other form
of electronic surveillance as defined in
chapter 120" immediately before the semicolon

in paragraph (a).
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(3) by inserting “or information oltained under
color of law by any other form of electronie surveil-
lance as defined in chapter 1207 immediately after
L33 & 2 [ - - . .

contents of any wire or oral communication’ in para-
graph (¢);

(1) by inserting “or any other form of electronic
surveillunce, as defined in chapter 120, tmmediately

B Gl b
before “in violation™ in parazraph (¢) ;

(5) by inserting “or tnformation obtained under
color of lme by any other form of electronic surveil-
lance as defined in chapter 1207 immediately after
(13 - 'l- . . . s -
any wire or oral communication” i pumgmph (tl};
and

(6) by inserting “or any other form of electronic
surveillance, as defined in el v J20.7 i 1
suree ce, as defined in chapter 120,” immediately

before “in violation™ in paragrapl (d).

i i

“Cb) (1) Section 2511(2) (a)(i) is amended by insert-
ing the words ‘or radio communication’ after the words ‘wire
communication’ and by insciting the words ‘or otherwise
acquire” after the word “intercept.

“(2) Section 2511(2)(a)(ii) is.amended by inserting
the words ‘or chapter 120 ufter the second appearance of
the word ‘chapter,” and by striliing the period at the end
thereof and adding the following: ‘or engage in electronic
surveillance, as defined in chapter 120: Provided, however,

That before the information, [ucilities, or technical assist-



ance may be provided, the investigative or law enforcement
officer shall [urnish to the oflicer, employee, or agency of
the carrier either—

“(1) an order signed by the authorizing judge cer-
tifytng that a cowrt order directing such assistance has
been issued, or

“(2) in the case of an emergency surveillance as
provided for in section 2518(7) of this chapter or sec-
tion 2525(d) of chapter 120, or a surveillance con-
ducted under the provisions of section 2528 of chapter
120, « sworn statement by the investigative or law
enforcement officer certifying that the applicable stat-
ntory requirements have been met,

and setting forth the period of time for which the sur-
veillance is authorized and describing the [acilities from
which the communication is to be intercepted. Any vio-
lation of this subsection by a communication common car-
rier or an offlicer, employee, or ageney thereof, shall render
the carrier liable [or the civil damages provided f[or in
section 2520 7,

“(c)(1) Section 2511(2)(b) is amended by inserting
the words ‘or otherwise engage in clectronte surveillance, as
defined in chapter 120, after the word ‘radio.

“(2) Section 2511(2)(c) is amended by inserting the
words ‘or engage in electronic surveillance, as defined in
chapter 120, after the words ‘oral communication’ and
by inserting the words ‘or such surveillance’ after the last
word in the paragraph and before the period.

“(3) Secetion 2511(6) is amended by adding at the end

of the section the [ollowing provision:

““(e) It shall not be unlaeful under this chapter
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or chapter 120, or section 605 of the Commissions et
of 1931 [or an oflicer, employee, or agent of the United
States in the normal counrse of his official duwty. to con-
duct electronie surveillunce as defined in section 2521
(L)(2) of chapter 120, for the sole purpose of deter-
mining the capability of cquipment used to obtain
foreten intelligence or the existenee or capability of
equipment used by a [oreign power or its agents: Pro-
vided, (1) That the test period shall be limited in
extent and duration to that necessary to determine
the capability of the equipment. and (2) that the con-
tent of any communication aequired wnder this section
shall be retained and used only for the purpose of deter-
mining the extstence or capebility of such equipment,
shall be disclosed only to the officers conducting the test,
and shall be destroyed wupon completion of the h'sffugl;
and (3) that the test may exceed ninety days only with
the prior approval of the Attorney General ™

() Section 2511(7) is ."r','n'r;fr'h'}.

(19 ¥ L ) -~ 4 2 -
(e) Section 2515 is amended by nserting the words

‘or clectronic surveillance as defined in chapter 120, has

been made’ after the word ‘intercepted’ and by inserting the

. , : . .
words ‘or other information obtained from electronic sur-
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veillance, as defined in chapter 1207 after the second ap-
pearance of the word ‘communication”.”

([) Section 250801 is amended by inserting the words
“wnder this chapter™ after the word “communicalion .

() Seetion 2518 i) is amended by inserting the words
“wider this chaptey™ after both appearances af the arords
“oeive or oral conmunicalion”.

(h) Section 2518(9) is amended by streiking the H'Hf:n‘{
Sintereepted” and dnserting the words “I..'.?.h'f'r‘('}h"r‘”' prsint
lo this chapter™ after the word “comnnenicalion” .

(i) Seclion D51S8(10) is amended by steilcing the word
“otercepled”™ and inserting the words “iuleveepled: purswanl
to this chapter™ aftey e fiest appearance of the word
“eommunication”.

(i) Seetion 2319(3) is e neled Ty inserting the words
“pursiant lo this chapter™ after the words “wire or aral
conmmunicalions. and after (e eords ".fl_u-rmh'rf or denied”.

“(1:) Section 2520 is amended by deleting all before
Hlf’)h’t'f"ffﬂﬂl (2) and inserting in licu thereof: ‘any person
other than an agent of « foreign power as defined in section
2520(0)(2)(A) of chapter 120. who !_:rrs been subject to
electronic surveillunce, as defined tn chapter 120, or whose
wire or oral communication has been intercepted, or about

whom information has been disclosed or used, in violation

of this chapter, shall (1) have a civil cause of action against’

any person wwho so acted in violation of this chapter and’.”
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SEC. 5. Section 2236 of title 18, United States

Code i1is amended to read as follows:

"§2236. Searches without warrant.

"(a) Whoever, being an officer, agent, or
employee, of the United States or any department or
agency thereof willfully --

"(1l) searches any private dwelling or any
other building or property, without a warrant
issued pursuant to the Federal Rules of Criminal
Procedure or chapter 120 of title 18; or

"(2) opens any foreign or domestic mail
not directed to him without a warrant authorizing
such opening issued pursuant to the Federal Rules
of Criminal Procedure, or chapter 120 of title 18,
or without the consent of the sender or addressee
of such mail shall be fined not more than $10,000
or imprisoned not more than five years, or both.
"(b) This section shall not apply to any person --

"(1) serving a warrant of arrest;

"(2) arresting or attempting to arrest a
person comnitting or attempting to commit an
offense in his presence, or who has committed or
is suspected on reasonable grounds of having
committed a felony;

'""(3) making a search at the request or
invitation or with the consent of the occupant
of the premises;

""(4) making a search or opening mail
under emergency circumstances pursuant to
section 2525(e) of title 18; or

"(5) serving as a customs: officer in-

specting mail from outside of the United States.
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SEC. 6. On or before March 1979, and on the
first day of March of each year thereafter, the Select
Committee on Tntelligence of the United States Senate shall
report to the Senate concerning the implementation of this
chapter. Said reports shall include but not be limited to
an analysis and recommendations concerning whether this
chapter should be (1) amended, (2) repealed, or (3) per-

mitted to continue in effect without amendment.
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