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To amend title 18, United State s Code, to authorize applications 

for a court orde r approvin g tile u se of certain investigative 

techniques to obtain forei gn intelligence information. 

Be it enacted b!l th e :;c;/ aic' tii'ul11ulI se of Uepre~entalivcs of lh, ' Ullit.(:(/ Sl(lil'.'J of 

l iJJl cl'icn ill CO/l ,r/I'('s . .., ([,,,,sCII/{)I, el, That this Act may be cited as the 

"Foreign Intelligence Investiga tions Act of 1977." 

SEC. 2 . Title 18, United States Code, is amended by adding 

3 new chapter after 119 as follows: 

"CHAPTER 120. \.JARRANT PROCEDURES IN FOREIGN INTELLIGENCE 

INVESTIGATIONS . 

"Sec. 
" 2521. 
"2522. 

"2523. 

"2524. 
"25 25. 
"2526. 
"2527. 
"2528. 

Definitions. 
Authorizations for certain investigative techniques 
for for eign intelligence purposes. 
Designation of judges authorized to grant orders for 
certain investigative techniques. 
Application for an order. 
Issuance of an order. 
Use of information. 
Report of certain investigative techniques. 
Common carriers." 
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"§2521. De finitions 

"(a) Except as otherwise provided in this section 

the d e finitions of section 2510 of this title shall apply 

to this chapter . . 

"(b) As used in this chapter --

"(1) 'Foreign power' means --

"(A) f . a orelgn government or any component 

thereof, whether or not recognized by the United 

States; 

"(B) a faction of a forei gn nation or 

nations, not substantially composed of United 

States persons; 

"(e) an entity, which is directed and 

controlled by a foreign government or govern-

ments which is engaged in terrorist, sabotage, 

or clnndestine intellig ence activities or which 

is not substantially composed of United States 

persons; 

"(D) a forei gn-based terrorist group not 

substantially composed of United States persons; 

or 

"(E) a foreign-based political organization, 

not substantially composed of United States persons. 

"(2) 'Agent of a foreign power' means --

"(A) a person who is not a United States 

person and who is an officer or employee of a 

foreign power; 

"(B) h a person w 0 --

"(1) pursuant to the direction of 

foreign power, knowingly engages iR-e~ 

terrorist activities for or on behalf of 

a foreign power, 
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" ( , , ) ~ 1. knowingly conspires with, 

aids, or a bets such a person, engaged in 

terrorist activities for or on behalf of 

a foreign power; 

"(C) a person who 

"(i) pursuant to the direction of a 

foreign power, knowingly engages in, e~ 

kRewiRgly-aets-iR-ftl~tfte~afiee-ef sabotage 

activities for or on behalf of a foreign 

power, or 

"(ii) knowingly conspires with, aids, 

is engaged in such sabotage activities for 

or on behalf of a foreign power; 

"(D) a person who --

"(i) pursuant to the direction of a 

foreign power, knowing ly engages in clandes-

tine intelligence activities for or on behalf 

of a foreign power, which activities involve 

or will soon involve a violation of the 

criminal statutes of the United States or 

will substantially harm the security of the 

United States, or 

"(li) knowingly conspires with, aids 

or abets such a person engaged in such clan-

destine intelligence activities for or on 

behalf of a foreign power. 

'Terrorist activities' means activities which 

"(A) are violent and dangerous to human 

"(B) , violate a Federal or State criminal 

statute, or if such activities have been or will 

i 
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be conducted outside the United States, would 

be criminal under the laws of the United States 

or any state if committed within its jurisdiction; 

and 

"(C) appear to be intended --

"(I) to intimidate or coerce the 

civilian population, or 

(ii) to influence the policy of a 

government by intimidation or coercion. 

"(L~) I Sabotage activities I means activities pro­

hibited by Title 18, United States Code, chapter 105. 

"(5) I Clandestine intelligence activities I means 

the collection or transmission of information related 

to national defense or foreign policy, the fact or 

purpose of which collection is concealed or attempted 

to be concealed. 

means 

"(6) IForeign intelligence information or material 

"(A) information or material which relates 

to, and is necessary to the ability of the United 

States to protect itself against, actual or poten­

tial attack or other grave hostile acts of a 

foreign power or an agent of a foreign power; 

"(B) information or material with respect 

to a foreign power or foreign territory, which 

relates to, and because of its importance is 

essential to --

II (i) the national defense or the 

security of the Nation, or 

II (ii) the conduct of the foreign 

affairs of the United States; 

i 
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"eC) information or material which relates 

to, and is necessary to the ability of the United 

States to protect against, the terrorist activities 

of a foreign power or an agent of a foreign power; 

"eD) information or material which relates 

to, and is necessary to the ability of the United 

States to protect against, the sabotage activities 

of a foreign power or an agent of a foreign power; 

or 

"(E) information or material which relates 

to, and is necessary to the ability of the United 

States to proteGt itself ag~inst, the clandestine 

intelligence activities of an intelligence service 

or network of a foreign power or an agent of a 

foreign power; 

II (7) 'Electronic surveillance' means --

ileA) the purposeful selection for monitoring, 

on the basis of name, or other personal data which 

identifies a United States person which would result 

in the acquisition by an electronic, mechanical or 

other surveillance device, of the contents of any 

con~unication made with a reasonable expectation 

of privacy to or from such United States person, 

without the consent of any party thereto; 

"(B) the acquisition by an electronic, 

i 

mechanical, or other surveillance device, of the 

contents of a wire communication to or from a 

person which is not a foreign power without the 

consent of any party thereto, where such acquisition 

occurs in the United States while the communication 
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i s be ing tra n smitted by wire; 

"CC) the acquisition, by an electronic, 

me chanical, or other surveillance device, of the 

c ontents of a radio communication, to or from a 

pe rson which i s not a f oreign power without the 

consent of any party thereto, made with a reasonable 

expectation of privacy, and where both the sender 

and all intended recipients are located within the 

United Sta tes; or 

" (D) the installation or use of electronic, 

mec h a nical or other surveillance device to be used 
i 

Dgainst a person which is not a foreign power in th~ 

United States or a gainst a United States person fori 

the purposeful acquisition of information other 

than from or related to a radio or wire communication 

unde r circumstances in which a person has a rea-

s onable e x pectation of privacy. 

"(E) nothing in this definition or chapter 

is intende d to aff e ct Section 605 and 606 of 

t itle 47 of the United States Code or to limit 

o r affect the signals intelligence activities 

of the United States Government involving the 

a cquisition of communications by electronic, 

mechanic a l or other surveillance device not 

falling within the term 'electronic surveillance~ 

a s defined in this Act provided that --

"(i) all such acquisition or acti-

vities are conducted for foreign intelligence 

purposes; and 

"(ii) an agency authorized to conduct 

such signals intelligence activities shall 

not disseminate information which is not 
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foreign i.ntelligence information derived 

from such activities or acquisition which 

identifie s a United States person without 

his consent unless the information pertains 

to a possible threat to the physical safety 

of any person. 

'Mail opening' means the inspection of the 

contents of first-class mail before such mail is delivered 

to the person to whom it is directed. 

"(9) 'Surreptitious search and seizure' means 

the unconsented search of any private dwelling , or any 

other building or property in the United States, or 

outside of the United States if such search is directed 

at a United States person, in order to obtain any infor­

mation or material, the fact or purpose of which search 

is concealed or attempted to be concealed. 

"(10) 'United States person' means --

"(A) a citizen of the United States, an 

alien lawfully admitted for permanent residence 

(as defined in section 101(a) (20) of the Immi­

gration and Nationality Act), an unincorporated 

association the majority of members of which are 

citizens of the United States or aliens lawfully 

admitted for permanent residence, or a corporation 

which is incorporated in the United States or a 

majority of the stock of which is owned by 

citizens of the United States, aliens lawfully 

admitted for permanent residence, or a corporation 

which is incorporated in the United States, but 

i 

not including corporations which are foreign powers. 
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., (11) 'Attorney . General' means the Attorney 

General of the United States or in his absence the 

Acting Attorney General. 

"(12) 'Minimization orocedures' means orocedures 

to minimize the acquisition of information or material 

that is not foreign intelligence information or material, 

to assure that information or material which is not 

foreign intelligence information or material not be 

maintained, and to assure that information or material 

obtained not be used except as provided in section 2526. 

"§2522. Authorization for certain investigative techniques 

f o r foreign purposes. 

"Applications for a court order under this chapter are 

authorized if the President has, by written authorization, 

empowered the Attorney Gen2ral to approve applications to 

Federal judges having jurisdiction under section 2523 of 

this chapter, and a judge to whom an application is made 

may grant an order, in conformity with section 2525 of this 

chapter, approving electornic surveillance, mail opening, 

or surreptitious search and seizure targeted at a fore~gn 

power or an agent 'of a foreign power for the purpose of 

obtaining foreign intelligence information. 

"§2523. Designation of judges authorized to grant orders 

for certain investigative techniques. 

"Ca) The Chief Justice of the United States shall 

publicly designate seven district court judges, each of 

whom shall have jurisdiction to hear applications for and 

grant orders approving electronic surveillance, mail opening. 

or surreptitious search and seizure anywhere within the 

United States under the procedures set forth in this chaoter. 

exceot \ that no iudge deSignated under this subsection shall 

( 
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have iurisdiction of an aoolication under this chaoter which 

has been de nied oreviouslv hv another judge designated under 

this subsection. If any judge designated under this subsection 

denies an application for an order authorizing electronic sur­

veillance, moil opening, or surreptitious search and seizure 

under this chapter, such judge shall provide immediately for 

the record a complete written statement of the reasons for 

his decision and, on motion of the United States, direct 

that the record be transmitted, under seal, to the special 

court of appeals review established in subsection Cb). In 

the event of an appeal in the denial of an application made 

under this ch apter, the judge denying the application shall 

be, for the purposes of the appeal, a respondent in the action 

with the right to assistance of counsel. 

"Cb) The Chief Justice shall publicly designate three 

judges, one of whom shall be puhlicly designated as the 

presiding judge, from the United States district courts or 

courts of appeals who together shall comprise a special court 

of review app e~ ls which shall h ave jurisdiction to review 

the denial of any applciation made under this chapter. If 

stleR-s~eeial-eetlrt-aetermiRes-tRat-tAe-a~~lieatieR-was-~re~erly 

aeRiea, On making its determination, the special court shall 

immediately provide for the record a complete written state­

ment of the reasons for its decision and, on motion of the 

United States or of the respondent District Court judge, 

direct that the record be transmitted to the Supreme Court. 

which shall have jurisdiction to review such decision 

"Cc) All proceedings under this chapter shall be con­

ducted as expeditiously as possible. The record of proceedings 

under this chapter, including applications made and orders 

granted, shall be sealed by the presiding judge and shall be 

{ 



-10-

maintained unde.r security measures established by the Chief 

Justice in consllltation with the Attornev General. 

"(d) The special court of revie\.J shal~romulgate orders 

establishing the procedure for selecting to which judge 

designated under section 2523(a) each successive application 

under this chapter shall be submitted. 

"(e) The Chief Justice shall designate judges under this 

chapter from among judges nominated by the Judicial Conference 

of the United States. Each judge designated shall so serve for 

a maximum of seven years and shall not be eligible for re­

designation, provided that the judges first designated under i 

subsection (a) shall be designated for terms of from one to 

seven years so that one term expires each year, and that judges 

first designated under subsection (b) shall b~ designated for 

terms of three, five, and seven years . 

"§ 2524. A~)p lica tion for an order. 

"(a) Each application for an order approving electronic 

surveillance, mail opening, or surreptitious search and seizure 

under this chapter shall be made by a Federal officer in writing 

upon oath or affirmation to a judg e having jurisdiction under 

section 2523 of this chapter. Each application shall require 

the approval of the Attorney General basea which may be granted 

only upon his finding that it satisfies the criteria and the 

requirements of such application as set forth in this chapter .. 

It shall include the following information: 

"(1) the identity of the Federal officer making 

the application; 

"(2) the authority conferred on the applicant 

by the President of the United States and the approval 

of the Attorney General to make the application; 

"(3) the identity or a characterization of the 

person or entity who is the target of the electronic 
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surveilldnce, mail op e ning, or surreptitious search 

.qnd seizure; 

" (I,) a descrip tion of the facil i ties or place 

where the mail opening is to be conducted, or at which 

the electronic surveillance or surreptitious search 

and seizure is directed; 

"(5) a statement of the facts and circumstances 

relied upon by the applicant to justify his belief 

that --

"(A) the targe t of the electronic sur­

veillance, mail opening, or surreptitious search 

and seizure is a foreign power or an agent of a 

foreign power and 

"(B) in the case of electronic surveillance 

or surreptitious search and seizure, the facilities 

or the place at which the electronic surveillance 

or surreptitious search and seizure is directed 

are being used, or are about to be used, by a 

foreign Dower or an agent of a foreign Dower; 

"(6) a statement of the minimization procedures 

to be applied te-miRiffii~e-tRe-ae~tiisitieR,-reteRtieR, 

aR~-~isseffiiRat~eR,-aR~-te-re~tiire-tRe-eKptiftgiRg,-ef 

iRferffiatieR-relatiRg-te-peFmaReRt-Fesi~eRt-alieRs-er 

eiti~eRs-ef-tRe-HRiteB-StateS-tRat-is-Ret-fereigR 

iRtelligeRee-iRfermatieR7-~ees-Ret-relate-te-tRe-ability 

ef-tfte-HRite~-States~ 

~~Aj-te-preteet-itself-agaiRst-aettial-er 

petefttial-attaek-er-etfteF-grave-hestile-aets-ef 

a-fereigR-pewer-eF-aft-ageRt-ef-a-fereigft-pewer~ 

~iB~-~e-previ~e-fer-tfte-ftatieftal-~efeftse­

er-tfte-seetirity-ef-tfte-NatieR; 

( 
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~{8~--~e-r~evicle-fe~-~he-eeRcltie~-ef-~he 

feFeigR-affaiFs-ef-~he-HRi~ed-State8; 

~{B1--~e-~FeEee~-agaiRsE-Ehe-~e~~e~is~ 

8etivities-ef-a-feFeigR-peweF-e~-aR-ageRt-ef-a 

feFeigR-peweF; 

~{Ej--te-rFeteet-itse±f-agaiR8t-the-e±aR­

destiRe-iRte±±i~eRee-aetivities-ef-aR-iR~el±igeRee 

seFviee-er-RetWe¥.k-ef-a-feFeigR-pewer-er-aR-ageRt 

ef-a-feFeigR-pewer; 

except, that appropriate steps shall be taken 

to insure that information or material maintained solely 

be cause it is forei gn intelligence information 

or material as defined in section 2521(6)(B)(ii) 

iRfeFmatieR-FetaiRea-selely-eeeatise-it-wRieR 

Felates-te,-aRa-HeeaBse-ef-its-impeFtaRee-is 

cleemea-esseRtial-te-tRe-eeRaBet-ef-fereigR 

affaiFs shall not be maintained in such a manner 

as to permit the retrieval of such information 

or material by reference to a United States· 

person who is a party to a communication inter­

c e pted as provided in this chapter, or identified 

through mail opening or surreptitious search and 

seizure conducted pursuant to this chapter. 

~~8t--if-tRe-target-ef-tRe-e±eetreRie-stirvei±±aRee 

is-a-fereigR-pewer-WRieR-~Ha±ifie6-as-6HeR-6e±e±y-eR-tRe 

easiS-tRat-it-is-aR-eRtity-eeRtre±±ea-aRa-aireetea-ey 

a-fereigR-geverRmeRt-er-geverRmeRtS,-aRa-HR±eSS-tReFe-is 

preeae±e-eaH8e-te-ee±ieve-tRat-a-sHe6taRtial-RHmee~-9f-tRe 

effieers-er-eKeeHtive-ef-stieR-eRtity-are-effieer8-9~ 

emp±eyees-ef-a-fereigR-geverRmeRt,-er-ageRt8-ef-a-fe~eigR 

pewer-as-aefiRea-iR-seetieR-2§21{2j{Bj,-{bj,-{Bj,-er-{Ej. 

a-6tatemeRt-ef-tRe-preeeaHre6-te-preveRt-tRe-ae~Hisiti9R, 

( 



" 

-13-

~e~eREieR7-aRd-~i88emiRa~ieR-aRd-Ee-~e~Hi~e-Ehe-eKpHRgiRg 

et-eemm~RieatieR8-ef-pe~maReRE-Fe8i~eRe-a±ieR8-aRa 

eiti~eRs-ef-the-BRiteR-State8-whe-a~e-Ree-ettieeF8-e~ 

eKe eHt=-ives-ef - SHe h- eRti Ey';"Fes~eR8 ih±e- teF- ehese- aFeas 

et-it~-Reeivities-whieh-iRvelve-fe~eigR-iReelligeRee 

iRte~matieR7 

"(7) a factual description of the nature of the 

information or material sought, which in the case of 

surreptitious search and seizure shall particularly 

describe the information or material to be seized. 

"(8) a certification or certifications by ehe 

AssistaRt-te-the-PFesi~eRe-teF-Na~ieRal-SeetlFity-AttaiFS 

eF an executive branch official or officials designated 

by the President who is the incumbent or in his absence 

the acting incumbent of one of the following offices: 

Secretary of State, Secretary of Treasury, Secretary of 

De~ense, Assistant Secretary of Defense (Intelligence), 

Director of the Arms Control and Disarmament Agency, 

Director of the Energy Research and Development Agency, 

Assistant to the President for Nationa! Security Affairs, 

Director of Central Intelligence, Director of the Federal 

Bureau of Investigation, Director of the National Security 

Agency 

"(A) that the information or material sought 

is foreign intelligence information or material; 

"(B) that the purpose of the surveillance, 

mail opening, or surreptitious search and seizure 

is to obtain foreign intelligence information or 

material; 

"(C) that such information or material 

cannot feasibly be obtained by normal investigative 

techniques; 

i 
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"(D) that such information or material 

is likely to be obtained by the technique for 

\\Thich approval is sought; 

"(E) including a designation of the type 

of foreign intelligence information or material 

being sought according to the categories described 

section 252l(b)(6); and 

"(F) including a statement of the basis 

for the certification that --

"(i) the information or material 

sought is the type of foreign intelligence 

information or materiil designated, BRd 

"(ii)such information or material 

cannot feasibly be obtained by normal 

investigative techniques; and 

"(iii) such information or material 

is likely to be obtained by the technique 

for which approval is sought; 

"(9) a statement of the means by which the sur­

veillance, mail openin g , or surreptitious entry will 

be effected; 

"(10) a statement of the facts concerning all pre­

vious applications that have been made to any judge under 

this chapter involving any of the persons, facilit~es, 

or places specified in the application, and the action 

taken on each previous application; and 

"(11) in the case of electronic surveillance or 

mail opening, a statement of the period of time for 

which the electronic surveillance or mail opening is 

required to be maintained. If the nature of the intel­

ligence gathering is such that the approval of the use 

of electronic surveillance or mail opening under this 

chapter should not automatically terminate when the 

( 
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de s cribe d type of information has first been obtained, 

a de s c ription of fact s supporting the belief that addi­

tional information of the same type will be obtained 

therea f ter. 

"(b) The Attorney General may require any other affi­

davit or certification from any other officer in connection 

with the application. 

"(c) The judge may require the applicant to furnish such 

other information or evidence as may be necessary to make the. 

determination required by section 2525 of this chapter. 

"§2525. I s suance of an order. ,.-

"( a ) Upon an application ma de pursuant to section 2524 

of this t i tle, the judg e shall enter an ex parte order as 

requested or a s modified approving the electronic surveil­

lance, mail opening or surreptitious search and seizure if 

he finds that --

"(1) the President has authorized the Attorney 

General to approve applications for electronic surveil­

lance, mail opening, or surreptitious search and seizure 

for the purpose of obtaining forei gn intelligence 

information or materia l; 

'~(2) the application has been made by a Federal 

off i cer and approved by the Attorney General; 

"(3) on the basis of the facts submitted by the 

applicant there is probably cause to believe that: 

"(A) the target of the electronic surveil­

lance, mail opening or surreptitious search and 

seizure is a foreign power or an agent of a 

foreign power; and 

"(B) in the case of electronic surveillance 

or surreptitious search and seizure the facilities 
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or place at which the electronic surveillance 

or surreptitious search and seizure is directed 

are being used, or are about to be used, by a 

foreign power or an agent of a foreign power; 

"(L~) minimization procedures to be followed are 

reasonably designed to accomplish their purpose; miRimi~e 

re~Hire-tRe-eKpHRgiRg,-eE-iRfermatieR-re±atiRg-te 

permRAeAt-resiaeRt-a±ieRs-er-eiti~eRs-eE-tRe-YRitea 

btates-eRRt-is-Ret-fereigR-iRte±ligeRee-iREermatieR, 

aee8-Re~-Fe±Rte-te-the-ahility-ef-~he-YRitea-btates~ ( 

~{A1--te-~reteet-itself-~g~inst-aettl~1-er 

~eteRtial-attaek-er-etRer-grave-Restile-aets-ef 

a-fereigR-~ewer-er-aR-ageRt-ef-a-fereigR-pewer~ 

~{B1--te-?reviee-fer-tRe-RatieRal-aefeRse 

er-the-seetlrity-ef-the-NatieR; 

~{81--te-previcle-fer-the-eeRetlet-ef-the-fer-

eigR-affairs-ef-the-8Ritea-States~ 

~{g1--te-preteet-agaiRSt-the-terreriSt-aeti-

vities-ef-a-fereigR-pe~er-er-aR-QgeRt-ef-a-fereigR 

~{E1--te-preteet-itself-agaiRst-the-sahetage 

aetivities-ef-a-fereigR-~ewer-er-aR-ageRt-eE-a 

fereign-pewer;-er 

~~F1--te-preteet-itself-agaiRst-the-elaR-

aestiRe-iRtelligeRee-~etivities-ef-aR-intelligeRee 

serViee-er-RetWerk-ef-a-fereigR-pewer-er-aR-ageRt 

ef-a-fereigR-pewer; 

except, that appropriate steps shall be taken to insure 

that information maintained solely because it is foreign 

intelligence information or material as defined in 

section 2521 (6)(B)(ii) iRfermatieR-retaiaea-whieh 

• 
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selely-heeRtlse-ic-relaces-selely-te,-an6-beeatlse-ef-icS 

im~eFERHee-is-seeffiea-esseREiBl-Ee-tfte-eeftatlet-ef-fereigR 

Rffairs, shall not be maintained in such a manner as to 

permit the retrieval of such information or material by 

reference to a United States person who is a party to 

a communication intercepted as provided in this chapter 

or identified through mail opening as surreptitious search 

and seizure conducted pursuant to this chapter; 

the-b~~i~-thfit-it-i~-fin-entity-eentroiied-find-direeted 

" I 

of-the-offieer~-or-exeetltive~-of-~tleft-entity-are-effieers 

or-empleyeeg-ef-a-fereign-gevernment,-er.-agenEs-ef-a 

er-{Ej,-preeedtlres-te-be-fellewed-are-r.easenably-designea 

" ana-te-p¥.event-tfte-aeqtlisitien,-r.etentien,-and-dissemiRa-

StBteg-whe-ar.e-net-effieer.s-er.-exeetltivffi'0f-stleft-entity-

respen~ible-fer.-tftese-ar.eas-ef-itg-aetivities-whieh 

invelve-fer.eign-intelligenee-infermatien~ 

"(5) the application which has been filed contains 

the description and certification or certifications, 

specified in section 2524(a) (7) and (8), and there is 

probable cause fte-eemrellift~-reaseft to believe that 

such certification or certifications are correct. 

"(b) An order approving an electronic surveillance 

under this section shall --

"(1) specify--
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"(A) the identity or a characterization 

of I:he per son ~!-. en t i ~ who is the stlbjee t target 

of the electronic surveillance; 

"(B) the nature and location of the facil­

ities or the place at "'lhich the mail opening will 

be conducted or at which the electronic surveil­

lance or surreptitious search and seizure will be 

directed; 

"(C) the nature of information or material' 

sought to be acquired including a particular 

description of the information or material to be 

seized through surreptitious search and seizure; 

"(D) the means by which the electronic 

surveillance, mail opening, or surreptitious 

search and seizure will be effected; aRB 

"(E) the period of time during which the 

electronic surveillance or mail opening is approved 

or the period of time in which the surreptitious 

se~rch and seizure is to be carried oUL; and 

"(2) direct--

"(A) that the minimization procedures be 

followed; 

"(B) that, upon the request of the applicant, 

the Postal Service of the United States, a specified 

communication or other common carrier, a landlord, 

custodian, contractor, or other specified person 

may furnish the applicant forthwith any and all 

information. facilities, or technical assistance. 

necessary to accomplish the electronic surveillance. 

mail opening, or surreptitious search and seizure. 

aRB-tRat-s~eR-iRfe~matieR,-faeilities,-e~-teeRRieal 

assistauco-fu~uishQQ-myst-be-~r~v~d~d in such manner 

i 
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as will protect its secrecy and produce a 

minimum of interference with the services that 

SLl ch service car rier, landlord, custodian, con-

tractor, or other such person is providing that 

target of electronic surveillance, mail opening, 

or surreptitious search and seizure, provided 

t ll at a l andlord, cus todian, contractor or other 

specified person may decline to cooperate in 

the electronic surveillance, mail opening, or 

s~rreptitious search and seizure and shall be 

notified of the right to so decline; and 

" C C) that the applicant compensate, at the 

prevailing rates, such carrier, landlord, 

custodian, or other person for furnishing such 

aid. 

"Cc) An order issued under this section may approve 

and electronic surveillance or TIlail opening for the period 

necessary to achieve its purpose, or for ninety days, which-

ever is less. Extensions of an order for electronic surveil-

lance or mail opening issued under this chapter may be granted 

upon an application for an extension made in the same manner 

as required for an original application and after new findings 

required by ~ubsection Ca) of this section. In connection 

with the new finding of probable cause, the judge may require 

the applicatnt to submit information obtained pursuant to 
, ' 

the original order or to any previous extensions, or any other 

information or evidence as he finds necessary to make such 

new findings. Each extension may be for the period necessary 

to achieve the purposes for which it is granted, or for 

ninety days, whichever is less. 

i 



-20-

"(d) An order authorizing a surreptitious search and 

seizure issue d under this section shall specify a period of 

time, not to exceed ten days, which such search and seizure 

is to be carried out. 

"(e) Nothwithstanding any other provision of this 

chapter when the Attorney General reasonably determines 

that --

"(1) an emergency situation exists with respect 

to the employment of electronic surveillance, mail 

opening , or surreptitious search and seizure to obtain 

foreign intelligence information or material before 

an order authorizing such technique can with due 

diligence be obtained, and 

"(2) the factual basis for issuance of an order 

under this chapter to approve such technique exists, 

he may authorize the emergency employment of such 

technique if a judge designated pursuant to section 2523 

of this title is informed by the Attorney General or 

his designate at the time of such authorization that the 

decision has been made to employ the technique under 

emer gency circumstances and if an application in accor­

dance with this chapter is made to that judge as soon 

as practicable, but not more than twenty-four hours 

after the Attorney General authorizes the employment 

of such technique. If the Attorney General authorizes 

such emergency employment of electronic surveillance, 

mail opening, or surreptitious search and seizure, he 

shall require that the minimization procedures required 

by this chapter for the issuance of a judicial order 

be followed. In the absence of a judicial order 

approving such technique, the surveillance, mail opening, 

or authority to c~nduct a surreptitious search and 

seizure shall terminate when the information sought is 

i • 
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obtained, when the application for the order is denied, 

or after the expiration of twenty-four hours from the 

time of authorization by the Attorney General, which­

ever is earliest. In the event that such application 

for approval is denied, or in any other case where the 

electronic surveillance or mail opening is terminated 

or the surreptitious search and seizure is carried out 

without an order having been issued, no information 

obtained or evidence derived from such surveillance, 

mail opening, or surreptitious search and seizure shall 

be received in evidence or otherwise disclosed in any 

tiral, hearing or other proceeding in or before any 

court, grand jury, department, office, agency, regulatory, 

body, legislative committee or other authority of the 

United States, a State, or a political subdivision 

thereof, As provided in section 2523, a denial of the 

application may be appealed by the Attorney General, 

and an approval of the application by the Special Court 

of Appeals established in section 2524 may be appealed 

~the respondent District Court judge. 

"(f) A judge denying an order under this section or 

a panel affirming or overruling such denial under section 

2523(b) shall state the reasons therefor. 

"§2526 Use of information. 

"(a) Information or material acquired from an electronic 

surveillance conducted pursuant to this chapter may be used and 

disclosed by Federal officers and employees only for the 

enforcement of the criminal law or for purposes relating to 

the ability of the United States: 

"(1) to protect itself against actual or poten­

tial attack or other grave hostile acts of a foreign 

power or agent of a foreign power; 

( 
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"(2) to provi J e fer the national defense or the 

security of the Nation; 

"(3) to provide for the conduct of the foreign 

aff rt irs of the United States; 

"( 4 ) to protec t against the terrorist activities 

of a f o r e ign power or agent of a foreign power; 

"(5) to protect itself against the sabotage 

activitie s of a forei gn power or agent of a foreign 

power; or 

"( 6) to protect itself against the clandestine 

intelligence activities of an intelligence service or 

network of a foreign power or agent of a foreign power. 

No informa tion or material acquired from an electronic surveil­

lance conducted pursuant to, or in violation of this chapter, 

may be disclosed to anyone except to a Federal or state officer 

or an office r of a foreign government for the purposes specified 

in thi s subsection, or to such persons as are necessary, in­

cluding a pote~tial victim, to prevent a crime of violance, 

or to a Committee of the Congre s s for purposes of congressional 

oversight, or to a court for purpose s of judicial proceedings. 

No otherwise privileged communication obtained in accordance 

with or in violation of, the provisions of this chapter shall 

lose its pri~ileged character. 

"(b) The minimization procedures required under this 

chapter shall not preclude the retentiQn and disclosure, for 

law enforcement purposes, of any information or material which 

constitutes 'evidence of a crime if such disclosure is accom­

panied by a statement that such evidence, or any information 

derived therefrom, may only be used in a criminal proceeding 

with the advance authorization of the Attorney General. 

"Cc) No information or material obtained or derived 

from a~ electronic surveillance, mail opening, or surreptitious 

i 
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search and seizure shall be received in evidence or otherwise 

used or disclosed in any trial, hearing, or other proceeding 

in a Fed eral or State court unless, prior to the trail, hearing, 

or other proceeding or at a reasonable time prior to an effort 

to disclose the information or material or submit it in evide~ce 

in the trial, hearing, or other proceeding, the government 

notifies the court of the source of the information or material 

and the court, iR-eameFa-aRcl-ex~aFte, determines that the 

surveill ance, mail opeing, or surreptitious search and seizure 

was authorized and conducted in a manner that did not violate 

any right afforded by the Constitution and statutes of the 

United States to the person against whom the evidence is to 

be introduced. In making such a determination, the court, 

• 

after reviewing a copy of the court order and accompanying 

application in camera, shall order disclosed to the person 

against whom the evidence if to be introduced the order and 

application, or portions thereof, if it finds that there is a 

reasonable question as to the legality of the surveillance and 

that such disclosure would promote a more accurate determination 

of such legality or that such disclosure would not harm the 

national security. 

"Cd) Any person who has been a subject of electronic 

surveillance, mail opening, or surreptitious search and seizure 

and against whom evidence derived from such electronic surveil­

lance. mail opening. or surreptitious $earch and seizure is to 

be. or has been. introduced or otherwise used or disclosed in 

any trial. hearing. or proceeding in or before any court. 

department officer, agency, regulatory body, or other authority 

of the United States, a State, or a political subdivision 

thereof, may move to suppress any information or material 

acquired by such technique, or evidence derived therefrom, 

on the ' grounds that -- ' 

( 
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"(1) the information or material was lawfully 

intercepted or seized; 

"(2) the order of authorization or approval 

under which it was intercepted or seized is sufficient 

on its face; or 

" (3) the interception or seizure was not in 

conformity with the order of authorization or approval. 

Such motion shall be made before the trail, hearing, or pro-

ceeding unless there was no opportunity to make such motion 

or the person was not aware of the grounds of the motion. If 

the motion is granted, the information or material acquired i • 
by such technique or evidence derived therefrom shall be 

suppressed. The judge, upon the filing of such motion may 

in his discretion make available to the person or his counsel 

for inspection such portions of the information or material 

or evidence derived therefrom as the judge determines to be 

in the interests of justice. 

"(e) If an emergency employment of electronic sur-
" 

veillance, majl opening, or surreptitious search and seizure 

is authorized under section 2525(d) and a subsequent order 

• approving the employment of such technique is not obtained, 

the judge shall cause to be served on any United States person 

named in the application and on such other United States person 

subject to such technique as the judge may determine in his 

discretion it is in the interest of justice to service, notice 

of --

"(1) the fact of the application; 

"(2) the period of the surveillance or mail 

opening or the date of the surreptitious search and 

seizure; 

" (3) the fact that during the period or on that 

date foreign intelligence information or material was 
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or wa s not obtained. On an ex parte showing of good 

cause to the judge the serving of the notice required 

by this subsection may be postponed or suspended for 

a period not to exceed ninety days. Thereafter, on 

a further ex parte showing of good cause, the court 

shall f o rego ordering the serving of the notice re­

quired under this subsection. 

"§2527 Report of certain investigative techniques. 

"(a) In April of each year, the Attorney General shall 

report to the Adminstrative Office of the United States Courts 

and shall transmit to the Congress with respect to the preceding{ 

calendar year --

"(1) the number of applications made for orders 

and extensions of orders approving electronic surveil­

lance, mail opening, and surreptitious search and 

seizure and the number of such orders and extensions 

granted, modified, and denied; 

"(2) the periods of time for which applications 

granted authorized electronic surveillances and mail 

openings and the actual duration of such electronic 

surveillances and mail openings; 

' ''(3) the number of such surveillances and mail 

openings in place at any time during the preceding 

year; and 

"(4) the number of such surveillances and mail 

openings terminated during the preceding year. 

"(b) Within seventy-two hours of the initiation of 

any electronic surveillance, mail opening, or surreptitious 

search and seizure, the target of which is an agent of a 

foreign power as defined in section 252l(b)(2)(D) of Chapter 120, 

the Attorney . General shall, HRser-a-writteR-iRjHRetieR-eE 

seereey-if-Reeessary, report to the Select Committee on 
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Intelligence of the United States Senate 8Re-cRe-beHlffiiccee 

en-tRe-JHaiei8~y-ef-cRe-SeRace-aRe-tHe-HeHse-ef-Rep~eseRc8-

cives, and such committeee or commiteess of the House of 

Representativ es as the Speaker of s~ch House of Representatives 

shall designate, or to such representatives as are designated 

by such committees, the facts and circumstances requiring 

such electronic surveillance, mail opening, or surreptitious 

search and seizure. 

"Cc) The Select Committee on Intelligence of the United 

States Senate is authorized to obtain such additional infor­

mation as it may need to carry out its duties pursuant to 

Senate Resolu~ion 400, 94th Congress, a~reed to May 19, 1976, 

as such resoltution may be extended as amended. 

"Cd) Any a gency authorized to conduct signals intelli­

gence on behalf of the United States Government shall report 

to the Select Committee on Intelligence of the United States 

Senate every ninety days of the number of instances of 

dissemination during such period of information which iden­

tifies a person which is not a foreign power derived from the 

acquistion of communications by electronic, mechanical, or 

other surveillance device not falling within the definition 

of electronic surveillance. 

"§2528 Common carriers. 

"No a gency of the United States may request, directly 

or indirectly, any communication from any commerical carrier, 

if such communication would not be directly available to 

such agency except through electronic surveillance, unless 

such agency is authorized by a court order granted pursuant 

to this chapter or chapter 119 to obtain such communication 

or otherwise authorized by the Communications Act of 1934. 

( 
• 
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SEC. 3 . The provisions of this Act and the amend-

ment made hereby shall become effective upon enactment: 

Provided, That, any electronic surveillance approved by 

the Attorney General to gather foreign intelligence infor­

mation shall not be deemed unlawful for failure to follow 

the procedures of chapter 120, title 18, United States Code, 

if that surveillance is terminated or an order approving 

that surveillance is obtained under this chapter within 

sixty days following the designation of the first judge 

pursuant to section 2523 of chapter 120, title 18, United 

States Code . 

SEC. 4. Chapter 119 of title 18, United States 

Code, is amended as follows: 

( a ) Section 2511(1) is amended --

(I) by inserting "or chapter 120 or as 

otherwise authorized by a search warrant or order 

of a court of competent jurisdiction," immediately 

after "chapter" in the first sentence; 

(2) by inserting a comma and "or, under 

color of law, willfully engages in any other form 

of electronic surveillance as defined in 

. chapter 120" immediately before the semicolon 

in paragraph (a). 

( 
• 
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(3) Ivy illserti,,! ! "or ;nfOI'IIII/I;OIl ofll//;II('d IIlId('r 

('ofol' of /I/IP /)y (/ny IJlhl'l' form of ('f('('tron;c slIl'l 'eil. 

Iwl/'(' HS defincd ill "'/(//11('1' /:.!()" i!lIl/ledi(/lely (/flcr 

" f cOlllellls 0 (1/1)' H,i,." or 1J1'1I1 LIJIIIIIIIII/i('(lli()II" ilL Iwr(/-

(I) hy inserti,,;; "or filly o/her fOl'Tll 0/ electrollic 

slIrp('ill({llCe, (IS defilled ill I'i/(II)/er ] :.!()," i11lT1l('r/i(/trly 

befnre "in vi(JI((lio1/.'~ in I)orl/graph (c); 

(;» f,y inserting "UI' ill/or11l(l/iolL ohl(lilled 1lnder ( 

color 0/ /(l/V uy (/1IY olher form 0/ eleclronic slLrveil-

h/llce ((S defi1led In chajJlel' 12U" i11lmediately (Illrr 

" wire or oral COTll1l1l/lIi('(tfioT/" i It l}(Irrtgmph (d); (IllY 

([lid 

(0) h ' illscrli"g "or ((IIY ()ther form 0/ electronic 

sllrveillal/('(', (IS defil/l'd ilL r:/w/)I('r 120," i1ll11lccii(/triy 
" 

be/ore "ill Vio/(llioll" ill /ul/ ·(f.!!,rrr/)h .(tf). 
..-.--

"(b}(J) Section 2,")/ 1(2)((I)(i} is (l1l1c/I(/f?d uy insert-

illg I,he !tlords 'or nulio C()II/Tlllllliel/l;(),,' lIlcer the /Vunls 'wire 

COlll1/lllllicacion' ([1/(/ f)} iIlS( ' /lill ,~ che /! 'onls 'or olherwise 

(W(l11irc~ afler the wOl'd ';lIt(,I'('('JlI: 

'~(2) Section 251/ (2) (1/) (;i) is . (/1I1CIIC[ed lq i1lserting 

the words 'or cTwj)tcr 120' ({flcr I he second (lfJl,carance 0/ 

the word 'ch(/pter,' (/I/([ /'y slril,' illg the pcriod at the end 

thereof ([lid addi1lg lhc follolllillg: 'or engage in electro1lic 

sllrveil/aTlce, as defilled in c/ul])ter 120: Provided, however, 

That [)eforc tIle iTl/ormati01l, /(/cilities, or ted/.1l;c(/l assist-
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(/llce 1II(/y be provided, the ;lllJe,~fig(ltive or i(fw en/orcemellt 

offic('.r shail /1I1'Ilis/,. to tl,c officer, ('1II1Iio),C'C, or ugcru;y (If 

the cnrrier either-

" '(1) (lit order si~lIf'rl llY the (wfhori::.illg judge cer-

tiIYing that (( COllI"/. order din'cling such (lssistwlce lws 

"'(2) in the c((se of (lfL e1llergellcy surveillallce (IS 

provided for in sect;on 2518(7) o/lh;s chapter or sec-

t;on 2525(d) of chapter 120, or (l surveillance COll-

dllcted lInder the ]Irovis;ons of section 2528 of chapter 
i 

120, (l sworn stat.r1nell t by the ; rwestigative or law 

enforccment officer ccrti/yillg th((t lite (I]Jplicable stat-

IItory rC(jILi.remcnts have iJeen met, 

and selling forth the pcriod of time for which the sur-

vcillallce is authorized Clnci desaiiling the faci.lities from 

which the C011lHIlwication is to ill' ill(ercepted. Any vio-

lmion of this slliJsC'ction by (/ cOl1ll11uniClltion common car-

ner or ((/I. ofTicC'r, e1llployec, or (lgC'II(:Y thereof, shall render 

tTIC wrriC'r liable . for the- ci lIil d"TlIIIJ.WS ]JrlJlJided for zn 

sectioll 2520.' ". 

"(c) (1) Section 2511 (2) (il) i .~ (//I/(·/"ied flY insertillg 

the words 'or othertl'isc clIg(/ge i,l ('{('.('(ro"ic slIrt'cillw/{.'e, as 

. 'f I l' .1' , defillcd 111 chapter 120, (/ ter t Ie 11'01"( raulO. 

"(2) Seccioll 2511 (2) (c) is (/I1I~ndcd by inserting the 

words 'or t!11gage in electronic slll'I'eillwu'e, as defined in 

chapter 120,' after the 1V0rds 'omi comlll//II;Clltion' awl 

by inserting the words 'or Sltc]' SI/I'I 'cil/wlce' after the last 

word in cltc! p(1/'{/gntl'h (/w/ before the period. 

" "(3) Seclion 2511 (~) is (lf1l(,IlII('tlIIY wldillg (It the end 

0/ tile sect.ion tlte followillg pruI'is;o/L: 

" '(e) It s/!(Ill riot l)( ~ llTlh""/1I1 1lI1der this d,,,pter . 
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0/ 19J f. lor (/1/. ollil 'cr, ("11/1/"),('(', or (I ,t.!1'1I1 0/1/1(1 lillilcd 

Sfllf('S ill fhl' 1I0UIIIIl I 'o/lrsl' 0/ his olliei(/I dilly, fo C'OIl-

dllC'f. el('cfrollic SIII'I'l'illlll/C '(1 liS dC'/illl'el in s('c 'lioll .:!,~~ I 

1IlIIl/flg Ihe (,"lud,ilily 0/ "I/lliJlII/CII! m('el II) n/,I"ill 

/orci gn illf(l lligc llce or Ihe I'xi ,,(l'lIc(' or (,Cllutililit:)' of 

C(jllil'ITI(,II(, Ils('c/ flY (I /oreigll 1101I '(T or ils (/gellf S: I'ru-

lIilll'd, (J) Th((t the lesl /wrioc/ ,,"(1/1 in' li'llifed ill 

ex(ent ((/1([ clllrrr(ion 10 Ihllt 1I('('(I.~ ,~(iry 10 c/el(,l'IlIillc 
/ 

th(' c(/{J((llilily o/lhc (1(1I1iJIII/I I III, (II II I (2) (//(11 (he COIL-

ICIII. of (IllY CUIIIITlItllic(/(ioll ((('(Illirl'd IIl1d('r Ihis s('clion 

sTudl 1)(' n'loilled olleil/serf ollly /or 1111' JlllrfJose 0/ dell'r-

lIlillillg Ihe c.riSI('Il('1! or ('((llldli/i/y 0/ S/l('h ('(jll iIJllI(>1I I, 

sh"lllJe discloscd ollly (0 (111 ' ofli('('r ,~ cpntill('lillg the I(' .~(~ 

" 
Wlei sholllw deslro)'(~elIlJ)('" cOIT,plClioll (If I"e I('Slillg; 

((//(/ (J) '''(/! Ihe Il'sl /ll1I'y ('.\' (:1'1''/ lIilll'l), cI(/ ~ys ollly ' Pilh 

Ihe /Irior III'pUJI '"l ,,/Ih(' , lflOI'IIl'Y Cell(lntl.' " 

(d) ,1...,'('diIJ" ,,!:j II (:J) is ""IIr 'ldl ,d. 

"(e) Seclioll 2;;1:J is (/II/C'//(/ed /',Y illserlillg the Imrc/s 

'or el('ctro//ic SII/TCillaIlC(! ((8 cle/illcd ill c/w[JlC'r 1.:!O, hllS 

veell mw/c' ufler the word 'illl('rc('pIC(L' (I1/([ bv i.llscrlill!.!; the 
- <. 

words 'or other illformatio1l Ohl((illcel /rolll e1ectrollic slIr-
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U(';I/111/( ' (', (IS def;fI('r/ ;11 d/(I/I/('r f2(),' (If/t ' /' /hl! sC(,(Jlld rrp-

!H'(lU",('( ! of /"(' If'ont '('0 1111111111;( '1//;1111'." 

(f) ,'-{('('Iiull :!,i ! / ..... ' ( !) ;,'i 11I1I( ' lId, ·d 1, ,// ill.''I'/ 'I;III/ IIII' /1'11/"1,,, 

"/ll/rlCI' Ih;s dill/i/c/," (1/1( ' 1' 11011, 1I1'III 'I/I'fll// 'I''-; 11/ 11/1' /I'llI'd" 

"" 'il'l' fll' IIl'fll ('OIlIIIl/iJ/i(,(lli()II'· . 

.. i 1I1"/'I'I 'l l ll'd" f/ lit! ills('/'I ;IIY II,c /I'ul'ds "illll ' I'I'('jJ!I 'd 1"II','llIllIt 

III 11,;s /·I,tI/ill'l'" ((/11 ' 1' tI/I' /I'/ll'd ""0111 III II JI i ('I1I;oll". 

(;) ,'-{I'd;oll :!,J !8( to) I" 11I1I1 ' lId"tt 1,.'/ sl}'il, ';I1!/ 1111 ' /l'1I1't! 

III Ih;.-; clllllliI'l''' 1//1(' 1' Ilrl' lil'sl fll'/}( ',II'IIII/'I' oj' II", /l'u('(/ 

"( '01111111111 il'(/Iioll". 

"/1111 '811'/111 II) Ilris cllfl/"( " ," 11/"'1' lIlt, lI'III'd" ",C;}'(' (/1' 1I}'f/l 

, I ' " / ,'lj'I/ ' I' II'" , " '1)1"/" ",I,II'f/IIII'd o}' d('I1;(,(/". I'UIIIIIIII 111('11 /(1/1 ,' (/ /1/ 

"(I.) Sectioll 2S2() ';s (III/elided flY (/t'/elillJ.!, (Ill [)(,/IJ},(, 

, 
1111 Y /II' /'S 0 H 

o(h('1' tlt(ll/ (II/. ((f.!,('l/l 0/ (( /o}'('ip,1I /1O/n'l' (IS defilled ill s('ctiolt 

2;;21 (II) (2) (A) 0/ e"((/Il('}' 120. (1'/10 /I((S "('('It ,~III)j('ct. to 

elec/I'onic slll'veil/allce, as defilll'd ilL c/l(([)/CI' 120, or 1(,/lOse 

wire 01' oml COllI1111I11ic((tion hus ueeH ill(('/T('J){('d, 01' (([Wilt. 

Ie/lOin in/ol'11IHtion /'(lS ()l'('n tiis('/os('t/ or llsed, ill vioilltiolt 

v/ this r/w[lt('r, shall (1) hll/'() 1I ('ivil ('(/IISC 0/ ((ctivn af.!,(liTlsl.', 

OilY person 11'/10 so (lct('c/ i,l ";O/(ft;()11 0/ this ('/wpt('r (/1/(['." 

i 
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SEC. 5. Section 2~36 of title 18, United States 

Code is amended to read as follows: 

"§2236. Searches without warrant. 

"(a) Whoever, being an officer, agent, or 

employee, of the Unit e d States or any department or 

agency thereof willfully --

"(1) searches any private dwelling or any 

other building or property, without a warrant 

is s ued pursuant to the Federal Rules of Criminal 

Proce d ure or cha pter 120 of title 18; or 

"(2) opens any forei gn or domestic mail i 

not directed to him without a warrant authorizing 

such opening issued pursuant to the Federal Rules 

of Criminal Procedure, or chapter 120 of title 18, 

or without the consent of the sender or addressee 

of such mail shall be fined not more than $10,000 

or imprisoned not more than five years, or both. 

"(b) This section shall not apply to any person 

"(1) serving a warrant of arrest; 

"(2) arresting or attempting to arrest a 

person co~nitting or attempting to commit an 

offense in his presence, or who has committed or 

is suspected on reasonable grounds of having 

co~nitted a felony; 

11(3) making a search at the request or 

invitation or with the consent of the occupant 

of the premises; 

"(4) making a search or opening mail 

under emergency circumstances pursuant to 

section 2525(e) of title 18; or 

"(5) serving as a cus't0.mS I : officer in­

specting mail from outside of the United States. 



---_._ - --_.- ... _--- - ---------

-33-

SE C . 6. On or be f ore Harch 1979, and on the 

fi.rst day of tlClrch of e ach year thereaftQr, the Select 

Committee on Intelligence of the United States Senate shall 

r e port to th e' Senate concerning the implementation of this 

chapter . Said reports shall include but not be limited to 

a n analysis anej recommendation s concerning whether this 

chapter should b e (1) amended, (2) repealed, or (3) per­

mitted to cOlltinue in effect without amendment. 

Ed 
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