V. Standard for tareetine United States persons for

electronice surveillance., (U)

8 e -y~ py - (3 T - ~4 - - 4
(U) fhe Issue: This is the most politically controversial

issue in the bill. Under S. 3197

w

, before issuingz a warrant
the judge must find that there was probable cause to believe
that the target was a foreign power or agent of a foreign
powver. Ac originally introduced, the bill def
in part, as one who is engaged in 'clandestine intelligencs
activities" pursuant to the direction of a foreign power.
In the Senate Intelligence Committee, the bill was amended
to move the standard closer to criminal activity. As re-
ported by that Committee, a United States person could be
considered an agent if he engaged in terrorist, sabotage

or clandestine intelligence activities on behalf of a
foreign power in violation of law or he (1) acted pursuant
to the direction of a foreign intelligence service (2)
which service engaged in intelligence activities in the
United States on behalf of a foreiga power, (3) and in so
acting transmits information or material to such service,
(4) in a munner intended c¢ither to conceal the nature of

the information or material or the Zact of such transmission,

(5) under circumstances which would lead a reasondble man




to bzlieve either that the information or materizl will be

used to harm the security of the United States or the lack

of knowledgs of such transmigsion will harmy our security.
(U) Cprtions: There are basically two options:

(U) (a) Reguire a shewing of unlawful activity

in every case. This option eliminztes the secend prong

of the Intelligence Committee test. It ensures that an
individual will not be subject to surveillance by the
government unless he commits or is about to commit a crime
and, thereby, emplovs the conventicnzl notion of probable
cause. While most actlivities in which the government is
interested in detecting for counterintelligence purposes

4 would involve violations of the Fedsral law, particularly

o

if failure to register under the foreign agents registration
acts is included as one of the designated crimes, */ there
is a limited area of uncertain dimensions, however, that
might not be covered. For exzample, the clandestine
collection of information by an agent of a foreign power

concerning important industrial processes essential to the

national security, e.g., computer tochnology, refining of

%/ 1L they would not be included, coverage would be unacceptably
Timited because of the antiquated state of our cspionage laus.
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natural resources, ete., may not violate any Fedaral statute
And it might not perait surveillance In cases wherc tha FBI
observes an individual passing information in an c¢bvicusly

clandestine manner to a known intelligence agent. Moreov

v
81

']

there would be a certain dishonesty in conditioning coun

=]

e
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intelligence electronic surveillance on unlawful activity,

LS

b

because the surveillance is not for the purpose of enfoxrcing
the criminal laws of the United States.

(U) (b) Adopt a standard that requires a showing

of either unlawful activity or circumstances that are clearly

s

prebative of intelligence activity bv a foreion power's

1

intelligence networik. This option would permit the use of

electronic surveillance if a judge found probable cause
that the clandestine acts either violated the law or met a
strict standard deemed probative of intelligence activity.
It would not guarantee that this intcrusive techniqgue coul
only be used upon a showing of unlawful activity. However,

1d

it would provide the protection of a judge who would make a

case-by-casre determination applying the facts to a restrictively

e
Hh

drawn standard. While this was the approach of S. 3197,
this option is adopted, certain refinements in §. 3197's
provision should be congidercd.

Recommendation: Option (b).
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V. The Certificarion that Imformation Sought is Necossary

te the Security of the Jacion. (U)

(0) The Issue; As discussed earlier, 5. 3197 recuirad
it anplication for a court order te include a certificarion
[ ¥+

-

vy a high Executive official that the information scught
was foreisn intelligence informatica. The certification
included a statement describing the basis for the certificatioe:
The purpose of this statement was te epsurs that the Executive
officials would not rubber stamp certifications but rathsr

would be required ro exercise their judgmeat. Under S. 3197,

the judze., while determining whethe: there was probable causse
& 2> o i

to believe the target of the surveillance was a lorei

agent or a foreigen powzr, was only to determine whether or not

0
)
4
H
1
i
e
s

cation had been made; neither the basis for nor the

accuracy of the certification was subject to review. While

as to the fact that the judge could not review the cextifica-
tion, intelligence agencies and the Department of State were
concerned that a detailed statement of the busis for the
certification would nccessarily invite review. The lack of
judicial review of the certifications, on the othaer hand,

was one of the major criticisms of §. 3197 by its oppenents.
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Optiong. The options are esszatially:

(U) (&) Leave §. 3197's provision unchanocd,

Under S§. 3197 LF a judge were to have reviewed coevoificatvions

he would have Lewen permit-ed in o

T i o v oy 1 ¥ 3 ke waiel PP o
Exceutive Branch determinations of what was importans ta

our foreiga policy and natiomzl security. If optiorn (2) of
Issue III is accepted as rocommended, howevar, there will be
no requiremeat of judicial review except in counterintelligence
cases. This esliminates almost all of the fears of the
iwepartment of State and the intelligence agencies. Nevar-
tineless, even in the limited area of counterintzlligence

cases, judges may not agrae with Zxecutive Branch deceramin-

ations of the necessity to acquire cert

8]

in typzs of infor-
mation, e.g., personal information to be wed for possible
recruitment. Thus, provicing a judge the opportunity to

review the certification to some dezree may threaten the

acquisition of certain types of inforzmartion.
(U) (b) Allow the judge to review certifications. Since

1

under option (a) of Issue III a wacrant 1s only required
for counterintelligence or countaer-Lerrorism purposes, this

- - - - = 3 L} o L =
option would avoid the substitution of a judge's view for

.
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that of an Executive offiecial on

Where a warrant is required, the facts demonstrating that




the target ie an agent of a foreign power would very likel

o 5
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ALCESSETY L0 pProtdet ggainst the eladdegtine of terrorlst
- .
acls of @ forzign power. Morsover, allowing revige oo some

basis with rvespsct to Uniied States persons will go a leon
way to meeting the criticisms of the ecertification requictae-
ments in §, 3197. Fimallwy, such a concession may help to

b

sell option (a) in Issue III to Congress. %/

(U) Recommendation: Option (b) with judicial review

limited to a finding as to whether the certification was
clearly erroneous. CIA would recomaend option () with a

fallback te opticn (b) if nacessary.

.

%/ 1f the Department of Jrsticu's ru:amm;ndat%un unﬁvr
Tesue III is adoptua, the certification ghnulu et be
revicwable in any casce where the target 1s a Forulgn
power, and in such cascs the statement ol the bansls Lo
che sortificzation sheuld be el Iminated.




Vil. Disclosure of s

ensi

(1)

!,UCVuﬂLUﬁu.

Eive inform.cien dn

(U) The Issue: When a defeadant mokes a motion under
18 U.S.C. § 3504, the geoverament must affivm or deny vhother
it has wngaged in any eleccronic suxveillance of cthe dafendant
-- whether or not relaced to the case. All intelliyonce
ageneies are canvassed to determine whether they huve ever
intercepted the defendant intenticnally or ineidentally.
Under curvent case law, i1f the defendant's comunications
have been incidentally Intarcepted the court in camzra and
ex parte must detsrmine whether the survaillance was lawful.
If it finds the surveillance was unlawiul, the court must,

except in

velillance

whether

zov

tion

-
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government drops the

the surveillance
(U)

the

was
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upon filing of
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available te the [def

such portions of the

derived thereirom as

interests of justice.

—
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nsitive informatio

-
)

lawt and whethosr or

ful

because the izsue is

decision to AT

ernment's case

a motion

disclose the facts of

& hearing on

’
untLle

tainted,

the court deter

aecu

pPro ution.

lawful,

"in his discretion [to]

endant] or his couns

intercepted communication exr ev

the judge determines to be in the

" may disclose

whether or noit the surveillan

6 Ehs cgsy

nol

conmitted HUdiseretion.,” a

would be virtually unappealabl o,



Aaothar provigisa 4w 8. 3197 provides & differont gean
for closure vhogy Sfesmeation obtained or durived £
elegcrroniec curveillunmgs will be used at trialy thac 1s
voere the govesmneut auvacedes that evidopes I8 Lhe fru

@A swrveilianee. The swasidard hese 45 chat che ecoaur
"shall order discliosed o the [defendunt] the ovder én

applice thoersol,

=5
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tard

rom

a reasonable questicon as to the legalicy of the surveillence
and that such disclosure would promote 2 more agcurats
determination of such lepality; oz that such disclosute
would not harm the national security." These provisions

were not considered acceptable by the Department of
Justice at the time 8. 3197 was reported
(U) Cptiocna: The uption: Cocetlizs wWith pros and cons
are as follows:
() (2) Retaig the nrovisions im 5. 3197,
(U) Pros: 4 hearing in cdmpera and cx darte does not

p.‘_"’_)';itfﬂt.

faets ne might have the survel
vas lawful or is relevant te his cuse. Disclosure of
survelllancos would permiz him to adéress these points
chexchy Folls: ensure fhet his rizhis acre protocted,
(1) Genss This option will mule fntellipence agoncle

LRy
L.».-I.-..

more reluc o

any
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wit ek possilbly could be wszd in a eriminel ceial. Lt may

lead to unnecessary digclusure ¢of ¢lassified infosmation
or, at least, dismisszl of prosccutions even whzoe the
surveilldnce was lawful or irrelevant to the casa. It is

anomalous to adopt the extreme disclosure provisiocns with

respect to surveillences instituted pursuant te th2 higi

protective procedures of the bill, but retazin curzent
practice with respect o surveillances not instituted

pursuant to the bill (e.g., overseas.)

(U)(b) -Delete the provisions in &. 3197 and

codifv current practice.

(U

protective of defendants’ rights while at the same Cime

Pros: Current practice has been found to be adequately

S

giving necessary protection to classified informacion. The
procedures under the bill wculd not be inconsisconc with
responses to § 3504 motions not involving electronic
surveillance under the bill. It would lessen the number
of cases when prosecution would have to be dismissed.

(U) Cons: Congress will be reluctant to accept this
change, and because of the comnlexicy in practice of these
provisions, it is difficult te convince Congress as to

their impoertance. Also, the defendant is not afiorded as




much oppartunity as he might wish to f£ind ways Lo bloek

his prosceution. Finzliy, it is possible that defense
scrutiny of these electrsnic surveillances could lead

finding of unlawfulness chat would nol otherwise vecur,

w

and thus a certain measur: of protectiun for dufendants

might be losc

(U) (e) Attempt to modify the lznsuase or

conditions in the S. 3197 provisions whare it is eclear that
the surveillance has not tainted the case.
(U) Pros: This option would to a large degree mitigate

the potential for disclosure where the susveillanca is not

=
e
T

relevant. It would provice protectiocn to a defend:
rights where there was a reason for 1it.
(U) Cons: 1t raises censtitutional questions uude

Alderman v. United States, 394 U.S. 164 (1969), but careful

draftsmanship cheuld be able to cure the problusm.

econmendation: Cption (b). This was essentially

o

(uy

vhat the Tord-Levi bill originally propusced. Beeuause of

Fh

the expected reluctance the Senate te this chiange,

of
-~
(=
i
P
e

however, the Departmoat of Justice should boe propaced

alternate language to achisgve the purposes in option (¢).




SPECIAL COORDINATION COMMITTEE MEETING

14 April 1977

Time and Place: 0900-1015, Situaticn Room
Sulbject: Consideration of Attornay General'sT E‘\I [/NSC-11
1

Subcommittee reporr on "Foreign Intelligence Electron
Surveillance Legislation®

Participants:

The Vice President
Denis Clif:

Sizte: Defens=a:
Szcretary Cyrus Vance Secreatary Harold Brown
Harold Sauncear Charles Duncan, Jr.

Deanne Siemer
NSA: Robert T. Ardrews
Benson K. Buffham -

Gerard Burk CIA:
Stansfield Turner
Justice: Anthony Lapham
Attorney General Grifiin Bell
John Harmon NSC:
Michael Xelly E-_:—Zbi:n..iew Brzezinski
William Funk David Aaron
Frederick Baron Samuel Hoskinson

Rcber: Rosenberg

SUMMARY OF CONCLUSIONS

. Brzezinski opened the meeting with commendation for the subcommittee's
eflorts, noting that they concl ur’ed that the Administration shotld intreduce
legislation on this subject. Failure to do so promptly will result in unilateral
and potentially counterproductive initiatives by members of Congress. Each
of the seven issues and conclusions discussect follow:

1. Should the bill include autherization for physical search? |
that ph\"‘"l{‘.‘-‘.l searches should nct be included in thiz 5ill
i urther as part of PR

this problem should

Cla..ssified .by: Z. Brzwe::in.ski SANITIZED
E.O. 12958 Sec1 8
PERS3/Ck vice (T NI Oo-C

BY T .J‘-- _illiL——'—
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threaten the npational securitv or our foreign relations. While

acceding to the majority, the Vice President asked the Aticrney
Generzl to separately look at changes to the criminal law which
would enable us to target U.S. persons without going beyend
criminal standards.

Should the Executive Branch certification to the judge, when U.S.
persons are targeted, that the information sought is properly
foreign intelligence be subject to judicial scrutiny? The sub-
commiittee recommended and the principals unanimousit concluded
that the judage should be able to review the cer:tification onl+ to

~

determine if it is cleariv errcneous.

What should be the standard for disclosure of sensitive information
on judicial proceedings? The subcom:nittee recommended anc the
principals unanimously concluded judicial review should be limited

to a findinc as to whether certification was clearlv errcneous

It was agreed that one last attempt would be made to resolve issues 2 and 3

prior to 18 April and subsequent review by the President.
L
]
TOH-SECRET/SENSITIVELIGDS2
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MEMORANDUM FOR THE VICE PRESTDENT

!' Val
FROM: Fritz Schwarz I'L/_,( ‘bu//l
S qr JUu

SUBJECT: Proposed Wiretap Legislation

April 13, 1977

A. General

1. Agree with decision to comz forward with bill limited
to electronic surveillance.

2. Note that at same time Administration will be working

with Congress to develop more comprehensive Charters.*

B. Comments on the Seven Points in the Executive Summary

1. Leaving out "Physical Searches." This is okay, for

the short term. But press Justice to start drafting language

N,

;- to define what is and is not lawful so that this subject can

be covered in legislation as well. Th2 agencies say important
“ﬂvu ‘land apparently legitimate) opportunities are bsing missed.**
2. Exclusion of Americans Overseas. Disagrez. They

(/ should not be excluded. An American should be protected

(ixﬂuﬂr- from warrantless bugs/taps by his government whethar done at

JKO ,ﬂ home or abroad.
'
)”” The arguments contra are weak and certainly don't outweigh

the principle:

(i) Can't trust the judges. But this is

|-+

* Presumably you will have already ﬁiscusse!
with DCI Turnar (and (?) Bell) an: than wm
group as a whole.

*%* If CIA or FBI ask the President to authoriza break-ins, etc.,
in the absence of warrants or statutory authority, should say

no and again stress the desirability of working on a statute.

rroof

his approach
ien it to the

(6]

- -
PR



just as true for domestic activity -- and the
whole structure of the bill is to sc¢z up specially
Secure courts.

(ii) Most such surveillance is done by Zorsign agencies =--
if they do it on their own, okay. But what we
shouldn't be doing without a warrant is inducing
them to bug or tap Americans.

(iii) Covering foreign activities will be provocative
or seem dangerous to foreign intelligence
services. But (a) this is taken cars of by
drafting, (b) misconstrues what would happen
under the bill. The court will not get involved
in the operations of any foreion intelligence
agency. All it need do is to pass on whether our
agency should be permitted to induczs a foreign
agency tc tap an American, and, under the normal
minimization rules, what our agency can do with
any information it receives.*

3. Pulling Back from the Levi Bill to Exclude Taps of

Foreign Powers and Persons. Disagree and agres with Justice

that this is unwise:
(i) Politically
(ii) Constitutional risk

(iii) The line between foreigners and Am-ricansg

* There may be a few paculiar wrinkles. But if the group is
told that Amaricans should he covered overseas, those

wrinkles can gquickly be focused upon.
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sn't really that clear. Americans talk to
foreigners (but not over certain lines covered
by NSA) .

Also agree with Justice that where a foreign power is
the target some changes may be appropriate in, e.g., how
long a tap can last under a warrant. Ask that these changes
be discussed in an option pap=r, which also focusss on which
of those differences should apply to foreign individuals¥*,
as opposed to foreign powers themszslves.

4. No Inherent Authoritv Reservation. Agrea.

(Note that if your position prevails on points 2 and
3 the intelligence agencies may want to re-argue this. I
still doubt whether the phrase inherent authority ought to
be used. What would be appropriate to say is that this
Hill is not intendad to cover signals intelligencs activities
of the U.S. Government which are not contained within revised
definition of electronic surveillence. This would make
clear NSA activities outside the U.S. and not targeted upon
U.S. citizens would not be prohibited. Doubtfuf if you
should get into this detail tomorrow. Might just say
"inherent authority" raises unnacessary hackles and they
should draft diplomatically discrete language that allows

NSA's legitimate activity overseas.)

*There is a tendency to say all foreign visitors ara suspect.
That is the way Russia treats its 7i
1

risitors. We shouldn't.
Persons who appear to be foreign spies are different.
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5. Going Beyond Criminal Law as Cause fox Tarjetbing

U.S. Persons.

a. The proposal is mu~h tighter than the original
e R
Levi Bill. (8=e the list of fivefa:cﬁ*"pp. 27-22.)
b. “hat being so, the guestion arises whethexr the
suppnsedly noncriminal activity is not already
a crime and, if not, whether it couldn't and
shouldn't be madz one.*

6. Standard of Review by Judge of Whather Information

Sought on U.S. Persons is "Foreign Intelligsnce.

a. This concerns only ona of the factors which the
bill requires be.present befores a warrant can be issusd. It
does not concern the findings which the judge must make as
to whether the person is an agent of a fereign powexr about,
for example, to cpmmit a terroris clcrime. As to this, as
is normal under the Fourth Amendment, the judge must find
probable cause. The issue here rather is whether the judge
should make any finding with respect to whether the information

sought is "foreign intelligence information.”

The Levi Bill regquired the judge simply to accept

the executive branch certification. The group proposss to

“Don't be too loose in sayving anything that is a crime
justifies a tap. Under both the Safe 3trests act and the
criminal Garf of this »Hill, the crims must be one of sub-
stantial seriousness. The Foresign's Agents Registration
Act may be overly broad to include it as a crimo guspected
vielation of which juctifies a tap. But the Espionage Agent's
Registration act dezals with a more serious problem.



&

let the judge decide whether the executive branch certification
is "elearly erroneous" =-- but only where tha target is a

U.S. person. Where the target is a foreign power, the Court
(as with Levi) siwply accepts the certification (and that

makes sense).

b. What is unclear is the practical significance
under the bill of a finding that foreign intelligence is
involved. You should ask for an explanation of practical
significance. Also would that change if your proposal on
number 5 is accepted?

7. Disclosure in Judicial Procesdincs. I do not

fully understand the explanation at pp. 33-36. It suggests

that last year's bill authorized more disclosure to defen-

dents of these taps than is normal under current practice.
Certainly that doesn't make sense. If what they say is
correct. I agrece with their proposal to ratify current

practice.



C. Further Thoughts

1. The task force ought to continue to work
with the appropriate congressional people. And if changes
in approach come out of the meeting they should be brought

up to date.

2. While it is appropriate, given last year’s
history, to move this bill along separately, the argument
that Congress is pressing should not be allowed to.cause
rushed and unwise decisions. The way to dez2l with Congress
is through point 1 above.

3. The éptions paper approach is very useful in
highlighting key issues (and the staff should be congratulated
for doing sd).

Actual draft statutory language implementing

the decisions is now also necessary.

(a) While the main issues have been identified,
it is inevitable that the actual language
will cause at least a few new problems.

(b) The impression created b the draft I have
seen is awfully turgid. Perhaps that is
inevitable but some of the power of our
first couple of recommandations would seem

appropriate.



4. Someone should draft a paper for public release
showing how this Administration's bill improves upon last
year's bill -- which it will only do if the changes

recommended above are made.
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Executive Summar:

The attached report of the SCC subcommittee appointed
by the Attorney General pursuant to PRM/NSC-11 concerns
legislation governing electrcnic survelllance for foreign
intelligence purposes within the United States.

The subcommittee's conclusion is that the Administration
should introduce legislation on this subject. The Attorney
General strongly favors such legislation, and a failure of
the Adninistration to introduce legislation forthwith will
result in unilateral initiatives by various members and
comnittees of Congress. The SCC subcommittee further concludes
that S. 3197, as reported by the Senate Intelligence Committ
in the last sescion of Congress, should be the basis for the
Administration's bill with certain changes. The report
discusses seven policy issues for possible changes to S. 3197.

41%@ issues and recommendations areg
(1) Wnether the bill should include physical
~.searches -- the recommendation is that it should not;

!\“‘H(z) Whether the bill should be expanded to cover

electronic surveillance overseas -- the recommendation

'is that it should not {_ r”"x‘\_‘ e fpeief %“\)F\)W}

(3) Whether the bill shoul ! include communications
intelligence and, if so, in what way -- the recommaendation

is that the bill should authorize the President to approve

1&5*“:231L



(7) What should be the standard for disclosure
of sensitive information in judicial proceedings
-~ the recommendation is that the current, judicially-

derived procedures for in camera determination by the

court whether an electronic surveillance was lawful be

codified in the bill.’

John M. Harmon
Subcommittee Chairman
Acting Assistant Attorney CGeneral
Office of Legal Counsel

Department of Justice



SANITIZED
E.0.12958, Sec.1.5

PER 573 /e Mse e RE NLE~ 06 @29

By CA_

S/e/o

NARS.DATE

_SEERET/FANDLE VIA
COMINT CIHANNELS OXTY APR 11 19,1

REPORT TO THE SPECIAL COORDINATION COMMITTEE

Re: Foreign Intelligence Electronic
Surveillance Legcislation. (U)

(U) The following report is submitted to the SCC pursuant
to FRM/NSC-11 by the LUC subcommittee acting under the
direction of the Attorney General.*/ This report is made
separate from the other reborts under PRM/NSC-11 because of
pressure from Congress for the Administration to introduce
legislation regarding foreign intelligence electronic surveillance
promptly, if it does not want to be faced with bills introduced
unilaterally by various memters of Congress. To facilitate a
rapid response to Congress, the Department of Justice has
completed an initial draft bill which has besn circulated to
CIA, DOD, NSA, NSC, OMB, and the Department of State. Upon
concurrence of these departments and agencies and the approval
of the SCC of this report, and after consultation with the
members of Congress most interested in sponsoring such legis-
lation, the Department of Justice will have the legislation intro-
duced. The subcommittee requests that in light of the time con-
siderations the SCC address this report as soon as possible,.

Background:

(U) In the last Congress, the Administration proposed legis-

lation to provide for the issuance of judicial warrants

*/ The subcommittee consists of John Harmon, Chairman, Acting
Assistant Attorney General, Office of Legal Counsel, Department
of Justice; Herbert Haﬂsell Legal Adviser, Department of State;
L. Nledcrlennﬂr, Acting General Counsel, Department of Defense;
Anthony Lapham, Gcneral Counsel, Ctntral Intelligence Agency;

W. Bowman Cutter, Executive AsqocJatﬁ Director for Budget, Office

of Management and Budget; and as observers, Samuel Hoskinson,

NSC Staff; James Hudtt, Assistant General Counsel, National
Security “Oenc; The views and recommendations herﬁln are those of
the subcomnittee's members.
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authorizing electronic surveillance for foreign intelligence
purposes within the United States. It was introduced in the
Senate by Senator Kennedy as S. 3197 and in the House by
Congressman Rodino as H.R. 12750. The bill, with amendments,
was reported favorably to the Senate by both the Judiciary
Committee (11-1 vote) and the Intelligence Committee (14-1
vote). Despite the overwhélming votes in support of the bill,
the Senate did not act because the imminence of adjournment
provided a reason for deferring action on the bill, several

provisions of which had generated considerable controversy.

. In the House the bill was not brought to a vote by the

Judiciary Committee, which was awaiting Senate action.

(U) Senator Kennedy, among others, has indicated his desire

to reintroduce the bill as it was reported to the Senate by

- the Intelligence Committee, but he has agreed to delay intro-

ducing it for a brief period to allow the new Administration
to familiarize itself with the bill and make any suggested

changes before introduction.

(U) It is the subcommittee's view, therefore, that the Executive
has no viable option other than to draft a bill for introduction,
because otherwise the Executive will be forced to react to and
to attempt to make changes to a Senate, if not House, initiated
bill. Moreover, members of Congress have indicated to the Justice

Department that they are becoming impatient, and they are

continuing to hold off introducing their legislation only

vpon the Justice Department's representation that an Executive

Branch proposal will be forthcoming imminently.



Synopsis of §, 3197.

(U) As reported by the Senate Intelligence Commitree,
S.3197 provided for the designation by the Chief Justice
of seven district court judges, to whom the Attorney General,
if he is authorized by the President to do so, could appiy
for an order approving electronic surveillance within the
United States for foreign intelligence purposes. The legis-
lation committed to the judgz the decision whether there was
probable cause to believe that the target of the surveillance

was a foreign power or an agent of a foreign power but re-

served to the Executive Branch the decision whather the in-

formation sought was c¢f a certzin value to the national security. -

Specifically, before issuing a warrant, a judge would have

to find that (a) there is probable cause to believe that the
target of the surveillance is a foreign power or foreign

agent; (b) minimization procedures to limit acquisition and
confirmed by the Senate or thz Assistant to the President for
National Security Affairs has certified that the information
sought is foreign intelligence information that cannot feasibly
be obtained by less intrusive techniques. Such surveillances
could not continue longer than 90 days without securing renewed

ency provision was included

4
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in the bill tuv allow the Aztorney Genaral to authorize

vo vsithoutr a warrans in situations whaere there

llanc:

i

& surve
was not enough time to prepare the necessary papers for
the court's review. In such circumstances the Attorney Gen-

illance for

w

“eral could authorize the use of electronic surv
a period of no more than 24 hours and he was required to
notify a judge at the time of the auvthorization that he had
épproved such an cmergency surveillance and to subinit an
application to the judge within 24 hours. Finally, the legis-
lation required the Attorney General to report annually both
to the Congress and the Adaministrative Office of the United
States Courts statistics on electronic surveillance approved

pursvant to the bill's procedures.

_(S-HVCCO}The definitions in the bill were critical because
they defined its scopé. Ié was the definition of electronic
surveillance that required a warrant for all electronic sur-
velillance within the United States. There were three elements
to the definition. First, the bill covered all wiretaps placed
within the United States on communication lines regardless of
the location of the sender or receiver. This included all
telephone and telegram traffic travelling by wire as well as

NSA's coverage of telex traffic of foreign governments.
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Second, all radio transmissions, such as long distance tele-
phone calls carried by microwave, between points within the
United States, were coverad, By its terms, this element of
the definition did not cover NSA's radio interception of
foreign communications carried by international common
carriers when at least one terminal was outside the United
States. Finally, the bill established a procedure for sceking
a judicial warrant authorizing the use of an electronic,
mechanical, or other device, such as a microphone, to acquire

information under circumstances in which a warrant would be

required in a criminal case.

(U) The definition of "agent of a foreign power" was also
critical because it defined those individuals whose communica-
tions could be intercepted. As reported by the Senate Intel-

ligence Committee, an "agent of a foreign power"

was one

who (1) is not 'a citizen or permanent resident alien of the
United States and is an officer or employee of a foreign power,
(2) is engaged in terrorist, sabotage, or clandestine intel-
ligence activities in violation of law for or on behalf of a
foreign power, or (3) acts pursuant to the direction of a
foreign intelligence service and knowingly transmits information

or material to such service in a clandestine manner which would

lead a reasonable man to believe that the disclosure of the




information or material would harm the security of the United
States or that the Government's lack of knowledge of such

transmission would harm the security of the United States.

(U) It is the subcommittee's view that an Executive proposal
‘should utilize the basic structure of S. 3197, With certain
changes S. 3197 can be supported by the Intelligence Community
and the Department of Justice; it has a proven track record
in the Senate where it was overwhelmingly endorsed by votes
of 11-1 and 14-1 in the Judiciary and Intelligence committees
respectively. Some of the changes suggested, infra, will meet
some of the criticisms of §. 3197, and the most vocal oppo-
sitionto S. 3197 camnot be avoided no matter what form a

bill acceptable to the Executive takes.

(U) With this introduction the subcommittee believes there
are seven major policy issues that should be addressed by

the SCC involving possible changes to S. 3197.
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