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I. Physical Searches. (U) 

r;.t) The Issue: At th e present time, th e Attorney General is 

not authorizing physical searches in the United States for foreign 

intelligence purposes for lack of authority to do so. While it 

has been the Depar tment of Justice's position in the past that the 

President Qay authorize foreign intelligence physical searches 

\Vitho~::t a \'larrant on the same basis ' as he can authorize \\'arrant-

less electronic surveillance, the Pr~sident has never delegated 

to the Attorney General the authority to approve such searches, 

as has been done in the field of electronic surveillance. 

~ The lack of any au_ tho~city for physical searches at this 

time is considered critica l both by the CIA and the FBI. 

Opportunities to collect legitimate foreign intelligence in-

formation have been lost because of an absence of a delegation 

of constitutional authority or of legislative authority. For 

example, the FBI has some sources ,·,ho have legitimate access 

to the outside of containers (e.g., desks, boxes, envelopes, - --.:. 

car trunks, etc.) but "7ho canno t open that container to 

discover what is inside for lack of authority to do so . 

. ~-. 
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(U) Options: 1tnile there are several options available 

to cure this pro'ulem, \·,hich '\ViII be the subj ect of a separate 

report from this subco~mittee, at this time the options are 

essentially t\VO: 

yCa) Draft a separate title to the elect '.conic surveillance 

bill ~o cov e r phvsical searches. This option \'iOuld "legitimize" 

the activity and offe r the assurance that any search, whether 

pbysical or electronic, could only be conducted pursuant to 

a judicial \·JClrrant. \'Jhile ty5_ng a physical search title to 

an electronic surveillance title \-vould probably increase the 

likelihood of ob t a ining legislation on searches, it \\1ould 

definitely slO\\1, and perh.2.ps jeopardize, passage of the 

electronic surveillance bill. }foreover, the drafting of 

' physical search provisions \']Quld be extremely difficul t. 

s. 3197, the prior Administration's bill, did not address this 

problem. Although a t>;'JO-title bill can be supported on the 

, basis that it brings all kinds of searches into its protective 

ambit, it Hill also be criticized, unfairly to be sure, on 

the same basis: it approves a kind of search, the authori­

zation for Ivhich has not been sought in the past from either 

the President or the Congress. In any case, it 'vill not solve 

\ 
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the short term problem of autho:::-ization for physical searches , 

because ultimate passage of even a bill limited only to 

electronic surveillanc e is not e xpected before mid -l978. 

~(b) Not include Dhvsical searches in the el ectronic 
.' 

surveillance bill. Und er this option the electronic surveillance 

bill would not be delayed or jeopardized. Autho riza tion for 

physical searches absent legislation could be undertaken 

pu:::-suant to Presidential authorization , if the Attorney 

General reconfirms the Justice Department's previous positio~ 

on the President's authority, and/or pursuant to ad hoc 

judicial warrants. CIA prefers the former because of the lack 

of certainty as to -security procedures if ad hoc ,'7arrants >;vcre 

to be obtained. CIA is also of the vi e~v that if the Atto1.-ney 

General decides the l'resident cannot constitutionally authorize 

physical searches of foreign agents and foreign powers or if 

the President decide s that as a policy matter he does not choose 

to exercise the authority, then a physical search bill should 

be submitted to Congress irn ... rnediately, preferably as an 

amendment to the elec tronic surve illa-i1c e bill. Such 

an amendment could be suggested after the electronic sur-

veillance bill ,vas introduced. Finally, not including physical 

searches in the electronic surveillance bill should not be 

\ 
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considered a decision not to seek legislation on the issue 

at a later time. (A fuller discllssion on this prob12m and 

options for dealing with it shall be the subject of a later 

-report of this subcom~ittee.) 

Reco!nrr:end.:J. tion: Op tion (b). 

\ 
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II. Geographic Scop .:-~ of bill. (U) 

~~rhe Issu e : S. 3197 \Vas all-inclusive as to the 

coverage of elec tronic surveillance (including NSA) \vi thin the 

United States, but did not affect electronic surve illance 

abroad. Currently, United States persons (i.e., citizens and 

permane~t resident aliens) may be targeted overseas as subj ec ts 

of electronic surveillance by U.S. intelligence agencies only 

'\vith the approval of the Attorney Gen eral. */ Typically, 

electronic surveillance abroad has been conducted either by 

or with the coopera tion of the intelligence agencies or 

police services of the foreign government. To our knO':vleclge , 

'no U. S. person has be en the target of an unconsented electronic 

surveillance ove rseas for foreign intelligence purposes since 

at least the effective date of Executive Order 11905. (The 

incidental interception of con~unications of U.S. persons is 

*/ ~fhether the Attorney General may approve such surveillances 
ror lack of a Presid ential authorization is currently under 
study by the Department of Justice. 
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a more cO~lplex problem, \·]hich under the various procedures 

of the Attorn ey General is s till being \'lOrked out .) 

Cu) Options: There are basically three options. (These 

options refe r primarily to CIA electronic surveillance abroad; 

NSAls activiti e s are discu ssed under the nex t issue.) 

~(a) Exp and t he electronic surveillance bill to preclude 

a federal a gency from targ .c; tin~ , or cooper-ati-rl g '-"Jith a foreisn 

government in targ eting, a Upit~d Stat es person abro2d without 

a judicia l warrant . This option would provide sta tutory 

authorization for such targeting and ensure that u.S. persons 

would be protected- by the judicial warrant proc edure . However, 

in light of th e:! fact that t.:he surveillance is no:cmally con­

ducted by the foreign government , this _approach would present 

the strange situation in 'i'7hich a judicial Harrant 'ivould 

authorize the activ ity of a foreign government and this govern-

mentIs cooperation with it. Cooperating foreign gove~~ments 

will surely object to any provision that Hould expose their 

op e rations to even a limited number of judges . Further, the 

standards set forth in this bill may be incompatible vlith 

the needs for intelligence abroad. For example, under S. 3197, 

a u.S. person may be targeted only for counterintelligence 

purposes, but overseas he may be an important source of positive 

\ 
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forei gn intellig 8~ce. Finally, \.;11E~ ther the s tandcrrds required 

for electronic surveillance of citizens in the United States 

are legally required overs eas , or whether the same standards 

must apply in all foreign nations, is an open question. For 

instance, a citizen Ivho has defected to a hostile for e ign 

country mny not be entitled to the same protections as one 

"l;.,1ho is merely travolling abroad. 

(U) (b) Expand the electronic surveilla~ce bill to cover 

the t2,.rgeting of United S ta.les persons _abroad only \vhen no 

foreign service is involved . This approach would give the 

appearance of protection without raising the problems in-

volved in joint operations. Its protection would, in fact, 

be ephemeral in light of the practice of the CIA. It \vould 

also be subject to the criticism that the protections of 

the bill could be thHart ed by involving a foreign service. 

Such a pro~ision could also be diplomatically sensitive 

since it would seem to imply that this government could, or 

intends to, conduct surveillances abroad \'7ithout the knm·]ledge 

of the host for eign government. Finally, this option would 

raise the same kinds of problems . involving the possible disparity 

in standards and procedures discussed above. 

I. 
\ 
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Cu) Cc) R~strict legisL~t ion to sm.:veil12nce ,vithin 

the United Stat es . This was the approach of S. 3197, and 

it appeared acc ep t z~ l e to the Senate. Th e standards and 

procedures under which electronic surve illanc e would be con-

duct ed could more easily be tailored to overseas conside r-

ations in a separate bill. Nor eover, chapter 119 of title 

18, r e lating to elec tronic surve illance for lmv enfOrCerl!2nt 

purposes , only applies in the United States. If warrants 

for over seas electronic surveillance are to be statutorily 

prescribed , they should be available in both lmv enforcement 

and intelligence matters. 
I .. 

Rcco P.tmen c1a tien : 

CU) Th~ elect ronic surveillance bill should be 

restricted to surveillance 'ivithin the United States. The 

Department of Just ic e should work with the other interested 

ag encies to consider othe r legis lation to cover electronic 

surveillance abroad, \·;hich might or might not incl ude a 

judicial warrant pro cedure. 

\ 
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Op tions : The spectrum of options includes the following: 

~WCCO) (c.) Provide a ':'Jarrant reCluirc;m2nt \·;:h2never a 

Unit e.d States Dr ~ :.::.:: . ~ .• ·.L ll the United Stntes is t 'r- Cl"et'~d ' ~ .~ ____ ~~ _______ ~ ___________ C_.L~0 ~ _, 

include in the bill a sPecific authorization to th '2 Presid2!: t 

to au thorize electronic ~urve illan c e ta~getcd agninst for e 5 ~n 

pmver s and non-Un ited St a t e s p~rsons with minimization pro-

~edL!r CS apDrovcd by the Attorney Genera l and revort e d to 

Con&~ess to b e used to protect those Bnited States_persons 

,-;,110 I"!1c7 be incidentally interc epted . The. effect of this 

option Honld b e to sta tutorily allthorize Hi thout a Ha rrant 

Practically , it would require 

a warran t only :tn counterintelligence cases. Theor e tically, 

this is a very rational. approach, because it has be en 

generally acknmvledged that surveillances of forei gn pmvers 

would be lIautoi";-laticallylf approved, and if this is the case, 

there should be no need for a Harrant. In these cases, the 

incidental interceptions of U. S, pe.rsons \'lOuld be protected 

by minimization procedures approved by the Attorney General 

and reported to coromittees of Congress, as opposed to approved 

by a judge under S. 3197. Only \vhen a United States person 

was actually the target of the surveillance ivould a \Varrant 

be required. 

\ 
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(U) Accept ance of this option would constitute a 

significant change frorn S . 3197, \vhich change un[ol:tunately h7i11 

probably be perceive d by certain kn O\vledgeable }Iembers of 

Congress as a dilution of the safeguards of S. 3197, and con-

se q~en t1y is likel y to be met with· some r es istance . This 

perc ept ion and resistance may be able to be OVerCOQ2 by 

this option's extension of protection to international commun-

ications by United States persons, which were l argely un-

prote cted by S. 3197, and by allowing judges to review 

Executive Bran ch c ert i ficat ions (see I s su e VI), \vhich \'Jas 

not permitted in S. 3197. */ 

This option.,. i f it c an be sold to Congre ss:; repr esents 

the best outcome fO T the intelligence agencie s because it 

eliminates a \·;arrant requirement in those cases Hhcre it 

is least necessary and most likely to be harmful to the 

national security. In 2ddit i on , it \'lO 'Jld constitute a 

statutory authorization for these electronic surve illance 

and communj_cations intelligence activi ties , \\7hich at the 

pr e sent time r est on the uncertain exist ence of inherent 

Presidential pO\·Je r~. S ta tu to ry au thoriza tion for such ac ti vi ties 

is strongly desired by NSA, Justice, and the FBI. Nor would 

*/ After pre liminary discussions with key Congressional staff 
members, the Departmen t of Justice concludes that this option 
will be met by fierce resistance in Congress, including 
Members \·,110 suppor t ed S. 3197. It may even be difficul t to 
find bi-partisan support for introduction of the bill. 

\ 
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this option re st~ 1t in any mea:1ingful di r:: inution of pro-

tection for Unit ed Stat es pe:::s ons in co,,1parison 'ivith S . 3197, 

but rather Hould -- ' 'lith res pect to in L-rnational com~l1n i-

cations e xpand the protections beyond those of S. 3197. 

(5 IFICC07 Cb) Exclude fr om the definition of "el2ctronic 

suy\ r2il12nce!T that electronic surveillance e~·: clusivel V of 

forei gn pom:~r sand D..dd a I']::-~rran t requireI7'.en t ,·,hen ?-7SA 

targets Unit (,~d State s ners uns in the Vni ted States . This 

approach would elimina te the warrant requireoent for those 

NSA activities in the Unit ed States to Hh:Lch the Intelligence 

Corn ... llunity has obj c c ted . * / In consideration for that deletion 

a ne\v Iv<lrrD..nt requirement \'lOuld be add ed \\There NSA targets 

a Uni ted States pel"SOn in the United States by ti means ,·]hich 

would not otherwise be covered . The effect of this option 

would be to eliminate NSA from all the provisions of the 

bill except "7hen it targets United States persons in the 

United S ta tes. Not only Ivould this eliminate the 'i,Varrant 

requirement generally, but it \vould also mean that the 

disclosure and reporting prov isions of the bill 'i,Vould not 

apply to NSA, except when it targeted United States persons 

in the United States . 

.....--..,.......------.---_._- --- - ,~----

\ 
\ 
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,,-<S-HVGCO) 'The difficulti es Hith this option are that 

it 'i'lOuld creat2 serious drafti~g prob le:!ls , in that the 

language nec2ssa~y to exclude cert2in NSA act ivities, 

: but not exclude certain 
I 
--; \·;ould be exceptionally 

------' 

FBI activities" 

complex and may possibly allow a knowledgeable reader to 

discern \·Jith some accuracy th e nature of NSA's activities . 

And more funda,nenta.lly> under this option the bill "]Quld 

create only t,·]O categories of surveill.:J.nces -- those \·.7ithin 

the bill whic~ Hould require a warrant and those without 

'tvhich Hould not be recognized by the bill at all. Given 

i . that one of the primary purposes of the bill is to legitimize 

by statute! sel1s itive intelligei:l ce coll ec tion operatioIls, to 

exclude m~_ny of the most sensitive op 21:Cl tions merely to 

avoid a 'ivarrant requirerr:ent -- would leave an important sector 

of intellig2nc2 gathering activitias without statutory 

authorization . and, thus, may be count erproductive . This 

is especially so "7hen there is increasing reluc tance on 

the part of common carriers to render necessary assistonce 

to these sensitive operations. 

\ 
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(U) (c) Leave S .. 3197 unchdll;ed 25 to it~3 effect on NSA --

i. e., cover all \'liret app illg and bugging in the United States 

and all inter cepting of radio tran srr. issions \\1here both the 

send pL and all recipients are in thp United States. S. 3197 

\Vas designed so that a judicial \,·7arr2.nt \vould issue "auto-

rna tically" \..;'hen the targe t ~;.]as a foreign gove'rnmen t. In this 

sense, the legislat ion was an authorization for, not a restriction 

on, activities targeted against :coreign governITlent establ ishments . ~': : 

Indeed, the legislation ensured the cooperation of c able com-

panies with the government by requiring the assistance of 

those necessary to conduct the surveillance pursuant to the 

,,,arrant. This approach required a judicial Harrant for all 

surveillance Hithin the United States -- and \Vas llsold" on 

that basis. Proponents of it argued that the approach offered 

the assurance, by legislation , that the technology and capa"Jility 

of some agency, like NSA, could not be used to target, without 

a judicial ,,,arrant, purely domestic communications. 

(U) The automatic nature of the ,,'}arrant procedure for these 

targets also cuts in the opposite direction. Because the 

NSA activities covered by S~ 3197 are all directed against 

foreign powers exclusively -- U.S. persons are almost never direct 
I 

parties to the intercepted information -- a 'iVarrant requirement 

~(7 There \'las co:!.siderable fear in the Intelligence Community, 
however , that j udges ~'lOuld look behind the certifications 
of Executive officials and question the Executive 's decision 
to target certain foreign governments. 

\. 
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may n eedl.e ssly invo lve the court,*/ crea t e an administrative 

burden (for nc' .. ' applic2tions to tlle judge every 90 days), 

result in an i n:nate d figu r e to b e reported of the number 

of surveill ances approved , and cr 22 te a certain security 

risk. Further, Congr ess ional l eaders indica t ed in the con-

sideration of S. 3197 that they "l e re gener311 y unconcerned 

about protecting foreign pm,}e rs th er.1se lvcs : th e ir concern 

'vas for the pro tec tion of ci tiz en.:; and r esiden t 31 i eIls \vho 

would rarely be parties to co~munications int e rcept e d by the 

NSA activities covered by S. 3197. 

CU) 1-111.ile S. 3197 did not distinguish in the standards 

for warrant s b e t~'l e2n surveillance of foreign pO';'lers and 

surveillance of othe r en titie s , including Uni ted States 

persons, such a di stinct ion could b e made under this option. 

That is) the '-Ja rrant for a surveillance direc t ed against a 

foreign p ower could be for a year, rather than 90 days; 

the statemen~ of the means by which the surveillance would 

be effected could be eliminated or abbreviated ; and the 

statement of th e b as is for the certification (see Issue VI) 

could be elimina ted. Such a hybrid warrant for surveillances 

targeted agains t foreign pm'lers would meet many of the 

obj ections of the Intelligence Co r''..'TIunity with regard to 

the warrant requ irement, but '-.]QuId retain the emo tionally 

*7 Even though the court's role is restricted as to tar­
geting - - 1. £., a shm·}ing that the targe t is a foreign 
governmentTs establi sh[~ent leads to the issuance of a Harrant 
-- the court does play an expand e d role as to minimization 
proc e dures f or ma intainin g and dis seminat ing informa tion. 
It must det ecline \,}hethe r these procedures are reasonable. 

\ 
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and legally i mpo rtant fact that a judge would finally 

authorize the surveillance . Nore over, thi s option \vould 

leave overs i ght of mini~izat ion to the judge , not to 

Congress or the Exe cutive Branch. And 1vha tcve r the 

security problems may be with respect to court approved 

surveill ancp-s -- even involving the most sensitive t echniques 

-- they Hould appear to be less than the alternative of 

Congressional oversight under option (a). Prel iminary 

negotiations \'Ji th key Congressional staff members indicate 

this option would be acceptab l e to Congress . 

(u) (d) Exclude a ll NSA activities. Thi s option rests 

on the premise that a \Varrant requirement is not neces sary 

b ecause noneof the activities of NSA are directed at U.s. 

persons . It do e s not, however, r e cognize the potenti&l of 

NSA capabiliti 2S and, as a result, does not give any assur-

ances to th e pt.!b l ic thC1t these activities are subj ect to 

legislative standard s and procedures. Horeover, this option, 

b e ing a retreat from S. 3197, is unlikely to be acceptable 

to Congress . 

Recommendat ion: 

(U) The subcoITLr.littee, except for the Department of 

Justice, recommends option (a). The Department of Justice 

recommends option(c) \vith the \'Jarrant requirement for 

\ 
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surv(3 illanc Qs direc ted ag3. ins t forei gn p O'ivers ch2n ge d to 

all m~' for subst.antially l ong~r p e riods of time before 

reauthori za tion and changes made to the application require­

ment in such surveillanc es to r educ e the amount of sensitive 

information that wou ld n eed be transmitted to 

the judge and to eli:ninate any fe ar that th e judge might 

go behind the certificat ion. 

\ 
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IV. Reservation o~ the Presid~nt 's Constitutional Authority . (U) 

(U) The I.ssue: Title III of the O~l1n ibus Crime Control Act 

contains a provi so stating that nothing in that Act -- which 

prohibit s wiretapping and the use of listening devices 

'>'1ithout a \'1arrant -- o r 47 U.S.C. § 605 -- '>'1hich prohibits 

intercept ion of radio communications without the cons ent of 

the sender -- shall limit the constitutional authoritv of 
.I 

the President to take such measures as he deems necessary 

to prot ec t the Nation against foreign or do mes tic threa t s. 

S. 3197 would have repeal ed this proviso and replaced it 

with a provision disclaiming any intent to affect whatever 

constitutional pOH2r the Pres ident might have \'lith respect 

to (a) activities not \'7ithin the definition of l1electronic 

surveillance" and (b) situations "so unprecedented and 

potentially harmful to the Nation that they cannot be reason­

ably said to have been \vi thin the contemplation of Congress. II 

Part (a) of the proviso was considered necessary to avoid 

placing the NSA activities not covered by the hill in the 

legal jeopardy posed by the crimina l provisions of Title III 

and 47 U. S. C. § 605. Part (b) \-laS included to avoid pI acing 

extraordinary and unforeseen contingencies in an inflexible 

legislative box . 

\ 
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Options: 

(U) (a) Retain the S. 3197 Presi.dential proviso. 

The need for such a proviso would be almost eliminated if 

option ( a) in th e foregoing issue is accepted. This is 

due to the fact that all of NSA's activities affected by 

47 U.S.C. § 605 and Title ~III would be within the scope 

of the bill, but, unless targeted against a United States 

person, would n ot be subjected to a requirement for a prior 

judicial warrant. Finally, any r e ference to inherent 

Presidential power creates immedia te opposition in Congress. 

(U) (b) Eli r,1inate the proviso entirely. This option 

would be readily supported by Congress, and would not, as 

far as we can d~t~rmine, create any difficulty for the in­

telligence agencies. Unforese en contingenci e s, a real problem 

under S. 3197 b e cause of the requirement that electronic 

surveillance could be undertaken only in the defined situations, 

would seem no longer a problem because of the broad author~­

zation to the President Hhere the target is not a United 

States person. 

(U) (c) Substitute in lieu of a reservation of Presidential 

po\Ver an explicit disclaimer as to activities outside the 

definition of "electronic surveillance. If ~.;rhile not absolutely 

necessary, such a disclaimer would insure that activities 

\ 
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not intended to be coye r e d by the bill \'70uld not be 

construed by the courts to be within the bill. Such 

a provision, abs~nt a r e ference to Presidential pOK ers, 

should not be opposed by Congress. -:-:/ 

Recommendation: Op tion (c). 

1---------.. . ~ .. -----.- --- -- -_. - ~ _ .. ---~-.--- -~ ".--~----------

l.~. ___ ... __ .. 
I· 
1 

----. -_ . . ------~--'--------------~ 

\ 
\ 



v. §tnndar d for t argeting United States p er sons for .. 

electronic survei l lance. (U) 
--------~------

(U) The I ss u e : Tbis i~thc most politically c ontroversial 

issu e in the bill. Und er S. 3197, before issuing a war r ant 

the judge must f ind that ' there wa s probable cause to believe 

that the target was a foreign power or agent of a foreign 

power . As ori g inally introduced, the bill defined an agen t, 

in part, as one \vho is engaged i n "clandestine intelligence 

act ivi ties 1l pursuant to the direction of a foreign pmver. 

In the Senate Intelligence Committ e e, the bill \<las amended 

to move:: the s[:a-G.c1arc1 cl 0."2r to crimin al activity. As re-

portcJ by that Com~ittee , a Unit ed States person could be 

considered an agent if he engaged in terrorist, sabotage 

or clandestine intelligence activities on behalf of a 

foreign pO"]er .in viola tion of 1m..,., or he (1) acted pursuan t 

to the direction of a foreign intelligence service (2) 

which service engage d in intelligence activities in the 

United States on behalf of a forei gn power, (3) and in so 

acting transmits information or material to such service, 

(4) in a manner intended either to conceal the nature of 

the information or material or the fact of such transmission, 

(5) under circums tances which would lead a reasonable man 



to believe either that the information or material will be 

used to harm the secUl:ity of the United Sta tes or the lack 

of knowledge of such transmission will harm our security. 

CU) 212-tions: There are basically t\·;o options: 

CU) (a) Require a sho\ving of unlaH£ul activity 

in every case. This opt~on eliminntes the second prong 

of the Intelligence Committee test. It ensures that an 

individual \vill not be subj ect to surveillance by the 

government unless he com!lIits or is 2bout to commit a crime 

and, thereby , e~ploys the conventional notion of probable 

c ause . Hhile most activities in which the government is 

intereste.d in detecting for counterintelligence purpos es 

'vould invol vei vio1.ations of the Federal lmv, particularly 

if f2..ilure to register under the foreign agents registr2tion 

acts is included as one of the designated crimes , okj there 

is a limited area of uncertain dimensions, hm'lever , that 

might not be covered. For example, the clandestine 

collection of information by an agent of a for eign pO"7er 

concerning importaIl.t industrial processes essential to the 

national security, ~.£., computer technology, refining of 

i:j If they 'vould not be included, coverage would be unacceptably 
limited because of the antiquated state of our espionage la,vs. 

\ 
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natural resources, etc ., may not violate any Federal statute. 

And it might not perillit surveill clllce in cases \vhe~'e the FBI 

observes an individua l passing information in an obviously 

clandes tine manner to a knOi·m in telligence agent . Horcover, 

there would be a certain di~honesty in conditioning counter-

intelligence electronic surveillance on unla\vful activity, 

because the surveill ance is not for the purpose of enforcing 

the cri~inal laws of the Unit ed States . 

of either unl awful activity or circumstances that are clearly 

proba tive of intelligence activity by a foreign power's 

l.·ll ... · 'j J i r"enc '" net:' T.O,-.· .... "..r _~~ ... ::...:.:.-·l .l ~-' .. __ ~_=-_.~. This option "lOllTcl permit the use of 

electronic su:cveill allce if a judge round probable cause 

that the clandestine acts either violated the 1 a,·} or met a 

strict standard deemed probative of intelligence activity. 

It would not guarantee that this intrusive technique could 

only be used upon a showing of unla\vful activity. HOivever, 

it ,,·]ould provide the protec tion or a judge ,qho ,·;rould make a 

case-by-case determination applying the facts to a restrictively 

draHn standard. While this was the approach of S. 3197, if 

this option is adopted, certain . refinements in S. 3l97's 

provision should be considered. 

Recom~endation: Option (b). 

'-
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much opportunity as he 1i1ight \-1ish to find ways to block 

his prosecution. Final l y, it is possible tha t defense 

~crutiny of thf-se electronic surveilla nces could lead to 

I:!' \ ~ S a ('..ert a in TT)e aSUre :of protection for defendants 

[,;'Lgh t be lost . 

(U) (c) Attempt to modify the L:n].gu2 ,g~C2E 

conditions in the S. 319L.Erovisions Hher e it i s clear tha t 

the surveillance h a s not taint e d the cas e . 

(U) Pros: This option would to a large degree mitigate 

-, otenlial for di s closure \.vhere the surve ill anc e is not 

relevant. It would provide protection to a de f endant's 

rights 'where there Has a reason for it. 

(U) Cons: It raises constitutional questions under 

AldeJTIan v. United States, 394 U.S. 164 (1969), but careful 

-. - . 1. ' " nship should be able to cure the problem. 

'.'" .1) Ie -" :l1J11endation: Option (b). This was essentially 

what the Ford-Levi bill originally proposed. Because of 

the expected reluctance of the Senate to this change, 

however, the Department of Justice should be prepared with 

alte~~ate language to achieve the purposes in option (c). 

\ 



MEMORANDUM 

OFFICE OF THE VICE PRESIDENT 

WASHINGTON 

LHHTEB ·OFFICIAL U-SE 

MEMORANDUM FOR THE VICE PRESIDENT 

INFORMATION 

Memo No. 822-77 
April 13, 1977 

FROM: Denis Clift ,~ __ _ 

SUBJECT: Foreign Intelligence and Strategy with 
the Congress 

Attached is the memorandum from you and Turner to the 
President on intelligence charters. It has been sent 
to Turner for his comment. 

On Thursday, April 14, 1977 at 10:00 a.m. immediately 
following the SCC meeting on wire tap legislation, you 
will be discussing this memorandum with Turner, Brzezinski, 
Vance, Bell and Lipshutz. With the exception of Turner, 
other participants have not received a copy of the memorandum. 

TALKING POINTS 

1. As part of the overall review of intelligence issues 
that the President has directed, Stan Turner and I -­
together with you and your representatives -- have 
been taking a hard look at the steps required to keep 
the review and reform process headed in the right 
direction. 

2. We have prepared a memorandum for the President which 
would flag for his attention and decision some pre­
liminary decisions required -- decisions on legislative 
charters for the intelligence agencies, and the approach 
to be taken with the Congress on intelligence legislation. 

Page 1 of 2 
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3. In brief, the memorandum recommends that the President 
endorse the principle of clear broad charters for the 
agencies and that he have early meetings with the 
Inouye Committee and, initially, with Tip O'Neill in 
the House: 

to dispel any suggestion that the Admin i s tration 
is opposed to legislative charters, and at the 
same time 

to head off premature efforts by the Congress to 
force the Administration's hand on the substance 
of such legislation. 

2 
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intelligence a gencies. The danger with endorsing charters 
is that the legislative drafting could get out of control 
in the Congress and result in excessive legislative detail 
that would limit fle x ibility in the use of intelligence 
agencies and hamper their effectiveness . However, the 
Congress is mov ing ahead. The Senate Select COITDittee on 
Intelligence is currently drafting intelligence legislation . 
Our judgment is that you should take the initiative on the 
principle of e ndorsing charters and legislation. 

We believe it would be useful for you to schedule an early 
meeting \'"i th Senator Inouye and the member s of the Corumi ttee 
and to schedule parallel consultations with Tip O' Neill -­
to inform t h em of the b a sic direction your intelligence 
review is t ak ing and t o reach a preliminary unde~standing 
with the Congress on a schedule for legislation that will 
enable the Executive and Legislative branches to work 
together . Your purpose would be to: 

state that there is agreement on the genera l 
princip le that there should be legislation that 
provides appropriately for Congressional oversight 
of intel ligence activities; 

state that the Executive Branch currently has this 
issue together with the other facets of intelligence 
organi zation and management under r ev iew, and that 
you are expecting the results of this rev i ew in 
June; 

state that following your c onsideration of this 
review and sharpen ing of the Admin istration's 
position you wi ll want the Adminis tration to work 
close l y ,-1 i th the J: ey Congress iona l c om.ll1i ttees to 
rea ch agreement on the overal l shape of in telligence 
leg i s l ation -- p rema ture action by e ither b ranch 
would be counterproductive ; 

urge the Senate and the House t o proceed , a t the 
same time that the Administration's revie~ is 
underway , to organize themse lves better for their 
intelligence oversight ro l e ; 
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propose a general timetable for ac~ion this year 
by the Executive and Legislative branches; 

issue a public statement following the Deeting on 
the agreement reached on legislation an d the time­
table involved ; 

in sum , to dispel 2ny suggestion that the Adminis­
tration is opposed to legislative charters, to 
assure the Congress that you want to work with it, 
and to head off premature efforts by the Congress 
to force the Administration's hand on the substance 
of such legislation . 

A more detailed review of the issues is at Tab B. Talking 
points for the meetings \vith the Senate Co~~ittee and Tip 
O'Neill are at Tab A. A proposed schedule for Executive 
and Legislative action is at Tab C. A recommendec public 
statement is at Tab D. 

RECOI'1..I'1ENDATION 

1) That you approve acceptance of the broad principle of 
intelligence legislation, recognizing that W~2t is 
required is broad and clear statutory authority for 
the intelligence agencie s but not a leve l of legis­
lative detail that would infringe on your aut~ority 
or hamper the agencies ' effectiveness and flexibility . 

APPROVE DISl\.PPROVE 

2) That you schedule e ar ly meetings with the Senate 
Select Committee and 1di th Tip 0 ' r7ei 11 to reaCt; 
agreement on the basic approach to be taken b~ the 
Administration and the Congress on the devel o?~ent 
of intelligence legislation. 

APPROVE DISAPPROVE 

-
..) 
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