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Introduction

The absolutetantra.com online commercial and service platform is operated by Spirit Service Ltd
(registered office: 1 Hova Villas, Hova House, Hove, BN3 3DH, United Kingdom; Company
Registration Number: 08593252; UTR Number: 7943000133) — hereinafter referred to as the Data
Controller. The Data Controller and its staff are firmly committed to protecting the personal data of
their clients and any third parties they engage with, including visitors to the website (collectively
referred to as: Data Subjects). They place great importance on respecting the right to informational
self-determination.

This Privacy Policy has been created to ensure the Data Controller complies with all relevant data
protection laws currently in effect and to provide clear and transparent information to Data Subjects
regarding how their personal data is processed. All data processing activities carried out by the Data
Controller are governed by this Privacy Policy (hereinafter referred to as: Policy), as well as other
internal policies and procedural guidelines.

The General Section of this Policy outlines the fundamental principles and rules applicable to all
data processing activities. The Special Section provides specific details and information concerning
individual data processing operations. While this Policy offers a comprehensive overview of the
primary data processing practices undertaken by the Data Controller, not every type of data
processing described herein applies to every Data Subject. When collecting personal data in specific
cases, the Data Controller will also provide a brief data protection notice outlining the particular
details relevant to that instance.

Please read this entire Policy carefully to fully understand the rules and principles governing how
your personal data is processed.

The Data Controller treats all personal data it records or receives as confidential, handling such
information in accordance with applicable data protection laws and as outlined in this Privacy
Policy. A key principle of the Data Controller is to ensure that every individual retains full control
over their own personal data, in line with legal requirements. In addition, the Data Controller takes
appropriate steps to safeguard data security, implementing both technical and organizational
measures, and establishing internal policies and procedures that uphold data protection and
confidentiality standards.

Although the Data Controller has aimed to create a comprehensive framework through this Policy,
it may not include every possible data processing activity. In cases where a new type of data
processing becomes necessary and is not covered in this Policy, the Data Controller will always



issue a separate data processing notice. This supplementary notice will provide the Data Subjects
with relevant and detailed information specific to that particular processing activity.

A current and valid version of this Policy must be kept on file at the Data Controller’s registered
office and is also available online, including any amendments or updates, at: absolutetantra.com/
adatkezeles.

Applicable Legislation

(For a company registered in the United Kingdom that also operates online and is accessible to
users within the European Union)

Data Protection

UK General Data Protection Regulation (UK GDPR)

Data Protection Act 2018
& gov.uk — Data Protection
(9 Data Protection Act 2018

Regulation (EU) 2016/679 of the European Parliament and of the Council

(General Data Protection Regulation — GDPR)

(Applicable when processing the personal data of EU citizens, even if the company is not
established in the EU.)

¢ EUR-Lex — GDPR

Accounting and Financial Reporting

Companies Act 2006

UK GAAP - UK Generally Accepted Accounting Principles
(§) Legislation — Companies Act 2006

& FRC — UK GAAP

Taxation

Finance Act (updated annually)
Taxes Management Act 1970
Companies Act 2006

Money Laundering Regulations 2017


https://absolutetantra.com/adatkezeles
https://absolutetantra.com/adatkezeles
https://eur-lex.europa.eu/eli/reg/2016/679/oj

e HMRC Guidance
& gov.uk — HMRC
é) Legislation — Taxes Management Act 1970

Anti-Money Laundering and Counter-Terrorism Financing

. Money Laundering, Terrorist Financing and Transfer of Funds (Information on the
Payer) Regulations 2017

. Proceeds of Crime Act 2002 (POCA)
&’ MLR 2017

(§> Proceeds of Crime Act 2002

Advertising and Commercial Practices

e Consumer Protection from Unfair Trading Regulations 2008 (CPRs)
* UK Code of Non-broadcast Advertising and Direct & Promotional Marketing (CAP

Code)
&’ CPRs 2008

&’ CAP Code

*  Directive 2005/29/EC on Unfair Commercial Practices
(May be applicable when targeting EU-based consumers)

&’ EUR-Lex — Directive 2005/29/EC

Electronic Commerce and Information Society Services

. Electronic Commerce (EC Directive) Regulations 2002

(§> E-commerce Regulations 2002

. Directive 2000/31/EC (E-Commerce Directive — EU)
(Applicable if the online service is specifically directed at EU users)

& EUR-Lex — Directive 2000/31/EC

Consumer Contracts, Cancellation and Information Requirements

*  Consumer Contracts (Information, Cancellation and Additional Charges) Regulations
2013

(9 Consumer Contracts Regulations 2013


https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A32005L0029
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A32000L0031

*  Directive 2011/83/EU on Consumer Rights
(Applies when the service is accessible to EU-based consumers)

&’ BUR-Lex — Directive 2011/83/EU

General Consumer Protection

. Consumer Rights Act 2015 (UK)
(§> Consumer Rights Act 2015

e Directive 2011/83/EU on Consumer Rights
. Directive 2005/29/EC on Unfair Commercial Practices
. Directive 2000/31/EC on E-Commerce

*  Directive 2009/22/EC on Injunctions for the Protection of Consumers' Interests
& EUR-Lex — Directive 2009/22/EC

Adult Education and Training Services

. Further and Higher Education Act 1992 (UK)
. SKkills and Post-16 Education Act 2022

*  Adult Education Budget (AEB) — funding framework
(9 Further and Higher Education Act 1992

(9 Skills and Post-16 Education Act 2022

Prohibition of Unfair Commercial Practices

*  Consumer Protection from Unfair Trading Regulations 2008
(Prohibits misleading, aggressive, or otherwise unfair practices aimed at consumers.)

(§> Legislation — CPRs 2008

Purpose of the Policy

The purpose of this Policy is to ensure the effective implementation of relevant legal requirements
—particularly those set out in the GDPR and UK GDPR — through the consistent application and
enforcement of the rules defined herein. To that end, the Data Controller, in alignment with this
Policy, its internal regulations, instructions, and established procedural frameworks, aims to:

. safeguard the fundamental rights of Data Subjects concerning the protection of their
personal data;


https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32011L0083
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32009L0022

e  guarantee compliance with data security obligations and ensure that such requirements are
adhered to and enforced throughout all data processing activities;

e define the practical measures to prevent unauthorised access, and establish safeguards
against the unlawful alteration, misuse, or disclosure of personal data;

. set out clear and secure procedures for the handling of personal data— whether in physical or
electronic form—including its collection, processing, transfer, usage, and destruction;

e and provide Data Subjects with clear, timely, and comprehensive information regarding the
processing of their personal data, their rights, and the means available to exercise those
rights.

General Provisions

Definitions

For the purposes of this Policy, the following terms shall have the meanings set out below:

“Personal data’: any information relating to an identified or identifiable natural person (“‘data
subject”). A person is considered identifiable if they can be directly or indirectly identified, in
particular by reference to an identifier such as a name, identification number, location data, online
identifier, or to one or more factors specific to the physical, physiological, genetic, mental,
economic, cultural, or social identity of that natural person. This includes, but is not limited to,
names, addresses, phone numbers, IP addresses, and email addresses.

“Processing”: any operation or set of operations performed on personal data, whether by automated
means or otherwise. This includes, in particular, the collection, recording, organisation, structuring,
storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission,
dissemination or otherwise making available, alignment or combination, restriction, erasure, or
destruction of personal data. In essence, any action involving personal data—such as accessing,
organising, modifying, or transferring it—constitutes processing.

“Profiling”’: any form of automated processing of personal data that involves the use of such data to
evaluate certain personal aspects relating to a natural person, particularly in order to analyse or
predict aspects concerning their work performance, economic situation, health status, personal
preferences, interests, reliability, behaviour, location, or movements.

“Pseudonymisation”: the processing of personal data in such a manner that it can no longer be
attributed to a specific data subject without the use of additional information, provided that such
additional information is kept separately and is subject to appropriate technical and organisational
measures to ensure that the personal data cannot be linked to an identified or identifiable individual.

“Filing system”: any structured set of personal data, whether centralised, decentralised, or
dispersed according to functional or geographical criteria, which is accessible based on specific
criteria and allows the retrieval of data concerning individuals.

“Data Controller”: any natural or legal person, public authority, agency, or other body which,
alone or jointly with others, determines the purposes and means of processing personal data. Where



the purposes and means of processing are determined by Union or Member State law, such law may
also specify the identity of the controller or the criteria for its designation.
In this context, the Data Controller is Spirit Service Ltd.

“Data Processor”: a natural or legal person, public authority, agency, or other body which
processes personal data on behalf of the controller. A processor is any entity or individual acting on
the controller’s behalf and according to its instructions to carry out specific operations on personal
data (e.g., accountant, payroll provider, hosting service, software supplier, email service provider,
etc.).

“Recipient”: a natural or legal person, public authority, agency, or any other body to whom or with
whom the personal data is disclosed, regardless of whether it is considered a third party. However,
public authorities that may receive personal data in the framework of a particular legal inquiry
under Union or Member State law shall not be regarded as recipients; the processing of such data by
those authorities must comply with applicable data protection rules.

Typical recipients include authorities such as tax offices or appointed data processors who receive
or access the data.

“Third Party’’: any natural or legal person, public authority, agency, or body other than the data
subject, the controller, the processor, or persons who, under the direct authority of the controller or
processor, are authorised to process personal data.

In other words, a third party is any person or entity not directly involved in the data processing
operation.

“Data Subject’s Consent”: any freely given, specific, informed, and unambiguous indication of the
data subject’s wishes by which they, by a statement or by a clear affirmative action, signify
agreement to the processing of personal data relating to them.

Examples include ticking a consent checkbox on a website or signing a written declaration. Silence
or inaction does not constitute valid consent under data protection law.

“Personal Data Breach”: a breach of security leading to the accidental or unlawful destruction,
loss, alteration, unauthorised disclosure of, or access to, personal data transmitted, stored, or
otherwise processed.

Incidents may include: loss of a device containing personal data (e.g., laptop, mobile phone),
cyberattacks, fire in a document archive, misdirected emails, or insecure storage (e.g., discarding
unshredded payroll documents), as well as unauthorised copying or transfer of customer or partner
data.

“Special Categories of Personal Data”: personal data revealing racial or ethnic origin, political
opinions, religious or philosophical beliefs, or trade union membership; as well as genetic data,
biometric data (where used for identification), health-related data, and data concerning a person’s
sex life or sexual orientation—due to their sensitive nature, these are subject to stricter protection
measures.

“Genetic data”: personal data relating to the inherited or acquired genetic characteristics of a
natural person that provide unique information about the physiology or health status of that
individual. Such data is typically derived from the analysis of a biological sample collected from the
individual in question.

“Biometric data”: personal data resulting from specific technical processing relating to the
physical, physiological, or behavioural traits of a natural person, which allows or confirms the
unique identification of that person. Examples include facial images, fingerprints, or retinal scans.



“Health data”: personal data concerning the physical or mental health of a natural person,
including information relating to the provision of healthcare services to the individual, where such
data reveals information about their health status.

Principles of Data Processing

The processing of personal data must at all times be carried out in accordance with the following
core principles:

Lawfulness, fairness, and transparency: Personal data must be processed in a way that
complies with relevant legal requirements, is fair towards the data subject, and is
transparent. Individuals must be clearly and adequately informed about the key aspects of
the processing, such as its purpose, legal basis, and duration.

Purpose limitation: Personal data may only be collected for specific, explicit, and
legitimate purposes and must not be further processed in a way that is incompatible with
those purposes. Exceptions may apply in the case of processing for archiving in the public
interest, scientific or historical research, or statistical purposes.

Data minimisation: The processing of personal data must be limited to what is strictly
necessary to achieve the defined purpose. If the objective can be met without processing
personal data, or by using less data, then the processing is not justified.

Accuracy: Personal data must be accurate and, where necessary, kept up to date. The data
controller must take all reasonable steps to ensure that inaccurate data is corrected or deleted
without delay.

Storage limitation: Personal data should be stored in a form which permits identification of
data subjects only for as long as is necessary to achieve the intended purpose. Once that
purpose has been fulfilled, the data must either be deleted or anonymised so that it can no
longer be linked to an identifiable individual.

Integrity and confidentiality: Data must be processed in a manner that ensures appropriate
security. This includes protecting the data from unauthorised access, unlawful processing,
accidental loss, destruction, or damage by implementing suitable technical and
organisational measures. This applies to IT systems, physical storage, and operational
procedures alike.

Accountability: The data controller is responsible for ensuring compliance with these
principles throughout the entire data processing lifecycle and must be able to demonstrate
such compliance when required. To this end, internal policies, documented procedures, and
control mechanisms must be established to ensure transparency and traceability of data
handling processes, particularly during official audits or inspections.

Purposes and Legal Bases of Data Processing

Purpose of Data Processing



The specific purposes of each data processing activity are determined individually by the Data
Controller and are detailed in the Specific Provisions section of this Policy. In general terms, the
Data Controller processes the personal data of Data Subjects in connection with its operational
activities, particularly for the fulfilment of rights and obligations arising from contractual
relationships, and for the legitimate interests pursued by the organisation.

Legal Basis for Data Processing

The legal basis applicable to each processing activity is likewise established separately by the Data
Controller and specified in the Specific Provisions section.

According to the GDPR, six legal bases for processing personal data are recognised. The Data
Controller selects the appropriate basis depending on the nature and context of the specific
processing activity. One of the most commonly used bases is the consent of the data subject.

Consent-Based Processing

The consent of the Data Subject must always be given voluntarily, through a clear, affirmative
action. Silence, inactivity, or pre-ticked boxes cannot be considered valid consent. Acceptable forms
of consent include the signing of a written statement (either as a standalone document or
incorporated within a contract), checking a consent box on a website, or clicking a "consent" or
"agree" button.

Separate and specific consent must be obtained for each processing activity, and the Data Subject
must be given the opportunity to provide or withhold consent independently for each case.

The Data Subject may withdraw their consent at any time. Withdrawal of consent shall only take
effect for the future and does not affect the lawfulness of processing carried out before the
withdrawal. Consent can be withdrawn in any form—such as by written notice, email, telephone, or
any other clear statement of intent.

Consent by Minors or Persons with Limited Legal Capacity

In the case of individuals under the age of 16 or those with limited legal capacity, valid consent can
only be given by the person exercising parental authority or by the appointed legal guardian.
Therefore, the processing of personal data relating to individuals under 16 requires the explicit
consent of a parent or guardian.

Where there is any uncertainty regarding the existence of valid consent, it must be assumed that
consent has not been given.

Data Processing for the Performance of a Contract

Where the processing of personal data is required for entering into or fulfilling a contract in which
the data subject is one of the parties, such processing is considered lawful and does not require
separate consent. This legal basis commonly applies when the contract itself contains personal
details of the contracting parties (such as name, address, contact information), or when data must be
processed in connection with the provision of a service requested by the data subject.

Data Processing Based on Legal Obligations



If data processing is mandated by law, the Data Controller is obligated to comply. These types of
processing activities are considered mandatory, and their scope, purpose, and retention period are
determined by the relevant legislation. Numerous statutory obligations require the processing of
personal data— for instance, maintaining accounting records, issuing invoices, complying with anti-
money laundering regulations, and fulfilling other regulatory duties. In these cases, the legal
obligation cannot be waived or substituted with consent.

Processing Necessary to Protect Vital Interests

In exceptional situations, it may become necessary to process personal data to safeguard the vital
interests of the data subject or another natural person—especially in cases where the data subject is
unable to give consent or act on their own behalf. Such processing is limited strictly to what is
essential for the protection of life or physical integrity and is only permitted for the duration of the
emergency or incapacity.

Data Processing Based on a Task Carried Out in the Public Interest or Under
Official Authority

Since the Data Controller does not operate as a public authority and does not exercise official
powers, it does not carry out data processing on this legal basis.

Data Processing Based on Legitimate Interests

Certain processing activities may rely on the legal basis of pursuing a legitimate interest of the Data
Controller or a third party. This legal ground is typically based on a right that is recognised by law, a
contractual provision, or a commercially justifiable purpose. Unlike processing based on a legal
obligation, relying on legitimate interest is discretionary, not mandatory.

Examples of data processing activities based on legitimate interests include:
e  promoting or marketing the Data Controller’s services,
e optimising the website or other online platforms,
e  collecting data on service usage (e.g., through the use of cookies).

It is essential to emphasise that processing under this basis is only lawful if the interests or
fundamental rights and freedoms of the Data Subject— particularly regarding the protection of
personal data—do not override the legitimate interest. Special care must be taken in cases involving
children.

Whenever legitimate interest is used as a legal basis, the Data Controller must conduct a so-called
balancing test(Legitimate Interest Assessment). This involves identifying the specific purpose and
method of processing, then weighing it against the rights and freedoms of the Data Subject. Data
may only be processed if the legitimate interest clearly prevails over the data subject’s opposing
interests.

The result of this assessment must always be documented in writing. Data Subjects may request
information about the test and its outcome at any time.



The Data Controller only processes:
e  data provided directly by the Data Subject,
e  data available in public registers (e.g. company records, sole trader databases),

e ordata lawfully shared by third parties.

General Information Regarding the Data Controller’s
Processing Activities

The Data Controller is legally required to provide Data Subjects with clear, concise, accessible, and
easily understandable information about how their personal data is processed. This obligation is
fulfilled through the publication of this Privacy Policy, and in each individual case of data
collection, by making a brief and specific privacy notice available at the time of data collection.

If you have any questions regarding this Policy, or if you wish to exercise your rights under data
protection law (such as the right of access, rectification, erasure, etc.), you are encouraged to contact
the Data Controller. Contact details can be found at the end of this Policy and are also included in
each specific data processing notice.

The list of data processors (external service providers acting on behalf of the Data Controller) is
provided at the end of this Policy. In the Specific Provisions section, each processing activity
includes a “Recipients” field indicating the category of data processor involved, based on the type
of service they provide (e.g. hosting provider, accountant, mailing service).

Only those individuals or organisations may act as data processors who have entered into a written
data processing agreement with the Data Controller, and who provide sufficient guarantees
regarding compliance with the General Data Protection Regulation (GDPR) and, where
applicable, the UK General Data Protection Regulation (UK GDPR). These guarantees must
ensure the implementation of appropriate technical and organisational measures to safeguard the
rights of Data Subjects and the security of personal data. Data processors are not permitted to use
personal data for their own purposes and may only process such data on the documented
instructions of the Data Controller.

Under Article 37(1) of the GDPR, and the corresponding provisions of UK GDPR Article 37 and
Section 69 of the Data Protection Act 2018, the Data Controller is not currently required to
appoint a Data Protection Officer. If such an appointment is made in the future, the Data Controller
will provide clear and transparent information to the Data Subjects regarding the DPO's contact
details and responsibilities.

For each type of data processing activity, the purpose, legal basis, categories of data involved, and
the parties with access to the data are described in detail in the Specific Provisions section of this
Policy.

Where the legal basis for processing is the legitimate interest of the Data Controller or a third party,
this interest is specifically identified and justified within the same section.

The Specific Provisions also identify to whom and for what purpose the personal data may be
disclosed —whether to data processors, competent authorities, or third parties.



With regard to data transfers, the Data Controller provides the following information to Data
Subjects:

Data Transfers, Retention, and Data Subject Rights — For a UK-Based Company
Operating Within the EU

The Data Controller may transmit personal data to courts or public authorities when such processing
is necessary to fulfil its legal or contractual obligations or to enforce its legitimate interests. The
scope and nature of the data shared will depend on the specific circumstances of the case.

In addition, the Data Controller may be required by law to transfer certain data to public authorities,
such as:

e  providing invoice or accounting record data to HMRC (His Majesty’s Revenue and
Customs) in accordance with the Finance Act 2020 and Taxes Management Act 1970;

*  reporting suspicious transactions to the National Crime Agency (NCA) in line with the
Proceeds of Crime Act 2002 and the Money Laundering, Terrorist Financing and
Transfer of Funds Regulations 2017;

e  responding to official audits or investigations where disclosure is legally required.

The Data Controller may also share personal data with authorities or courts to assert its legitimate
interests, for example:

e pursuing unpaid invoices,
. supporting criminal complaints when a crime is suspected.

To support the performance of its services and ensure compliance with its obligations, the Data
Controller may engage data processors (e.g. hosting providers, accountants, administrative support
services). A complete list of such processors is included at the end of this Policy.

Transfers of Personal Data Between the UK and the EU

As the Data Controller is based in the United Kingdom but also offers services to users in the
European Union, it ensures that any transfer of personal data between the UK and the EU/EEA
complies with applicable regulations.

As of now:

*  The European Commission’s adequacy decision (June 2021) confirms that the UK
provides an adequate level of protection under the GDPR, meaning data can flow freely
from the EU to the UK without additional safeguards.

. Under the UK GDPR, EU/EEA countries are considered adequate, so data transfers
from the UK to the EU are also permitted.

If personal data is to be transferred to a third country outside the UK and EU/EEA (e.g. the
United States, India, or Canada), the Data Controller will only proceed under the following
conditions:



the third country has been granted an adequacy decision by either the European
Commission or the UK Secretary of State for Digital, Culture, Media and Sport;

or, where no such decision exists, appropriate safeguards are implemented, such as
Standard Contractual Clauses (SCCs), Binding Corporate Rules (BCRs), or appropriate
encryption and risk mitigation procedures.

Data Subjects may at any time request further information about the legal basis and safeguards of
such international transfers. Additional guidance is available at the European Commission’s official
website:

https://ec.europa.eu/info/law/law-topic/data-protection/data-transfers-outside-eu_en

Data Subject Rights Related to Personal Data Processing

Right of Access

Data subjects have the right to request confirmation from the Data Controller as to whether their
personal data is being processed. Where such processing is ongoing, the data subject has the right to
obtain access to the personal data as well as the following information:

the purposes of the processing;
the categories of personal data concerned;

the recipients or categories of recipients to whom the personal data has been or will be
disclosed, including recipients in third countries or international organisations;

where possible, the intended period for which the personal data will be stored, or, if not
possible, the criteria used to determine that period;

the existence of the right to request rectification or erasure of personal data or restriction of
processing, and the right to object to such processing;

the right to lodge a complaint with a supervisory authority (in the United Kingdom: the
Information Commissioner’s Office (ICO) — ico.org.uk);

where the personal data was not collected directly from the data subject, any available
information as to its source;

the existence of automated decision-making, including profiling, and meaningful
information about the logic involved, as well as the significance and possible consequences
of such processing for the data subject;

where personal data is transferred to a third country or international organisation, the data
subject has the right to be informed of the appropriate safeguards relating to the transfer
(e.g. adequacy decisions, standard contractual clauses, etc.).

If you would like to know whether the Data Controller is processing your personal data, and under
what conditions, you may submit an access request at any time.


https://ec.europa.eu/info/law/law-topic/data-protection/data-transfers-outside-eu_en
https://ico.org.uk/

Upon request, the Data Controller will provide a copy of the personal data undergoing processing.
For any additional copies requested, the Data Controller may charge a reasonable administrative
fee. If the request is made electronically, the information will be provided in a commonly used
electronic format, unless otherwise requested by the data subject.

Right to Rectification

Data subjects have the right to request the prompt correction of inaccurate personal data concerning
them. Taking into account the purposes of the processing, they also have the right to request the
completion of incomplete personal data, including by providing a supplementary statement if
necessary.

If your personal information has changed (e.g. your name, address, or contact details), please
inform the Data Controller so that our records can be updated accordingly.

The Data Controller will inform all recipients with whom the personal data was shared of any
rectification, unless this proves impossible or involves a disproportionate effort. Upon request, the
Data Controller will inform the data subject about these recipients.

Right to Erasure (Also Known as the “Right to Be Forgotten”)

The data subject has the right to request that the Data Controller erase their personal data without
undue delay. The Data Controller is obliged to comply with this request without undue delay if one
of the following grounds applies:

» the personal data is no longer necessary in relation to the purposes for which it was collected
or otherwise processed;

e  the data subject withdraws their consent on which the processing is based, and there is no
other legal basis for continuing the processing;

e the processing is based on the legitimate interests of the Data Controller or a third party, and
the data subject objects to the processing, and there are no overriding legitimate grounds for
the processing; or the data subject objects to processing for direct marketing purposes;

e the personal data has been unlawfully processed;

e the personal data must be erased in order to comply with a legal obligation under applicable
UK law, including the UK GDPR or the Data Protection Act 2018.

If the Data Controller has made the personal data public and is required to erase it, they will take
reasonable steps—taking into account available technology and implementation costs —to inform
other data controllers processing the data that the data subject has requested the deletion of any
links to, or copies or reproductions of, the personal data.

When the Right to Erasure Does Not Apply

The Data Controller is not required to erase personal data where the processing is necessary for one
of the following reasons:



for exercising the right of freedom of expression and information;

for compliance with a legal obligation which requires processing under UK law to which the
Data Controller is subject;

for reasons of public interest in the area of public health, in accordance with applicable laws
in the United Kingdom;

for archiving purposes in the public interest, scientific or historical research purposes, or
statistical purposes, where erasure would seriously impair or render impossible the
achievement of those objectives;

for the establishment, exercise, or defence of legal claims (e.g. in the context of litigation or
debt collection).

The Data Controller will inform all recipients to whom the personal data has been disclosed about
the erasure, unless this proves impossible or requires disproportionate effort. Upon request, the data
subject may receive a list of such recipients.

Right to Restrict Processing

A data subject has the right to request the restriction of processing of their personal data by the Data
Controller, under the following conditions:

The accuracy of the personal data is contested by the data subject, in which case processing
may be restricted for a period enabling the controller to verify the accuracy of the data;

The processing is unlawful, but the data subject opposes the erasure of the data and instead
requests restriction of its use;

The Data Controller no longer requires the personal data for the original purposes of the
processing, but the data subject needs the data for the establishment, exercise or defence of
legal claims;

The data subject has objected to processing based on the Data Controller’s legitimate
interest, and the restriction applies for the duration of the verification of whether the
controller’s legitimate grounds override those of the data subject.

Where processing has been restricted on one of the above grounds, such personal data may, with the
exception of storage, only be processed:

with the data subject’s explicit consent;
for the establishment, exercise, or defence of legal claims;
for the protection of the rights of another natural or legal person;

or for reasons of important public interest in accordance with applicable UK law.

The Data Controller will inform the data subject in advance if the restriction is to be lifted.



The Data Controller is also obliged to notify any recipients with whom the personal data has been
shared of the restriction, unless this proves impossible or requires disproportionate effort. The data
subject may request information about such recipients.

If your request to restrict processing is granted, the Data Controller will retain your personal data
but will not otherwise process it unless one of the above exceptions applies.

Right to Data Portability

The data subject has the right to receive personal data concerning them, which they have provided
to the Data Controller, in a structured, commonly used, and machine-readable format. The data
subject also has the right to transmit this data to another controller without hindrance from the
original Data Controller, provided that:

* the processing is based on the data subject’s consent or on a contract; and

e the processing is carried out by automated means (i.e. not manual or paper-based
processing).

Furthermore, where technically feasible, the data subject has the right to request that the personal
data be transmitted directly from one controller to another.

The exercise of the right to data portability must not adversely affect the rights and freedoms of
others.

Request for Data Transfer to Another Controller

If your personal data is being processed based on your consent or for the performance of a contract,
and such processing is carried out by automated means, you have the right to request that your data
be transmitted in a structured, commonly used and machine-readable format, either to you or
directly to a third party you designate.

Right to Object

You have the right to object, at any time, on grounds relating to your particular situation, to the
processing of your personal data when the processing is:

e  carried out in the public interest; or

e  based on the legitimate interests of the Data Controller or a third party — including profiling
based on those grounds.

In such cases, the Data Controller must cease processing your data unless they can demonstrate
compelling legitimate grounds for the processing which override your interests, rights, and
freedoms, or the data is needed for the establishment, exercise or defence of legal claims.

Objection to Direct Marketing



Where personal data is processed for direct marketing purposes — including profiling to the extent
that it is related to such marketing — you have the right to object at any time to such processing.

If you object, your personal data must no longer be used for direct marketing purposes.

In summary, if the legal basis of processing is the Data Controller’s legitimate interest, you have the
right to object to such processing at any time.

Automated Individual Decision-Making, Including Profiling

You have the right not to be subject to a decision based solely on automated processing — including
profiling — which produces legal effects concerning you or similarly significantly affects you.

This right does not apply where the decision:

* s necessary for entering into, or the performance of, a contract between you and the Data
Controller;

e is authorised by applicable UK law or EU law to which the controller is subject and which
lays down suitable measures to safeguard your rights, freedoms and legitimate interests;

*  is based on your explicit consent.

Where such automated processing is permitted, the Data Controller must implement appropriate
safeguards, including the right to obtain human intervention, to express your point of view, and to
contest the decision.

Right to Lodge a Complaint with a Supervisory Authority

Without prejudice to any other administrative or judicial remedy, you have the right to lodge a
complaint with a supervisory authority if you believe that the processing of your personal data
infringes applicable data protection laws.

In the United Kingdom, the competent supervisory authority is:

Information Commissioner's Office (ICO)
? Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 SAF

(9 https://ico.org.uk

If the processing also affects the European Union, you may submit a complaint to the supervisory
authority of the Member State of your habitual residence, place of work, or place of the alleged
infringement. For example, in Hungary, the competent authority is:

Nemzeti Adatvédelmi és Informaciészabadsag Hatésag (NAIH)
(9 https://naih.hu

Investigation of Complaints by the Supervisory Authority


https://ico.org.uk/
https://naih.hu/

If you submit a complaint to a supervisory authority, that authority is required to investigate the
matter and provide you with information regarding the progress and outcome of the investigation
within a reasonable timeframe. This applies particularly in cases that require further examination or
cooperation between supervisory authorities.

A complaint may lead to formal proceedings being initiated by the authority against the Data
Controller.

Obligation to Respond to Data Subject Requests

If the Data Controller does not take action on your request, they must inform you without undue
delay — and at the latest within one month of receiving your request — of the reasons for not acting
and of your right to lodge a complaint with a supervisory authority and to seek judicial remedy.

In the United Kingdom, the competent supervisory authority is:

Information Commissioner’s Office (ICO)
? Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 SAF

(9 https://ico.org.uk

If the data processing falls within the territorial scope of the EU GDPR (e.g., involves EU-based
data subjects), you may also submit a complaint to the relevant authority in the Member State of
your habitual residence, workplace, or the place of the alleged infringement.

Limitations on Data Subject Rights

Under UK GDPR Schedule 2 and Article 23 of the EU GDPR, national or Union laws may
impose restrictions on the rights of data subjects in certain cases, such as when necessary to
safeguard national security, public order, or the rights and freedoms of others.

Record-Keeping of Requests

The Data Controller maintains an internal log of all requests made by data subjects and any actions
taken in response to those requests.

Judicial Remedies, Compensation, and Liability

If you believe your personal data has been processed in violation of applicable data protection laws
— including but not limited to the UK GDPR, the Data Protection Act 2018, or, where applicable,
the EU GDPR - you have the right to initiate legal proceedings against the Data Controller or any

Data Processor involved in handling your personal data.

You may choose to bring the claim before the court in the UK jurisdiction where you reside or are
located. If the processing relates to EU-based individuals, proceedings may also be initiated in their
respective Member State courts. The relevant supervisory authority may intervene in the case to
support the data subject.


https://ico.org.uk/

Burden of Proof

The Data Controller or the Data Processor is responsible for proving that the processing complies
with the legal obligations established under applicable data protection legislation.

Right to Compensation and Damages

If a Data Controller or a Data Processor causes damage through unlawful processing or by violating
data security requirements, they are liable to compensate the individual for the loss incurred.

If a data subject suffers harm to their personal rights or reputation due to a breach of data protection
obligations, they may also claim non-material damages (known as distress compensation or moral
damages) from the Data Controller.

The Data Controller is also liable for damage caused by a Data Processor acting on its behalf.

The Data Controller is exempt from liability only if it can prove that the damage or violation
occurred due to circumstances beyond its reasonable control and not attributable to its data
processing operations.

No compensation is owed if the damage or rights violation resulted from the data subject’s own
intentional or grossly negligent conduct.

Data Security Requirements

As the Data Controller, Spirit Service Ltd. stores personal data either in electronic format, on
paper, or both, depending on the nature of the processing activity. The specific methods and storage
locations are detailed in the Specific Section of this Policy.

To ensure the confidentiality, integrity, and availability of personal data, the Controller implements
appropriate technical and organisational safeguards. The level of protection is determined based on
the potential risks associated with data processing, including but not limited to accidental or
unlawful destruction, loss, alteration, unauthorised disclosure of, or access to personal data
transmitted, stored, or otherwise processed.

Electronic data is currently stored on servers owned and operated by:

Tarhely.Eu Korlatolt Felelosségii Tarsasag

Registered office: 1144 Budapest, Ormansag utca 4. X. em. 241
Company registration number: 01-09-909968

Court of registration: Fovarosi Torvényszék Cégbirdsaga
Website: https://tarhely.eu

Electronic documents created or converted during data processing are archived on these servers as
part of a secure storage protocol. This ensures regular data backups and long-term retention in
accordance with applicable data protection standards.

The Controller ensures that all workstations and computers are protected with secure login
credentials, and access to documents is restricted based on authorisation levels. All systems are


https://tarhely.eu/

equipped with updated antivirus and anti-malware protection. Periodic backups are conducted on a
scheduled basis and maintained with overwrite cycles.

Physical documents containing personal data are stored in locked filing cabinets or secured archive
rooms that are protected against fire, water damage, and unauthorised access.

The Data Controller ensures compliance with data security standards through this Policy and
supporting internal procedures and instructions. It is also the Controller’s responsibility to make
sure that employees, contractors, and Data Processors are familiar with these provisions and strictly
adhere to them during any data handling operation.

Data Disclosure and Transfer

Spirit Service Ltd., acting as Data Controller, may only transfer personal data to third parties in the
following cases and strictly to the specified categories of recipients:

*  For the purpose of fulfilling the specific data processing objective, personal data may be
shared with data processors or other independent controllers who are engaged to carry out
tasks necessary to achieve the lawful purpose of the processing;

*  Based on the explicit and informed consent of the data subject, personal data may be
disclosed to any recipient designated or approved by the individual;

*  Where legally required, or pursuant to an official request or obligation under applicable
laws and regulations, personal data may be provided to the competent authorities or
institutions as defined by law;

* In cases involving suspicion of a criminal offence or regulatory violation, or upon a
formal request, the Data Controller is permitted to forward the relevant personal data to
criminal investigation authorities, regulatory enforcement bodies, or other entities
conducting preliminary or administrative proceedings related to the case.

Data Processing

Spirit Service Ltd., as the Data Controller, may rely on the assistance of third-party service
providers—such as administrative partners, accounting professionals, postal or courier services—to
support its business operations. These service arrangements often involve the handling of personal
data. In such cases, Spirit Service Ltd. remains the Data Controller, while the contracted partner acts
as a Data Processor.

The Data Controller only engages Data Processors that provide sufficient guarantees that they will
implement appropriate technical and organisational measures in accordance with the UK General
Data Protection Regulation (UK GDPR), the Data Protection Act 2018, and, where applicable,
the EU GDPR, to ensure the secure and lawful handling of personal data and the protection of data
subject rights.

The roles, responsibilities, and scope of the Data Processor’s activities are determined exclusively
by the Data Controller, based on written instructions. The Data Processor is not permitted to make



independent decisions regarding the data; it may only process personal data on behalf of the
Controller and strictly in accordance with the Controller’s directions.

Furthermore, the Data Processor must not use any personal data for its own purposes. It is required
to store, retain, or delete the data only as directed by the Data Controller. Sub-processors may only
be appointed with the prior written consent of the Data Controller.

A written data processing agreement must be in place for each such arrangement. This agreement
must clearly specify at least the subject matter, duration, nature and purpose of the processing, the
categories of personal data involved, the categories of data subjects, and the respective obligations,
responsibilities, and liabilities of both the Controller and the Processor in accordance with the UK
GDPR (and, if applicable, the EU GDPR). By law, no organisation that has a direct commercial
interest in using the data may be appointed as a Processor.

A detailed list of the Data Processors used by the Controller, including their names and scope of
processing, can be found at the end of this Privacy Policy.

Special Section — Processing of Partner Data

In the course of its business activities, Spirit Service Ltd., as the Data Controller, maintains
contractual and pre-contractual relationships with individual and corporate suppliers and service
providers. To perform and manage these relationships —including but not limited to procurement,
service delivery, invoicing, and payment—it is necessary to process certain personal data.

This data processing is carried out both on paper (e.g. storage of contracts and related documents at
the Controller’s registered office) and electronically (secured storage, backup, and archiving).

1. Processing Data of Individual Contractual Partners

Categories of personal data processed:
e  Full name
e  Residential address
*  Mother's maiden name
*  Individual entrepreneur registration number, tax number or tax identification code
e Business card details (where applicable)
*  Bank account number (where necessary)
Purpose of processing:
e  Identification of the contracting party

*  Drafting, managing and executing the contract



Legal basis:
. Necessary for the performance of a contract - UK GDPR, Article 6(1)(b)
»  If the service is offered to individuals in the EU, also applicable under EU GDPR, Article
6(1)(b)
Additional contact-related data (if a separate contact person is designated):
e  Contact person's name
*  Email address
e  Telephone number
e  Position
*  Business card details (where applicable)
Purpose of processing:
e  Ensuring ongoing communication with the contractual partner
Legal basis:
. Contractual necessity — UK GDPR, Article 6(1)(b)

e Where the contact person differs from the contracting party: Legitimate interest of
maintaining effective communication — UK GDPR, Article 6(1)(f)

Source of data:
e Directly from the data subject

*  From the contracting party if the contact person is designated by them

2. Invoicing and Financial Documentation

Data processed:
e Invoice-related data (e.g. billing name, address, tax identification)
Purpose:
e  Issuing invoices and fulfilling record-keeping obligations
Legal basis:
. Compliance with a legal obligation — UK GDPR, Article 6(1)(c)
*  Inaccordance with relevant UK accounting and tax regulations:

o Companies Act 2006



o Taxes Management Act 1970
o Finance Acts
o HMRC regulations
Recipients:
. Accountant or bookkeeper (as Data Processor)
* Invoicing software provider (as Data Processor)

e  HM Revenue & Customs (HMRC) as an independent Data Controller, when required by
law

3. Processing of Corporate Partner Data

Data processed (for the representative of the company):
e Name of the individual acting on behalf of the company
* Job title or role
. Business card details (where available)
Purpose:
e  Establishing and maintaining the contract
Legal basis:
. Necessary for the performance of the contract - UK GDPR, Article 6(1)(b)
Source:

e  Directly from the data subject

Additional contact-related data (if other than legal representative):
Name of contact person
. Email address
e  Telephone number
*  Position
e Business card data (where applicable)
Purpose:

*  Ensuring communication between the Data Controller and the contracting partner



Legal basis:
. Legitimate interest in maintaining business communication — UK GDPR, Article 6(1)(f)
Source of data:

e  From the contact person or from the legal representative of the contracting entity

Correspondence and Documentation Management

1. Retention of Contractual Documents and Accounting Records

Personal data recorded on contractual documents used to confirm the content and execution of
agreements will be retained for five years following the termination of the business relationship, in
accordance with the general limitation period under civil law. For accounting records such as
invoices and receipts, the data retention period is eight years, counted from the end of the financial
year in which the last record was issued, pursuant to the UK Companies Act 2006 and applicable
accounting principles (UK GAAP).

If the legal basis for processing ceases to exist (e.g., the contact person or representative ceases to
act on behalf of the partner), the related personal data will be erased without delay.

2. Cash Transactions and AML Obligations

The company does not accept cash payments exceeding the HUF/GBP equivalent of £6,500
(approx. 3,000,000 HUF); payments are exclusively accepted via bank transfer. Consequently,
customer due diligence under the UK Money Laundering Regulations (MLR 2017) is not
required under standard business partner transactions. If such identification becomes necessary, the
data subject will be informed separately about the details of the due diligence process.

3. Handling of Incoming Enquiries

Email enquiries received via hello@absolutetantra.com email address are reviewed and managed
by an authorised staff member, who forwards them internally to the appropriate department. If the
enquiry includes personal data, such data will be processed accordingly during this handling
process.

Incoming written correspondence is stored digitally under separate archiving rules and also filed in
paper format. Incoming emails are manually reviewed, sorted, and then deleted from the inbox after
processing.

Legal basis for processing:

e  Legitimate interest in maintaining lawful and effective communication — UK GDPR Article

6(1)(f)

* In cases where the message relates to an existing contract, the processing is based on
contract performance — UK GDPR Article 6(1)(b)

Data source:



e The data subject (sender of the enquiry)

4. Outgoing Post (Proof of Mailing and Delivery Receipts)

Proof of mailing (such as certificates of posting or delivery confirmations) related to outgoing postal
correspondence is archived together with the relevant letters. These documents serve as evidence of
dispatch and delivery.

Processed data:

*  Name and address details of recipients
Purpose of processing:

*  Maintaining verifiable records of postal correspondence
Legal basis:

e Legitimate interest of the controller in verifying that correspondence has been sent — UK
GDPR Article 6(1)(f)

Data source:

e  The company’s internal mailing log or records
Final Provisions and Additional Information

All incoming enquiries are retained in accordance with the retention periods specified in this
Privacy Policy, depending on the nature and subject of the request.

Proof of posting and delivery of outgoing correspondence is retained together with the relevant
document, and stored in line with the applicable retention periods.

Other Data Processing Not Explicitly Mentioned

The Controller may carry out additional data processing activities not explicitly described in this
Privacy Policy. In such cases, prior to any processing, clear and transparent information will always
be provided to the data subject, and these processing activities will also fall under the scope of this
Policy.

Supervisory Authority — Contact Details

Name: Information Commissioner's Office (ICO)

Head Office: Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 SAF, United Kingdom
Helpline: +44 (0)303 123 1113

Website: https://ico.org.uk

Online complaints form: https://ico.org.uk/make-a-complaint/



https://ico.org.uk/

This Privacy Policy is effective from 20 MAY 2025 and remains in force until amended or
withdrawn.

The Controller reserves the right to unilaterally modify this Policy at any time.

For further clarification or assistance related to this Policy or the interpretation thereof, please
contact us via email at hello@absolutetantra.com.

ADATKEZELESI TAJEKOZTATO ES SZABALYZAT

— Hatélyos: 2025. méjus 20. napjatol

BEVEZETES

Az absolutetantra.com weboldalt miikodtet6 Spirit Service Ltd (székhely: 1 Hova Villas, Hova
House, Hove, BN3 3DH, Egyesiilt Kiralysag; cégjegyzékszdm: 08593252; UTR szédm:
7943000133) — a tovdbbiakban: Adatkezel6 — €s munkatérsai elkotelezetten védenek minden olyan
személyes adatot, amely az iigyfelekhez vagy mds harmadik felekhez, igy példdul a honlap
latogatSihoz kéthetd (a tovabbiakban egyiittesen: Erintettek). Kiemelt jelentdséget tulajdonitanak az
egyéni onrendelkezés jogdnak és a személyes adatok bizalmas kezelésének.

Jelen szabdlyzat célja, hogy biztositsa az Adatkezel6 miikodésének 6sszhangjit a mindenkor
hatalyos adatvédelmi el6irdsokkal, valamint hogy vildgos és érthetd tdjékoztatast adjon az Erintettek
szamdra az adatkezelésiik modjardl és feltételeirdl. Az Adatkezeld az Osszes adatkezelési
tevékenységét a jelen dokumentumban (tovdbbiakban: Szabdlyzat), valamint a bels6 el6irdsaiban és
iranyelveiben foglaltak szerint végzi.

A Szabalyzat éltaldnos része minden adatkezelési miiveletre alkalmazand6 alapelveket és
eljarasokat tartalmaz, mig a kiilonos rész az egyes konkrét adatkezelési helyzetekre vonatkozé
el6irasokat és informdacidkat részletezi. Bar a dokumentum étfogd képet ad az Adatkezel6 fobb
adatkezelési gyakorlatairdl, fontos megjegyezni, hogy ezek nem minden Erintettre vonatkoznak
automatikusan. Az adott adatkezelés megkezdésekor az Adatkezel6 kiilon, roviditett tdjékoztatot
bocsit az Erintettek rendelkezésére, amely az aktuélisan érintett adatok kezelésének részleteit
tartalmazza.

Kérjiik, szdnjon id6t a szabdlyzat teljes tartalmdnak dttanulményozdsara, hogy atfogé képet kapjon
az adatkezelési elveinkr6l és az On jogair6l!

Az Adatkezel6 a birtokaba jutott, illetve szdmdra tovabbitott személyes adatokat bizalmasan kezeli,
a vonatkoz6 adatvédelmi jogszabalyoknak megfelel6en és a jelen Szabdlyzatban meghatarozott
modon. Elsédleges célja, hogy biztositsa minden érintett szdmadra a jogot sajat személyes adatai
feletti rendelkezéshez, 6sszhangban a torvényi el6irdsokkal. Ezen tilmenden az Adatkezeld minden
szilikséges technikai és szervezési intézkedést megtesz, valamint kiilon szabalyzatok és eljarasi



rendek kialakitdsaval gondoskodik az adatok biztonsagardl, a titoktartdsi és adatvédelmi
kovetelmények tényleges érvényesitésérdl.

Bér az Adatkezel6 célja a lehetd legteljesebb kor(i adatkezelési szabdlyozds megalkotdsa volt,
el6fordulhatnak olyan uj adatkezelési tevékenységek, amelyek ebben a Szabélyzatban még nem
szerepelnek. Ilyen esetekben az Adatkezeld minden alkalommal kiilon adatkezelési tajékoztatoval
latja el az Erintetteket, amely részletes informacidkat tartalmaz az adott adatkezelés koriillményeir6l.

A Szabalyzat mindenkor érvényes és frissitett példanyat az Adatkezel6 székhelyén elérhet6vé kell
tenni, emellett az aktudlis Szabdlyzat és annak mddositdsai online is megtekinthetSk az
absolutetantra.com/adatkezeles weboldalon.

VONATKOZO JOGSZABALYOK

(Egyesiilt Kirdlysdgban bejegyzett, de online az EU-ban is aktiv szolgdltatdst végzd cégre
vonatkozoan)

Adatvédelem

. UK General Data Protection Regulation (UK GDPR)

e Data Protection Act 2018
(9 gov.uk — Data Protection
(9 Data Protection Act 2018

. Regulation (EU) 2016/679 of the European Parliament and of the Council (General Data
Protection Regulation — GDPR)

¢ EUR-Lex — GDPR

Szamvitel és pénziigyi beszamolas
*  Companies Act 2006

* UK GAAP - UK Generally Accepted Accounting Principles
(§> Legislation — Companies Act 2006

* & FRC- UK GAAP
& FRC - UK Accounting Standards

Adozas
. Finance Act (évente frissiil)

e  Taxes Management Act 1970

*  Companies Act 2006,


https://eur-lex.europa.eu/eli/reg/2016/679/oj

*  Money Laundering Regulations 2017.
e  HMRC guidance
(9 gov.uuk — HMRC

. (§> Legislation — Taxes Management Act 1970

Pénzmosas és terrorizmus finanszirozasa elleni fellépés

. Money Laundering, Terrorist Financing and Transfer of Funds (Information on the
Payer) Regulations 2017

. Proceeds of Crime Act 2002 (POCA)
& MLR 2017

& Proceeds of Crime Act 2002

. POCA
Reklamtevékenység és kereskedelmi gyakorlat

*  Consumer Protection from Unfair Trading Regulations 2008 (CPRs)

* UK Code of Non-broadcast Advertising and Direct & Promotional Marketing (CAP
Code)
&’ CPRs 2008
& CAP Code

. Directive 2005/29/EC on Unfair Commercial Practices
(kotelezd lehet, ha az EU-s fogyasztokat célozza a szolgdltatds)

& EUR-Lex — Directive 2005/29/EC

Elektronikus kereskedelem és informacios tarsadalmi szolgaltatasok

. Electronic Commerce (EC Directive) Regulations 2002

(/@ E-commerce Regulations 2002

. Directive 2000/31/EC (E-commerce Directive — EU)
(akkor alkalmazando, ha az online szolgdltatds célzottan az EU felhaszndlokat is érinti)

¢ EUR-Lex — Directive 2000/31/EC

Fogyasztoi szerzodések, elallas, tajékoztatas

. Consumer Contracts (Information, Cancellation and Additional Charges) Regulations
2013

(9 Consumer Contracts Regulations 2013


https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A32005L0029
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A32000L0031

e Directive 2011/83/EU on Consumer Rights
(alkalmazando, ha az EU-s fogyasztok is elérhetik a szolgdltatdst)

&’ BUR-Lex — Directive 2011/83/EU

Fogyasztovédelem altalanosan

. Consumer Rights Act 2015 (UK)
(§> Consumer Rights Act 2015

. Consumer Rights Directive (2011/83/EU)
. Unfair Commercial Practices Directive (2005/29/EC)
. E-commerce Directive (2000/31/EC)

e Directive 2009/22/EC on injunctions for the protection of consumers’ interests (EU)
& EUR-Lex — Directive 2009/22/EC

Feln6ttképzés és oktatasi szolgaltatasok

. Further and Higher Education Act 1992 (UK)
. SKkills and Post-16 Education Act 2022

*  Adult Education Budget (AEB) — funding regulation
(9 Further and Higher Education Act 1992

(9 Skills and Post-16 Education Act 2022

Tisztességtelen kereskedelmi gyakorlatok tilalma

e Consumer Protection from Unfair Trading Regulations 2008
A fogyasztok védelme érdekében tiltott, megtévesztd vagy agressziv kereskedelmi
gyakorlatokkal szembeni szabalyozas.

(§> Legislation — CPRs 2008

A SZABALYZAT CELJA

A jelen Szabdlyzat célja, hogy a benne foglalt rendelkezések alkalmazasaval és kovetkezetes
betartdsdval eldsegitse a vonatkozd jogszabalyi el6irdsok — kiilondsen a GDPR és az UK GDPR —
gyakorlati érvényesitését. Ennek érdekében az Adatkezeld a Szabdlyzatban, valamint egyéb belsd
szabdlyzataiban, utasitdsaiban és eljardsrendjeiben foglaltak mentén biztositja:

*  hogy az Erintettek személyes adatokhoz f(iz6d6 alapvetd jogai ténylegesen érvényesiiljenek;


https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32011L0083
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32009L0022

*  hogy az adatbiztonsdgra vonatkoz kovetelmények teljesiiljenek, azok betartasa és
betartatdsa minden koriilmények k6zott megvaldsuljon;

» azilletéktelen hozzaférések megel6zésének gyakorlati szabdlyait, valamint azokat a
garancidkat, amelyek az adatok jogszerlitlen megvaltoztatdsanak, engedély nélkiili
felhaszndldsdnak vagy nyilvanossdgra hozatalanak meggétolasara irdanyulnak;

e apapiralapu és elektronikus adatkezelési folyamatok — igy a tdrolas, feldolgozas, tovabbitas,
felhaszndalds és megsemmisités — pontos €s biztonsagos rendjét;

«  tovéabbi vildgos, érthetd és idében megadott tdjékoztatast nyiijt az Erintetteknek személyes
adataik kezelésérdl, jogaikrdl és azok érvényesitésének lehetdségeirdl.

ALTALANOS RESZ

Fogalom-meghatarozasok

A jelen Szabdlyzat alkalmazdsa sordn az aldbbi kifejezések az aldbbi jelentéssel birnak:

»személyes adat”: minden olyan informéacid, amely egy meghatarozott vagy azonosithaté
természetes személyre (azaz az ,.€rintettre”) vonatkozik. Az a személy tekinthet6 azonosithaténak,
aki kozvetleniil vagy kozvetve, példaul név, azonositdszam, tartzkoddasi hely, online azonosito,
illetve a személy testi, genetikai, fiziologiai, mentalis, gazdasagi, kulturdlis vagy tarsadalmi
azonossagdra utal6 egy vagy tobb tényez0 alapjan azonosithaté. Ide tartozik tobbek kozott a név,
lakcim, telefonszam, IP-cim, e-mail cim stb.

»adatkezelés: barmely olyan miivelet vagy miiveletsorozat — akar automatizalt, akar nem —,
amelyet személyes adatokkal végeznek. Ide értendd kiilonosen az adatok gyfijtése, felvétele,
rendszerezése, tdroldsa, megvaltoztatdsa, lekérdezése, megtekintése, felhaszndldsa, tovabbitasa,
nyilvanossagra hozatala, hozzatérhetové tétele, 6sszekapcsolésa, korlatozdsa, torlése vagy
megsemmisitése. Minden olyan tevékenység, amely a személyes adatokkal torténik — akdr azok

megtekintése, modositdsa vagy tovabbitdsa —, az adatkezelés korébe tartozik.

s»profilalkotas”: a személyes adatok automatizalt feldolgozdsanak azon formaja, amely sordan az
adatok alapjan a természetes személy valamely tulajdonsiagét elemzik vagy elorejelzik. Ezek a
jellemz6k vonatkozhatnak tobbek kozott a gazdasédgi helyzetre, egészségi dllapotra, személyes
preferencidkra, érdekl6dési korre, viselkedésre, tartézkoddsi helyre, vagy akdr a megbizhatdsdgra is.

»alnevesités”: a személyes adatok olyan technikai médon torténd kezelése, amely biztositja, hogy
azok tobbé ne legyenek hozzarendelhetdk egy meghatarozott természetes személyhez, kivéve, ha
ehhez kiilon tarolt kiegészitd informéacidkat hasznédlnak. Fontos, hogy ezen informéaciodk kiilon
elzartan legyenek kezelve, és megfelel6 technikai-szervezési intézkedésekkel legyen kizarva a
visszavezethet6ség.

,nyilvantartasi rendszer”: személyes adatok olyan tagolt struktirdja — legyen az kdzpontositott,
szétosztott, funkciondlis vagy foldrajzi alapti —, amelyben az adatok meghatarozott szempontok
szerint kereshet6k és hozzaférhetdk.



»Adatkezel6”’: az a természetes vagy jogi személy, kdozhatalmi szerv, ligynokség vagy mas
szervezet, amely onélléan vagy mdasokkal k6zosen meghatdrozza a személyes adatok kezelésének
céljat és modjat. Amennyiben az adatkezelés céljat és eszkozeit unids vagy tagallami jog irja eld,
ugy az adatkezel6 kijelolésére vonatkoz6 szabdlyokat is ezek a jogszabalyok hatarozhatjak meg.
Jelen dokumentumban az adatkezeld: Spirit Service Ltd.

»Adatfeldolgoz6”: olyan természetes vagy jogi személy, hatosag, tigynokség vagy mas szervezet,
amely az adatkezel6 megbizdsabdl és utasitasa alapjan személyes adatokkal végez meghatérozott
miveleteket. Adatfeldolgozénak mindsiil minden olyan kiils6 partner vagy szolgéltaté (pl.
konyveld, bérszamfejtd, tarhely- vagy szoftverszolgaltatd), aki az adatkezeld nevében eljarva kezeli
az adatokat.

»Cimzett”: minden olyan természetes vagy jogi személy, kozhatalmi szerv, ligynokség vagy egyéb
szervezet, akinek a személyes adatot tovabbitjdk vagy aki hozzafér ezekhez az adatokhoz —
fliggetleniil attol, hogy harmadik félnek mindsiil-e vagy sem. Azon hatdsagok, amelyek torvényi
felhatalmazas alapjan, példaul egyedi eljaras keretében hozzéaférnek az adatokhoz, nem mindsiilnek
cimzettnek.

Cimzett lehet példdul adohatosdg, adatfeldolgozo vagy mds jogosult szerv is.

,Harmadik fél”’: minden olyan természetes vagy jogi személy, hatosdg vagy egyéb szervezet, aki
nem azonos sem az €rintettel, sem az adatkezeldvel, sem az adatfeldolgozdval, illetve nem tartozik
azok azon személyei kozé, akik az adatkezeld vagy adatfeldolgozo kozvetlen irdnyitdsa alatt az
adatkezeléssel megbizast kaptak.

Vagyis minden olyan fél, aki az adatkezelés folyamatdba nem bevont szerepld.

»AZ érintett hozzajarulasa”: az érintett egyértelmii, onkéntes, megfelels tdjékoztatason alapuld és
konkrét akaratnyilvanitdsa, mellyel nyilatkozat formdjaban vagy egy cselekvéssel (pl. weboldalon
torténd checkbox kipipdldsdval) kifejezi, hogy beleegyezik a rd vonatkozé személyes adatok
kezelésébe.

Fontos: a hozzdjdruldsnak aktivnak kell lennie — puszta hallgatds, passzivitds nem mindsiil érvényes
hozzdjdruldsnak.

»Adatvédelmi incidens”: olyan esemény vagy biztonsagi hidnyossag, amely a személyes adatok
véletlen vagy jogsérté megsemmisiilését, elvesztését, mddosuldsat, jogosulatlan kozlését vagy az
azokhoz val6 jogosulatlan hozzaférést eredményezi.

Ide sorolhato példdul: adathordozo vagy mobil eszkoz elvesztése, hacker tdmadds, e-mailek téves

cimzettnek torténd kikiildése, fizetési dokumentumok nem megfeleld tdaroldsa vagy selejtezése, illetve
iigyféladatok jogosulatlan mdsoldsa.

»A személyes adatok kiilonleges kategoriai”’: olyan személyes adatok, amelyek kiilonleges
védelem ald esnek, mivel az érintett alapvetd jogaira és szabadsdgaira nézve kiilondsen érzékeny
informéciokat tartalmaznak. Ilyenek példaul a faji vagy etnikai szarmazasra, politikai véleményre,
vallasi vagy vilagnézeti meggy6zddésre, szakszervezeti tagsagra, egészségi allapotra, szexudlis
irdnyultsagra vagy biometrikus és genetikai adatokra vonatkoz6 informaciok.

»Genetikai adat”: minden olyan személyes informacid, amely egy természetes személy 6rokolt
vagy szerzett genetikai tulajdonsdgaira vonatkozik, és amely az adott személy fiziologiai
jellemz6irdl vagy egészségi dllapotardl hordoz egyedi informaciot. Ezek az adatok jellemz6en a
személytdl vett bioldgiai minta — példaul vér vagy nydl — elemzése titjdn keletkeznek.

»,Biometrikus adat”: olyan személyes adat, amelyet egy természetes személy testi, élettani vagy
viselkedési sajatossdgai alapjan, specidlis technikai eljardssal dllitanak el6, €s amely alkalmas az



érintett egyedi azonositdsara vagy azonositasanak megerdsitésére. Ilyen lehet példaul az arckép,
ujjlenyomat vagy retinafelvétel.

»Egészségiigyi adat”: olyan személyes informacid, amely egy természetes személy testi vagy
mentélis egészségi allapotara utal. E korbe tartozik az érintett szamara nyujtott egészségligyi
szolgdltatdsokkal kapcsolatos barmely adat is, amennyiben az az érintett egészségi allapotara
vonatkoz6 kovetkeztetés levonasara alkalmas.

AZ ADATKEZELES ALAPELVEI

A személyes adatok kezelése sordn az alabbi elveket kell érvényesiteni:

Jogszeriiség, tisztességes eljaras és atlathatosag: Az adatok feldolgozasa kizarélag olyan
modon torténhet, amely megfelel a vonatkozo jogszabalyoknak, tisztességes az érintettekkel
szemben, €s lehetdvé teszi szamukra, hogy vildgos, érthetd tdjékoztatdst kapjanak az
adatkezelés minden 1ényeges koriilményérdl (példaul annak céljardl, jogalapjardl,
id6tartamardl stb.).

Célhoz kotottség: A személyes adatok kizardlag el6re meghatdrozott, viligosan
megfogalmazott és jogszerl célbol gytijthetdk, és nem kezelhetdk ezen célokkal 6ssze nem
egyeztethetd médon. Kivételt képezhet a kozérdekii archivalds, tudomdnyos vagy torténelmi
kutatas, illetve statisztikai céli tovabbi adatfelhasznalas.

Adattakarékossag: Csak olyan mértékben és ideig szabad adatokat kezelni, amennyire az
az adatkezelés céljanak megvaldsitasahoz feltétleniil sziikséges. Ha az adott cél mds modon
is elérhetd, az adatkezelés nem indokolt.

Pontossag: A személyes adatoknak a valosdgnak megfelelonek kell lenniiik, és sziikség
esetén frissiteni kell azokat. Az adatkezeld koteles minden ésszer(i 1€pést megtenni annak
érdekében, hogy a pontatlan adatokat haladéktalanul kijavitsa vagy torolje.

Korlatozott tarolhatésag: Az adatok csak addig Orizhet6k meg, amig az adatkezelés célja
ezt indokolja. Az érintett azonositasara alkalmas adatokat a cél megvaldsuldsa utan torolni
vagy anonimizdlni kell, hogy az egyén tobbé ne legyen beazonosithato.

Integritas és bizalmassag: Az adatkezelést tigy kell megszervezni, hogy az megfeleld
technikai és szervezési intézkedések mellett torténjen, biztositva az adatok védelmét a
jogosulatlan hozzaférés, jogellenes felhaszndlas, véletlen elvesztés, karosodas vagy
megsemmisiilés ellen. Ez magaban foglalja az informatikai rendszerek, a fizikai tdrolds és a
munkafolyamatok biztonsagat is.

Elszamoltathatésag: Az adatkezeld kotelessége, hogy az adatkezelés minden szakaszdban
megfeleljen a fenti elveknek, tovabba képes legyen ezt a megfelelést dokumentélt médon
igazolni. Ennek érdekében belsé szabalyzatokat, eljardsokat és utasitdsokat kell kialakitania,
amelyek biztositjdk a folyamatok 4tlathatésagét és ellendrizhet6ségét, kiilondsen hatosagi
vizsgalat esetén.



AZ ADATKEZELES CELJAI ES JOGALAPJAI

Az adatkezelés célja

Az egyes adatkezelések pontos céljat az Adatkezel minden esetben kiilon-kiilon hatdrozza meg, és
azokat a szabdlyzat Kiilongs része részletezi. Altaldnossagban elmondhat6, hogy az Adatkezeld az
Erintettek személyes adatait a vallalkozas miikodésével szorosan dsszefiiggs tevékenységei soran
kezeli, ideértve kiilonosen a szerzddéses kapcsolatokbdl eredd jogok és kotelezettségek teljesitését,
valamint a jogos érdekeinek érvényesitését.

Az adatkezelés jogalapja

Az adatkezelés jogalapjat az Adatkezel6 szintén minden esetben az adott adatkezeléshez igazitva
hatdrozza meg, ezek szintén a Kiilonos részben keriilnek rogzitésre.

A GDPR hat kiilonboz6 jogalapot nevesit, amelyek koziil az Adatkezel6 az adott adatkezelési
tevékenységhez tartozdan alkalmazza a megfelel6t. Az egyik leggyakoribb jogalap az Erintett
hozzajarulasa.

Hozzajarulason alapul6 adatkezelés

Az Erintett hozzajaruldsa kizarélag Gnkéntesen, egyértelmfien kinyilvanitott, aktiv magatartassal
adhat6 meg. A hozzdjarulds nem értelmezhetd hallgatds vagy passzivitas ttjan. Ervényes
hozzéjaruldsnak mindsiil példdul egy irdsos nyilatkozat aldirdsa (6ndll6 dokumentumban vagy egy
szerzddésbe foglalva), egy elektronikus feliileten torténd checkbox kipipéldsa, vagy egy
,»hozzajarulok” gombra val6 kattintas.

Minden adatkezeléshez kiilon hozzdjarulds sziikséges, amelyet az Erintett kiilon-kiilon jogosult
megadni.

Az Erintett birmikor visszavonhatja a korabban adott hozzdjarulasét. Fontos, hogy a hozzdjarulés
visszavondsa csak a jovOre vonatkozik, a kordbban végzett adatkezelések jogszerliségét nem érinti.
A visszavonas barmilyen formdban torténhet — példaul irasban, e-mailben, telefonon keresztiil, vagy
egy erre irdnyul6 egyértelmi nyilatkozattal.

Kiskoriu vagy korlatozottan cselekvoképes személy esetén: A 16. életéviiket be nem toltott
személyek, illetve azok, akik cselekvéképességiikben korldtozottak, kizarélag akkor adhatnak
érvényes hozzdjaruldst, ha azt helyettiik a sziil6i feliigyeletet gyakorld személy, illetve a torvényes
képvisel (gyam vagy gondnok) adja meg. Ezért a 16 év alatti Erintettek adatainak kezelése
kizarolag sziil6i vagy gydmi hozzdjaruldssal torténhet. Kétség esetén tigy kell tekinteni, hogy a
hozzéjarulds nem all fenn.

Adatkezelés szerzodés teljesitéséhez kapcsoloddan

Azon esetekben, amikor a személyes adatok feldolgozdsa elengedhetetlen egy olyan szerz6dés
megkotéséhez vagy teljesitéséhez, amelynek az Erintett maga is részese, az adatkezelés kiilon
hozzajarulds nélkiil is jogszerQ. Ilyen jogalap alapjan torténé adatkezelésre tipikusan akkor kertiil
sor, amikor példaul a felek kozott 1étrejott szerz6dés tartalmaz személyes adatokat (mint a név,
lakcim, elérhet6ség stb.), vagy amikor egy szolgéltatds nyujtdsdhoz a felhaszndlé adatait az
igénybevétellel Osszefiiggésben kezelni kell.



Adatkezelés jogi kotelezettség teljesitéséhez

Amennyiben jogszabdly kotelezi az Adatkezel6t bizonyos adatok kezelésére, az ilyen tipusu
adatkezelés szintén 0néll6 jogalapot jelent. Ezek az esetek nem vélaszthatok meg szabadon: az
Adatkezel6 szamadra kotelez, hogy a torvény altal el6irt adatkezelési feladatait elldssa. A vonatkozo
Jjogszabalyok pontosan meghatarozzak, milyen adatokat, milyen célbdl és mennyi ideig kell kezelni.
Ilyen kotelez6 adatkezelések lehetnek példaul: a konyvviteli, szamviteli nyilvantartasok vezetése,
szamlék kidllitdsa, pénzmosasi eldirdsoknak valé megfelelés, valamint egyéb hatdsagi

kotelezettségek teljesitése.
Adatkezelés kozérdekii feladat vagy kozhatalmi jogositvany alapjan

Mivel az Adatkezel6 nem mindsiil kozhatalmat gyakorld szervnek, igy ilyen tipusu adatkezelést —
amely valamely kozérdek feladat vagy hatdsdgi jogkor gyakorldsdhoz kapcsolédna — nem végez.

Adatkezelés jogos érdek alapjan

Egyes adatkezelési tevékenységek olyan jogos érdek érvényesitésén alapulnak, amely az
Adatkezel6 vagy egy harmadik fél részérdl méltanyolhaté és jogszerl célt szolgdl. A jogos érdeken

nyugvé adatkezelés — szemben a jogszabdly dltal el6irt kotelez6 adatkezeléssel — nem kotelezettség,
hanem lehet6ség az Adatkezel6 szamara, amelyet mérlegelés alapjan gyakorolhat.

Tipikus példai a jogos érdek jogalapjdra épiil6 adatkezelésnek: az Adatkezeld szolgaltatdsainak
marketingje és népszer(isitése, a weboldal vagy digitdlis feliiletek optimalizdldsa, valamint a
felhasznal6i szokasokkal kapcsolatos adatgyijtés — példaul siitik (cookie-k) alkalmazasa.

Fontos megjegyezni, hogy a jogos érdeken alapul6 adatkezelés csak akkor jogszer(i, ha az
Adatkezel6 vagy a harmadik fél érdekei nem iitkoznek az Erintett olyan alapvet jogaival vagy
érdekeivel, amelyek kiilondsen a személyes adatok védelmét szolgéljdk. Ez kiilondsen érzékeny
kérdés, ha az adatkezelés gyermekekre vonatkozik.

Amennyiben az adatkezelés ezen jogalapon torténik, az AdatkezelS koteles egy ugynevezett
érdekmérlegelési tesztet elvégezni. Ennek soran részletesen elemzi az adatkezelés céljat, annak
eszkozeit, és Gsszeveti azzal, hogy az Erintett milyen jogokkal és jogos érdekekkel rendelkezik.
Csak abban az esetben keriilhet sor az adatok kezelésére, ha az Adatkezel6 vagy a harmadik fél
érdeke nyomdsabb az Erintett érdekeinél.

Az érdekmérlegelés eredményét az Adatkezel minden esetben frdsban rogziti. Az Erintettnek joga
van tdjékoztatdst kérni a teszt tartalmdardl és annak kovetkeztetéseirdl.

Az Adatkezel6 kizarélag olyan adatokat kezel, amelyeket:
az Erintett sajit maga adott meg kozvetleniil;

* nyilvdnosan elérhetd nyilvantartds (példaul cégkivonat, egyéni vallalkozdk nyilvantartdsa)
tartalmaz;

e  harmadik fél jogszerlien rendelkezésre bocsatott.



ALTALANOS TAJEKOZTATAS AZ ADATKEZELO
ADATKEZELESI TEVEKYNESEGEIROL

Az Adatkezel6t jogszabaly kételezi arra, hogy az Erintetteket a személyes adataik kezelésérsl
érthetd, vildgos, tomor és atlathaté mdédon tdjékoztassa. Ezt a kotelezettségét a jelen Adatkezelési
Szabdlyzat kozzétételével, valamint minden egyes adatkezelés esetében az adatfelvételkor
biztositott, rovid adatkezelési tajékoztatd utjan teljesiti.

Amennyiben Onnek kérdése meriilne fel a jelen tdjékoztatéval kapcsolatban, vagy élni kivan
valamely, az Onre vonatkozé adatkezelési jogdval (példdul hozzaférés, helyesbités, torlés stb.),
kérjiik, 1épjen kapcsolatba az Adatkezeldvel. Az elérhetoségek megtaldlhatok jelen Szabalyzat zard
részében, valamint minden egyedi adatkezeléshez kapcsolddo tdjékoztatdban is feltiintetésre
keriilnek.

Az Adatkezelés soran igénybe vett adatfeldolgozok (megbizott kiils6 szolgaltatdk) listdjat szintén a
Szabalyzat végén tiintetjiik fel. A Kiilonos rész minden egyes adatkezelésnél a ,,Cimzettek”
oszlopban rogziti az adatfeldolgozd6 tipusat, az dltala nyujtott szolgdltatds megnevezésével (pl.
tarhelyszolgéltatd, konyvelo stb.).

Adatfeldolgozonak kizdrdlag olyan jogi vagy természetes személy mindsiilhet, aki irdsbeli
szerz6dés alapjén vdllalja az adatkezeléshez kapcsol6do technikai €s szervezési feladatok
végrehajtdsat, €s aki garantdlja a General Data Protection Regulation (GDPR) —illetve az
Egyesiilt Kirdlysdgban alkalmazandé UK GDPR - szerinti megfeleldséget, kiilonos tekintettel az
Erintettek jogainak védelmére és az adatbiztonsagra. Az adatfeldolgozénak nincs joga arra, hogy a
személyes adatokat sajat céljaira felhaszndlja — kizdr6lag az Adatkezel$ utasitdsai alapjan jarhat el.

Az Adatkezel6 — a GDPR 37. cikk (1) bekezdése, illetve annak angliai megfelelGje, a Data
Protection Act 2018, Section 69 és az UK GDPR Article 37 alapjan — jelenleg nem koteles
adatvédelmi tisztvisel6t kinevezni. Amennyiben a jovében ilyen kinevezés torténik, arrdl kiilon
tdjékoztatdsban értesiti az Erintetteket.

Minden egyes adatkezelés célja, jogalapja, az Erintettek 4ltal megadott személyes adatok kore,
valamint az adatokhoz hozzafér6 személyek vagy szervezetek kore a Szabdlyzat Kiilonos részében
részletesen keriil bemutatasra.

Abban az esetben, ha az adatkezelés jogalapja az Adatkezel$ vagy egy harmadik fél jogos érdeke,
ugy ezt a konkrét jogos érdeket is kiilon megjeloljiik.

Ugyancsak a Kiilonos rész tartalmazza azt is, hogy az egyes adatkezelések sordn mely cimzettek
(pl. adatfeldolgozdk, hatésdgok, egyéb harmadik személyek) kapjdk meg a személyes adatokat, és
milyen célbdl torténik az adattovabbités.

Az adattovébbitds vonatkozasdban az Adatkezel§ az alabbi tdjékoztatast nydjtja az Erintettek
részére:

Adattovabbitds, adatmegorzés, és az Erintettek jogai — UK székhelyii, EU-ban is
aktiv vallalkozas esetén

Az Adatkezel6 jogosult személyes adatokat atadni birésdgoknak vagy hatésagoknak, amennyiben
ez jogi kotelezettségeinek teljesitéséhez vagy a vele szemben fenndll6 szerzddéses kotelezettségek



teljesitéséhez, illetve jogainak érvényesitéséhez sziikséges. Az adattovabbitas mértéke és célja
mindig az adott ligy természetéhez igazodik.

Tovabbad, bizonyos torvényi eldirdsok is sziikségessé tehetik adattovabbitast. Ilyen lehet példaul:

*  szamldk vagy szamviteli bizonylatok tartalmanak megkiildése az Egyesiilt Kiralysag
illetékes adohatésaga, a HMRC (His Majesty’s Revenue and Customs) részére, a
Finance Act 2020 és a Taxes Management Act 1970el6irdsai alapjén;

e pénzmosds gyanuja esetén torténd bejelentés a National Crime Agency (NCA) felé a
Proceeds of Crime Act 2002 vagy a Money Laundering Regulations 2017 szerint;

e adatkozlés hatdsagi vizsgalat vagy jogérvényesitési eljaras sordn, amennyiben ez
elengedhetetlen.

A Data Controller (Adatkezel6) a sajit jogos érdekeinek érvényesitése érdekében is tovabbithat
személyes adatokat birosagok vagy hatosagok felé — példaul:

e kovetelésbehajtasi eljarasban (pl. elmaradt fizetés behajtasa),
*  biincselekmény gyandjdnak bejelentéséhez sziikséges adatok tovabbitdsa.

Az Adatkezel6 jogosult harmadik feleket, un. adatfeldolgozokat is bevonni az adatkezelés technikai
és adminisztrativ timogatdsara — példaul: tarhelyszolgaltatd, konyveldiroda, e-mail szolgaltato stb.
Az igénybe vett adatfeldolgozdk listdja a jelen Szabdlyzat végén taldlhato.

Személyes adatok tovabbitasa az Egyesiilt Kiralysag és az EU kozott

Mivel az Adatkezel6 sz€khelye az Egyesiilt Kirdlysagban taldlhatd, de szolgdltatdsai az Eurdpai
Unid teriiletén is elérhetdk, kiilon figyelmet forditunk a személyes adatok tovabbitasara az Egyesiilt
Kiralysag és az EU/EGT kozott.

A jelenlegi jogi helyzet szerint:

e az Eurépai Bizottsag 2021. juniusi megfeleldségi hatarozata alapjan az Egyesiilt
Kirélysdg ,,megfeleld védelmi szintet” biztosit a személyes adatok kezelése terén a GDPR
értelmében, igy az EU — UK adattovabbitds szabadon megengedett;

e az UK GDPR értelmében pedig az UK — EU/EGT adattovabbitds is megengedett, mivel
az EU tagallamok tovdbbra is ,,biztonsdgos orszagoknak™ mindsiilnek az Egyesiilt Kiralysag
jogrendje szerint.

Amennyiben a személyes adatok tovabbitdsa az EU/EGT-n és az Egyesiilt Kiralysagon kiviili
harmadik orszdgba torténik (pl. USA, India, Kanada), az Adatkezel6 kizardlag az alabbi feltételek
mellett végez adattovabbitast:

*  haaz adott orszdg megfelel6ségi hatarozattal rendelkezik az Eurépai Bizottsag vagy a UK
Secretary of State for Digital, Culture, Media and Sport részérdl,

*  vagy ha az adattovabbitdsra megfelel6 biztonsagi garancidk (pl. standard szerz&déses
feltételek — Standard Contractual Clauses, titkositas, kotelez6 véllalati szabdlyok —
Binding Corporate Rules) mellett keriil sor.



Az Erintettek barmikor jogosultak részletes tdjékoztatdst kérni az adatétvitel jogalapjarél és
biztonsagi biztositékairdl, illetve tovabbi informdacidkat taldlhatnak az Eurdpai Bizottsdg hivatalos
oldalan:

Z~ https://ec.europa.cu/info/law/law-topic/data-protection/data-transfers-outside-eu en

AZ ERINTETTEK JOGAI A SZEMELYES ADATIK
KEZELESEVEL KAPCSOLATBAN

Hozzaféréshez valé jog

Az Erintett jogosult megerdsitést kérni az Adatkezel6ts] arrél, hogy folyamatban van-e ra
vonatkozé személyes adatok kezelése. Amennyiben ilyen adatkezelés zajlik, az Erintett jogosult
hozzaférést kapni az aldbbi informéacidkhoz:

e az adatkezelés céljai;
e azérintett személyes adatok kategoridi;

. azok a cimzettek, illetve cimzettek kategoridi, akik szdméra a személyes adatokat atadtdk
vagy a jovében dtadhatjak — ideértve a harmadik orszdgokban vagy nemzetkozi
szervezeteknél talalhatd cimzetteket is;

e  atdrolés tervezett id6tartama, vagy ha ez nem allapithaté meg elére, akkor annak
meghatarozasi szempontjai;

az Erintett azon jogai, hogy kérheti személyes adatainak helyesbitését, torlését, kezelésének
korlatozasat, tovabba tiltakozhat az adatkezelés ellen;

* afeliigyeleti hatésdghoz benyujthaté panasz lehet6sége (az Egyesiilt Kirdlysagban:
Information Commissioner’s Office (ICO) — ico.org.uk);

e haa személyes adatokat nem kozvetleniil az Erintetts] gyjtotték, akkor azok forrdsara
vonatkozé minden elérhet6 informacio;

. torténik-e automatizalt dontéshozatal, ideértve a profilalkotést is, valamint az alkalmazott
logika, é€s annak varhaté kovetkezményei az Erintett szdmara;

*  ha az adatokat harmadik orszagba vagy nemzetkozi szervezet részére tovabbitjik, az Erintett
jogosult informécidt kapni a tovabbitas jogalapjardl és az alkalmazott megfeleld
biztositékokrdl (pl. megfelel6ségi hatdrozat, standard szerz6déses klauzuldk).

Amennyiben On tehat szeretné megtudni, hogy az Adatkezels kezel-e Onre vonatkozé adatokat, és

ha igen, milyen forméban és milyen feltételek mellett, ugy ezt irdsban kérheti az Adatkezel6tdl.

Az AdatkezelS — kérés esetén — mdsolatot bocsit az Erintett rendelkezésére azokrél a személyes
adatokrodl, amelyek kezelés alatt dllnak. Tovabbi mdsolatok esetén az AdatkezelS jogosult
adminisztrativ koltségtéritést felszdmitani. Ha a kérelem elektronikus tton érkezik, az adatokat az
Adatkezel6 elektronikus formdtumban adja at, kivéve, ha az Erintett ettS] eltéréen rendelkezik.


https://ec.europa.eu/info/law/law-topic/data-protection/data-transfers-outside-eu_en
https://ico.org.uk/

Helyesbitéshez valo jog

Az Erintett kérheti az Adatkezel6t6l a réla nyilvéantartott pontatlan személyes adatok késedelem
nélkiili helyesbitését. Emellett — a feldolgozas céljanak figyelembevételével — jogosult kérni a
hidnyos adatok kiegészitését, sziikség esetén akar kiilon kiegészitd nyilatkozat dtjan is.

Kérjiik, hogy amennyiben személyes adatai megvaltoznak (pl. névvéltozds, lakcimvaltozas), errdl
mihamarabb értesitse az Adatkezel6t, hogy a nyilvantartdsok pontosak €s naprakészek
maradhassanak.

Az Adatkezel6 koteles értesiteni minden olyan cimzettet, akivel a helyesbités el6tti személyes
adatot kozolte — kivéve, ha ez lehetetlen vagy ardnytalanul nagy er6feszitést igényel. Az Erintett
kérésére az Adatkezeld tdjékoztatdst ad ezen cimzettekrdl.

A torléshez valé jog (az un. ,.elfeledtetéshez valo jog”)

Az Erintett kérheti, hogy az Adatkezel$ indokolatlan késedelem nélkiil torolje a rd vonatkozé
személyes adatokat. Az Adatkezeld koteles a torlést teljesiteni, ha az aldbbi feltételek valamelyike
fennall:

e aszemélyes adatok mar nem sziikségesek ahhoz a célhoz, amelyre azokat gy(jtotték vagy
kezelték (az adatkezelési cél megsziint);

az Erintett visszavonja a hozzdjaruldsét, amely alapjan az adatkezelés tortént, és nincs més
jogalap a tovéabbi kezelésre;

«  azadatkezelés jogalapja az Adatkezel$ vagy harmadik fél jogos érdeke, de az Erintett
tiltakozik a kezelés ellen, €s nincs olyan elsébbséget élvez6 jogalap, amely indokolné az
adatkezelés folytatasat; vagy az Erintett tiltakozik a kozvetlen iizletszerzés céljabél végzett
adatkezelés ellen;

e  az adatokat jogellenesen kezelték;

. az adatokat torolni kell egy, az Adatkezel6re vonatkozo jogszabdlyban (pl. UK GDPR, Data
Protection Act 2018, vagy més kotelezo jogi rendelkezésben) foglalt kotelezettség
teljesitése céljabol.

Amennyiben a személyes adatokat az Adatkezel nyilvanossagra hozta, és azok torlésére az Erintett
kérésére a fenti indokok alapjan koteles, az Adatkezel6 — figyelembe véve az elérhetd technoldgia
szintjét s a megvaldsitds koltségeit — minden ésszertien elvarhato 1épést megtesz annak érdekében,
hogy tdjékoztassa az ilyen adatokat kezel6 mas adatkezelOket is a torlés irdnti kérelemr6l. Ez
kiilonosen vonatkozik a személyes adatokra mutaté linkek, masolatok vagy masodpéldanyok
eltavolitdsara iranyulo kérés tovabbitdsara.

A torlés megtagadasanak jogalapjai

A torlési kérelemnek nem kell eleget tenni, ha az adatkezelés az aldbbi célokbdl tovabbra is
sziikséges:

e avéleménynyilvanitds €s a tdjékozddas szabadsdgdnak gyakorldsa érdekében;



olyan jogi kotelezettség teljesitése érdekében, amely az Adatkezel6re vonatkozik, és amely a

személyes adatok megdrzését eldirja;

kozegészségiigyi célbol, amennyiben a kezelés kozérdekbdl torténik, és megfelel az
Egyesiilt Kirdlysdgban vagy az Eurdpai Unidban érvényes egészségiigyi adatvédelmi

s

eldirasoknak;

kozérdekd archivalds, tudomanyos vagy torténelmi kutatds, illetve statisztikai célbdl,
amennyiben a torlés veszélyeztetné e célok elérését vagy ellehetetlenitené azokat;

jogi igények el6terjesztéséhez, érvényesitéséhez vagy védelméhez (pl. folyamatban 1évo
peres iigyek, kovetelésbehajtas stb.).

Az Adatkezeld minden olyan cimzettet értesit a torlésrdl, akivel a személyes adatokat korabban
megosztotta — kivéve, ha ez lehetetlen vagy ardnytalanul nagy er6feszitést igényel. Az Erintett
kérésére az Adatkezeld tdjékoztatdst ad arrdl, hogy kiket értesitett a torlésrol.

A személyes adatok torlésének kérelmezése

Amennyiben On tgy itéli meg, hogy a személyes adatai torlésének feltételei fennallnak, jogosult

P

arra, hogy ezt barmikor kérelmezze az Adatkezel6t6].

Az adatkezelés korlatozasahoz valé jog

Az Erintett kérheti, hogy az Adatkezel$ ideiglenesen korldtozza a személyes adatai kezelését, ha az
alabbi koriilmények barmelyike teljesiil:

Az Erintett vitatja a kezelt adatok pontossdgat. Ebben az esetben a korldtozds addig marad
fenn, amig az Adatkezel6 ellendrizni tudja, hogy a vitatott adatok pontosak-e.

Az adatkezelés jogellenesen tortént, azonban az Erintett nem a torlésiiket kéri, hanem azt,
hogy az Adatkezel6 a tovédbbi felhasznélast korldtozza.

Az Adatkezel6nek mar nincs sziiksége a személyes adatokra az eredeti célbdl, viszont az
Erintett tovébbra is igényt tart azokra jogi eljards vagy igényérvényesités céljabol.

Az Erintett tiltakozott az Adatkezel jogos érdekén alapulé adatkezelés ellen. Ebben az
esetben az adatkezelés mindaddig korldtozott marad, amig nem allapithaté meg, hogy az
Adatkezel6 jogos érdekei els6bbséget élveznek-e az Erintett érdekeivel és jogaival szemben.

Ha a fenti feltételek alapjdn az adatkezelés korlatozas ala keriil, akkor az érintett adat kizardlag a
kovetkez6 esetekben kezelhetd tovabb:

az Erintett kifejezett hozzdjaruldsaval,
jogi igény elbterjesztése, érvényesitése vagy védelme céljabol,
mads természetes vagy jogi személy jogainak védelméhez,

vagy az Egyesiilt Kirdlysdg (vagy EU) jogrendje szerinti kiemelt kozérdek alapjan.

A korlatozas felolddsardl az Adatkezel az Erintettet elGzetesen tdjékoztatja.



Az Adatkezel6 koteles értesiteni minden olyan cimzettet, akivel a személyes adatot kordbban
megosztotta, a korlatozasrol — kivéve, ha ez ardnytalanul nagy eréfeszitést igényelne vagy
lehetetlen. Az Erintett kérésére az Adatkezel6 ezekrdl a cimzettekrdl is tdjékoztatdst ad.

Amennyiben az Erintett kérelme alapjan az adatkezelés korlatozésra keriil, az Adatkezel§ az
adatokat kizardlag tdrolhatja, és azokat kizdr6lag az Erintett engedélyével vagy jogi igények
védelme céljabol kezelheti.

Az adathordozhatésaghoz valé jog

Az Erintett jogosult arra, hogy a réla sz616, 4ltala az Adatkezel rendelkezésére bocsatott személyes
adatokat strukturalt, széles korben hasznalt, géppel olvashat6 formatumban megkapja, és jogosult
arra is, hogy ezen adatokat akaddlymentesen egy masik adatkezel6nek tovabbitsa — feltéve, hogy:

«  az adatkezelés jogalapja az Erintett hozzdjaruldsa vagy egy szerzdés teljesitése, és
e  az adatkezelés automatizalt modon torténik (pl. online rendszer, digitalis adatbazisok).

Az Erintett kérheti azt is, hogy az adatok kozvetleniil keriiljenek tovabbitsra az egyik adatkezel6ts]
a mésikhoz, amennyiben ez technikailag megvaldsithaté. E jog gyakorldsa nem sértheti mdsok
jogait és szabadsagait, tovabba nem vonatkozik papir alapon tarolt, manudlisan kezelt adatokra.

Az adatok tovabbitasanak kérelmezése mas adatkezel0 részére

Amennyiben az On személyes adatainak kezelése hozzdjaruldsan vagy szerz6dés teljesitésén alapul,
és az adatok kezelése automatizalt modon torténik, jogosult arra, hogy kérje az adatai strukturalt,

elektronikus formaban torténd ataddsat akdr sajdt részére, akar egy mdsik, On dltal megjelolt
adatkezel6nek.

Tiltakozashoz valé jog

Az Erintett barmikor jogosult tiltakozni személyes adatainak kezelése ellen, ha az adatkezelés:
e kozérdeki feladat végrehajtdsahoz kapcsoldédik, vagy

e az Adatkezel vagy egy harmadik fél jogos érdekén alapul, ideértve az ezen alapokon
végzett profilalkotast is.

Tiltakozas esetén a személyes adat a tovdbbiakban nem kezelhetd, kivéve, ha az Adatkezel6 képes
bizonyitani, hogy az adatkezelést olyan kényszeritd erejl jogos ok indokolja, amely els6bbséget
élvez az Erintett érdekeivel, jogaival és szabadsdgaival szemben, vagy az adatkezelés jogi igények
eldterjesztéséhez, érvényesitéséhez vagy megvédéséhez sziikséges.

Tiltakozas kozvetlen iizletszerzés ellen
Ha a személyes adatokat kozvetlen iizletszerzés céljara kezelik (példaul marketing céli levelezés,

hirlevél, remarketing stb.), az Erintett barmikor jogosult tiltakozni az ilyen céld adatkezelés ellen —
ideértve a profilalkotést is, ha az ilyen iizleti célhoz kapcsolddik.



Amennyiben az Erintett tiltakozik az ilyen tipusi adatkezelés ellen, a személyes adatokat az
Adatkezel6 e célbdl tobbé nem kezelheti.

Osszefoglalva: ha az adatkezelés jogalapja az Adatkezels jogos érdeke, On jogosult barmikor
kifogassal élni a személyes adatai ilyen céli kezelése ellen.

Automatizalt dontéshozatal és profilalkotas

Az Erintettnek joga van ahhoz, hogy ne terjedjen ki ré olyan, kizarélag automatizalt adatkezelésen —
igy kiilonosen profilalkotdson — alapulé dontés hatdlya, amely rd nézve joghatdssal birna, vagy
hasonléan jelentds mértékben érintené.

Ez a jog azonban nem alkalmazhatd, ha a dontéshozatal:

az Erintett és az Adatkezel8 kozotti szerz6dés megkotéséhez vagy teljesitéséhez
elengedhetetlen;

*  jogszabdlyi kotelezettségen alapul, amely egyben megfeleld biztositékokat is tartalmaz az
Erintett jogainak és szabadsdgainak védelmére (példaul a UK GDPR 22. cikk alapjdn);

az Erintett kifejezett hozzdjdrulasan alapul.

Minden ilyen esetben az Adatkezel§ koteles gondoskodni az Erintett megfelels jogvédelmérél,
ideértve az emberi beavatkozédshoz valé jogot, alldspont kifejtését €s a dontés vitatdsdnak
lehet&ségét.

Panasztételi jog feliigyeleti hatosagnal, birésagi jogorvoslat

Az Erintett — fiiggetleniil atté], hogy él-e més kozigazgatasi vagy birésagi jogorvoslati lehetdséggel
— jogosult panaszt benytjtani feliigyeleti hatosaghoz, ha ugy véli, hogy személyes adatainak
kezelése sérti a hatdlyos adatvédelmi jogszabdlyokat.

Az Egyesiilt Kirdlysag teriiletén illetékes feliigyeleti szerv:

Information Commissioner's Office (ICO)
? Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 SAF

(9 https://ico.org.uk

Ha az adatkezelés az EU teriiletét is érinti, az Erintett jogosult a lakéhelye, munkahelye vagy az
allitélagos jogsértés helye szerinti tagdllam feliigyeleti hatésdgéhoz fordulni (pl. Magyarorszagon a
Nemzeti Adatvédelmi és Informaciészabadsag Hatosag — NAIH).

A feliigyeleti hatésaghoz benyijtott panasz vizsgalata, hataridok

Amennyiben az Erintett panasszal fordul egy feliigyeleti hatésdghoz, a hatésag koteles az iigyet
kivizsgalni, és ésszer(i hataridon beliil tdjékoztatdst nydjtani az eljaras elérehaladasardl, valamint
annak eredményérdl. Ez kiilonosen akkor érvényes, ha az ligy tovabbi vizsgdlatot vagy mas
feliigyeleti hat6sdg bevondsat teszi sziikségessé. A panasz alapjan a hatésag eljarést is
kezdeményezhet az Adatkezel6vel szemben.


https://ico.org.uk/

Adatkezel6 valaszadasi kotelezettsége

Ha az Erintett az adatkezeléssel kapcsolatos kérelmet nytjt be (pl. torlés, helyesbités, korlatozas
stb.), az Adatkezel6 koteles a kérelem beérkezését6l szamitott legkés6bb 1 hénapon beliil
tdjékoztatast adni a megtett intézkedésekr6l. Amennyiben nem torténik intézkedés, az Adatkezeld
koteles indokolni ennek okdt, és felhivni az Erintett figyelmét arra, hogy panaszt nytjthat be a
felligyeleti hatosagnal, vagy birdsagi eljarast kezdeményezhet.

A magyarorszagi feliigyeleti hatdsag elérhetGségét a Szabalyzat z4r6 szakasza tartalmazza. Az
Egyesiilt Kirdlysdg teriiletén az illetékes hatésag:

Information Commissioner's Office (ICO)
? Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 SAF

(9 https://ico.org.uk

Jogok korlatozasa

Az Erintett adatkezelési jogait korlatozhatjak bizonyos esetekben, amennyiben azt az Egyesiilt
Kirdlysdgban vagy az EU-ban érvényes jogszabalyok (példdul nemzetbiztonsdg, bliniildozés,
kozigazgatasi érdek, kozérdek védelme stb.) kiilon el6irjdk a UK GDPR Schedule 2 vagy az EU
GDPR 23. cikke alapjén.

Nyilvantartasi kotelezettség

Az Adatkezel§ kételes belsS nyilvantartést vezetni az Erintettek joggyakorldsaval kapcsolatos
megkeresésekrdl, valamint az azokkal kapcsolatos valaszair6l és intézkedéseirdl.

Birosagi jogérvényesités és kartéritési igény

Az Erintett jogosult birésaghoz fordulni, ha megitélése szerint az Adatkezel§ vagy az dltala
megbizott Adatfeldolgozé a személyes adatokat olyan médon kezeli, amely sérti a hatdlyos
adatvédelmi jogszabdlyokat — igy kiilonosen a UK GDPR, a Data Protection Act 2018, vagy adott
esetben az EU GDPR rendelkezéseit.

A jogi eljarast az Erintett vélaszthatja meg: az Egyesiilt Kirdlysigban lakéhellyel vagy tartézkodési
hellyel rendelkez6 Erintett a helyileg illetékes birésdg el6tt is keresetet nytjthat be. Ugyanez
vonatkozik az EU teriiletén é16 Erintettekre is, akik a sajat tagallamuk birésagan kereshetnek
jogorvoslatot.

A bizonyitasi teher

Azt, hogy az adatkezelés megfelel a vonatkozé jogszabdlyi el6irdsoknak, az Adatkezeld, illetve az
Adatfeldolgozo6 koteles bizonyitani.


https://ico.org.uk/

Kartérités és sérelemdij

Ha az Adatkezel6 vagy az dltala megbizott Adatfeldolgoz6 az adatkezelés sordn jogellenesen jart el,
és ezzel mdsnak kart okozott — ideértve az adatbiztonsagi kovetelmények megsértését is —, koteles
azt megtériteni.

Amennyiben az Erintett személyiségi joga sériil az adatkezelés kovetkeztében, az Erintett jogosult
nem vagyoni kértéritésként sérelemdijat kdvetelni.

Az Adatkezel§ az Erintettel szemben akkor is felelds, ha a kart vagy jogsérelemet a nevében eljar6
adatfeldolgozé okozta.

Az Adatkezel6 csak abban az esetben mentesiil a feleldsség aldl, ha képes bizonyitani, hogy a kért
vagy a személyiségi jog megsértését olyan, t6le fiiggetlen, elhdrithatatlan ok idézte eld, amely kiviil
esik az adatkezelés korén.

Nem koteles megtériteni a kért, és nem jar sérelemdij, ha az érintett szdndékosan vagy silyosan
gondatlanul okozta a jogsértést, vagy a kdresemény az Erintett magatartdsira vezethetd vissza.

AZ ADATBIZTONSAGRA VONATKOZO
KOVETELMENYEK

A Spirit Service Ltd., mint Adatkezeld, az dltala kezelt személyes adatokat elektronikusan és/vagy
papir alapon tarolja. A tarolas konkrét maodjat és helyét az Adatkezelési Szabalyzat Kiilonos Része
részletezi.

Az adatok védelme érdekében az Adatkezel6 minden esetben megfeleld technikai és szervezeti
intézkedéseket alkalmaz annak érdekében, hogy megel6zze az adatkezelésbol ered6 kockdzatokat —
igy kiilonosen a személyes adatok jogosulatlan megismerését, megvaltoztatdsat, torlését,
tovabbitédsat, véletlen vagy szdndékos megsemmisitését, elvesztését vagy a hozzaférés sériilését.

A digitélisan tarolt személyes adatok jelenleg a Tarhely.Eu Szolgaltaté Korlatolt Felelosségii
Tarsasag infrastruktirdjan keriilnek elhelyezésre.

e Székhely: 1144 Budapest, Ormansag utca 4. X. em. 241
e (Cégjegyzékszam: 01-09-909968
e Nyilvéntart6 bir6sdg: Fovarosi Torvényszék Cégbirdsiga

o Weboldal: https://tarhely.eu

Az elektronikus adatkezelés sordn keletkezd vagy elektronikussa atalakitott dokumentumok
archivélésa is a Tarhely.Eu szerverein torténik. Az archivélds célja az adatbiztonsdgi mentések
elvégzése €s a hosszu tavu, biztonsdgos megdrzEs biztositasa.

A Spirit Service Ltd. altal hasznalt szamitogépek és munkaallomasok felhasznéléi jelszéval
védettek, a hozzaférés korlatozott, kizarélag a feladat ellatasahoz sziikséges személyek szamdra
engedélyezett. A hdl6zaton minden eszk6z naprakész virusvédelmi €s rosszindulati szoftverek


https://tarhely.eu/

elleni védelemmel van ellatva. Az adatokrdl rendszeres, ciklikus biztonsdgi mentés késziil, amely
feliilirassal mikodik.

A fizikai dokumentumtdrolds is biztonsagi el6irdsok szerint torténik: a személyes adatokat
tartalmazd iratok zdrhat6 szekrényben vagy biztonsagos irattarban keriilnek elhelyezésre, viz- és
tlizvédelmi szempontokat is figyelembe véve.

Az adatbiztonsag fenntartdsardl és folyamatos érvényesitésérdl a jelen Szabélyzat rendelkezései
mellett kiilon belso utasitasok és biztonsagi szabdlyzatok gondoskodnak. Az Adatkezeld biztositja,

hogy minden érintett munkatérs, megbizott és adatfeldolgoz6 megismerje ezen eldirdsokat, és az
adatkezelés sordn azoknak megfeleléen jarjon el.

ADATTOVABBITAS

A Spirit Service Ltd., mint AdatkezelS, személyes adatokat kizarélag az alédbbi esetekben, és
kizardlag az alabbi cimzettek részére tovabbithat:

e az adatkezelés céljanak megvalositasa érdekében, olyan adatfeldolgozok vagy 6ndllé
adatkezel6k részére, akik az adott feladat elvégzéséhez sziikségszerli médon részt vesznek
az adatok kezelésében;

e az érintett el6zetes, Kifejezett hozzajarulasa alapjan, barmely olyan cimzett részére,
akinek részére az érintett engedélyezi az adatok dtaddsat;

e  jogszabalyban meghatarozott kotelezettség teljesitése érdekében, vagy hatsagi
felszolitas alapjan, a vonatkoz6 jogszabalyokban nevesitett hatdsdgok, szervek vagy
intézmények részére;

e amennyiben biincselekmény vagy szabalysértés gyandja meriil fel, illetve hivatalos
megkeresés érkezik, az adatok ataddsra keriilhetnek a nyomoz6 hatésag, a szabalysértési
hatdsdg, illetve az el6készitd eljarast folytato illetékes szerv részére.

ADATFELDOLGOZAS

A Spirit Service Ltd., mint Adatkezel, miikodésének biztositdsa érdekében jogosult kiils6
szolgaltatok — példaul adminisztracids, konyvelési, postai vagy futarszolgélati partnerek —
kozremiikodését igénybe venni. Ezeknek a szolgéltatdsoknak a nyujtdsa sordn gyakran
elkeriilhetetlen bizonyos személyes adatok kezelése is. Ilyen esetekben a Spirit Service Ltd.
tovabbra is az adatkezel6i mindségét 6rzi meg, mig a megbizott szolgaltato adatfeldolgozoként
(processor) jar el.

Az Adatkezel6 kizardlag olyan adatfeldolgozdokkal miikodik egyiitt, akik megfeleld garancidkat
nyUjtanak arra vonatkozéan, hogy a személyes adatok kezelését a UK GDPR, a Data Protection
Act 2018, valamint — ha alkalmazand6 — az EU GDPR rendelkezéseinek megfelel6en végzik. E
garancidk koz¢€ tartoznak a megfelel6 technikai és szervezeti biztonsdgi intézkedések, valamint a
dokumentélt adatkezelési eljarasok is.



Az Adatfeldolgoz6 személyes adatokkal kapcsolatos feladatainak korét, valamint jogait és
kotelezettségeit az Adatkezel$ hatdrozza meg, irdsban rogzitett utasitdsok alapjan. Ezeknek az
utasitdsoknak a jogszerliségéért az Adatkezeld felel6s. Az Adatfeldolgozé nem hozhat sajét

hataskorben dontést az adatok kezelésérdl, €s kizardlag az Adatkezel6 4ltal kijelolt médon kezelheti
azokat.

Az Adatfeldolgoz6 nem jogosult a tudomasara jutott személyes adatokat sajat céljaira felhasznalni,
azokat csak az Adatkezel6 eldirdsai szerint tarolhatja, kezelheti és — sziikség esetén — torolheti. A
személyes adatok feldolgozdsa soran harmadik adatfeldolgozét kizdrdlag az Adatkezeld el6zetes
JOovahagyasaval vehet igénybe.

Az adatfeldolgozasrél minden esetben irdsos szerzddést kell kotni, amely egyértelmiien
meghatdrozza az adatkezelés céljat, idétartamat, természetét, az érintett adatok tipusat, az érintettek
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korét, valamint az Adatkezeld és az Adatfeldolgozo6 kozotti felelGsségi viszonyokat, és a UK GDPR
(illetve EU GDPR) szerinti elvdrdsokat. Jogszabalyi el6irds alapjan olyan fél nem bizhaté meg
adatfeldolgozdssal, aki a feldolgozand6 személyes adatok iizleti céli hasznositdsdban érdekelt lehet.

Az Adatkezel6 éltal igénybe vett adatfeldolgozok részletes listdjat — megnevezéssel és feladatkorrel
— a jelen Adatkezelési Szabalyzat végén kiilon fejezet tartalmazza.

EGYEB RENDELKEZESEK

Szolgaltato partnerek adatkezelése

Az adatkezeld — a Spirit Service Ltd. — tevékenysége sordn sziikségszerlien kapcsolatba keriil olyan
természetes és jogi személyekkel, akik beszdllitoi vagy szolgaltat6i jogviszonyban allnak a céggel,
vagy ilyen kapcsolat 1étesitésére torekednek. A partnerekkel megkotott szerzodések teljesitéséhez,
illetve az azzal kapcsolatos jogi, pénziigyi €s adminisztrativ kotelezettségek teljesitéséhez az
Adatkezel6 bizonyos személyes adatokat is kezel.

Az adatok kezelése egyrészt papir alapon torténik (példaul a szerz6dések és bizonylatok fizikai
tarolasa az Adatkezel6 sz€khelyén), masrészt elektronikus forméaban keriil mentésre és archivélasra,
a megfelel6 adatbiztonsdgi intézkedések betartdsa mellett.

1. Maganszemély szerzodéses partnerek adatai

Kezelt adatok kore:
. Név, lakcim, anyja neve
e  Egyéni vallalkozoi nyilvantartdsi szam, adoszdm vagy addazonosito jel
*  Névjegykdrtya adatok (ha rendelkezésre all)
. Bankszamlaszam (csak ha sziikséges)
Adatkezelés célja:

*  Aszerz6déses partner azonositasa



A szerz6dés eldkészitése €s teljesitése

Jogalap:

A szerz6dés teljesitéséhez sziikséges adatkezelés — UK GDPR Article 6(1)(b)
(és ha az EU-s érintettek adatait is kezelik: EU GDPR Article 6(1)(b) is)

Kapcsolattartas céljabol kezelt tovabbi adatok:

E-mail cim, telefonszam

Kapcsolattarté megjelolése esetén: neve, beosztdsa, elérhetdsége, névjegykartya adatai

Jogalap:

A szerz6dés teljesitése — UK GDPR 6(1)(b)

Amennyiben a kapcsolattarté nem azonos a szerz6do féllel: jogos érdek — UK GDPR 6(1)
®

(azaz az adatkezel$ jogos érdeke a folyamatos €s biztonsagos iizleti kommunikaci6
biztositasa)

Adatok forrasa:

ErintettS] kozvetleniil, vagy a kapcsolattarté kijelolése esetén a szerzéd6 félt6l

Szamlazasi adatok kezelése

Kezelt adatok:

Szamlazasi adatok

Adatkezelés célja:

Szamldak, bizonylatok kidllitasa és megorzése

Jogalap:

Jogszabalyi kotelezettség teljesitése — UK GDPR 6(1)(c)

Megfelel6 brit szamviteli szabdlyozads: Companies Act 2006, Finance Act, HMRC
regulations

Cimzettek:

Konyveld és szamlazasi szolgaltaté (mint adatfeldolgozok)

HM Revenue & Customs (HMRC), mint 6néllé adatkezeld, ha jogszabdly ezt el6irja

2. Jogi személy szerzddéses partnerek adatai



Kezelt adatok kore:

* Az adott cég képviseletében eljard természetes személy neve, beosztasa

e  Névjegykartya informécio6 (ha rendelkezésre 4ll)

. Kapcsolattarté elérhetdségei (név, e-mail, telefonszdm, beosztds)
Adatkezelés célja:

*  Szerzddéses viszony létrehozdsa és teljesitése

e  Folyamatos kapcsolattartds fenntartasa
Jogalap:

. Szerzbdéses kotelezettség teljesitése — UK GDPR 6(1)(b)

. Jogos érdek a kapcsolat folyamatos biztositasa céljabol — UK GDPR 6(1)(f)
Adatok forrasa:

*  Kozvetleniil az érintettdl, vagy jogi személy partnertdl

Beérkezo és kimeno levelezés, dokumentumkezelés

1. A szerzodéses dokumentumok adatmegorzési ideje

A szerz6dés teljesitésének igazoldsdhoz, illetve a megdllapodds tartalmédnak bizonyitdsdhoz
sziikséges személyes adatokat az adatkezel6 a jogviszony megsziinését kovetden legfeljebb 5 évig
kezeli, 6sszhangban a polgéri jog szerinti dltaldnos eléviilési idével. Az olyan dokumentumok
esetében, amelyek szamviteli bizonylatnak mindsiilnek (pl. szdmldk), az adatkezelés id6tartama az
adott bizonylat kiallitasanak évét kovetd 8 év a UK Companies Act 2006 és a UK
GAAPelo6irasainak megfelelden.

Amennyiben a szerz6dés megsziinését kovetden az adatkezelés jogalapja mar nem 4ll fenn (pl. a
képviseleti vagy kapcsolattartdi min6ség megsziinik), az adatokat haladéktalanul t6rolni kell.

2. Készpénzes teljesités és iigyfél-azonositas

A Spirit Service Ltd. nem fogad el 3,000,000 HUF-nak megfelel6 0sszeg feletti készpénzes
teljesitést, kizdrdlag banki utalds ttjan torténd fizetést. Ennek kovetkeztében az Anti-Money
Laundering (AML) kotelezettségek — ideértve a Pmt. (Hungarian Act LIIT of 2017) szerinti
tigyfélazonositast — a jelen gyakorlat alapjan rendszerint nem alkalmazandok. Amennyiben mégis
felmertil ilyen igény, a Téarsasdg kiilon, részletes tajékoztatast nyujt az érintett szamdra az azonositds

koriilményeirdl.
3. Beérkezo megkeresések kezelése

A hello@absolutetantra.com e-mailre érkez6 kérdések, megkeresések feldolgozasa az erre kijelolt
munkatdrs hatdskorébe tartozik. A beérkezd megkeresések a szervezet megfeleld részlegeihez



keriilnek tovédbbitasra. Ennek sordn az adott megkeresésben szerepl6 személyes adatok kezelése
sziikségessé valhat.

Az elektronikus uton érkezd megkeresések egyedi szabdlyozds alapjan archivaldsra keriilnek,
digitdlisan tarolva, valamint nyomtatott formaban is iktatva. Az e-mail fiokokban beérkezd levelek
manudlis szlirést kovetden, a feldolgozas utan torlésre keriilnek.

Jogalap:

*  Jogos érdek a vdllalat hatékony és szabalyszer(i miikodéséhez fliz6d6 érdeken alapulva —
UK GDPR Article 6(1)(f)

*  Amennyiben a megkeresés meglévd szerzddéshez kapcsolddik, az adatkezelés jogalapja a
szerz6dés teljesitése — UK GDPR Article 6(1)(b)

Forras:

* Az /érintett (a megkeresést kiild6 személy)

4. Kimen6 postai kiildemények (feladovevények és tértivevények)

A tarsasag altal kikiildott levelek és csomagok postai feladovevényei, valamint a tértivevények a
kiildemény visszaérkezését kovetéen archivalasra keriilnek, egyiitt az adott levél példanyéval. A
nyilvantartéds célja a postai feladds és kézbesités igazoldsa.

Kezelt adatok:
e Cimzéshez kapcsolddé személyes adatok
Cél:

e  Apostai kiildemények dokumentélt kezelése, a feladds és kézbesités igazolasa

Jogalap:
*  Jogos érdek az adatkezel6 oldaldn, a levelezés hiteles igazoldsdra — UK GDPR Article 6(1)
®
Forras:

e Az adatkezel6 postazasi nyilvantartdsi rendszere

Zaro rendelkezések és kiegészit6é informaciok

A beérkez6 megkeresések tartalmatol és targyatdl fliggben azokat a jelen Adatkezelési
Téjékoztatoban meghatirozott megdrzési id6 szerint taroljuk.

A kimend levelezéshez kapcsolddé feladévevények és tértivevények minden esetben az adott
kiildeményhez kapcsolva, az arra vonatkozé megdrzési idoszaknak megfelelden keriilnek
archivélasra.



Egyéb, nem részletezett adatkezelések

Az Adatkezel6 a jelen Adatkezelési Tajékoztatoban kiilon nem részletezett adatkezelési miiveleteket
is végezhet. Ilyen esetekben az adatkezelés megkezdése elott az érintett mindig vildgos €s atlathatd
tajékoztatast kap. Ezek az adatkezelések is a jelen Tajékoztato hatalya ala tartoznak.

Feliigyeleti Hatosag — Elérhet6ségek

Név: Information Commissioner's Office (ICO)

Székhely: Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 5AF, United Kingdom
Telefon: +44 (0)303 123 1113

Weboldal: https://ico.org.uk

Online panaszbejelentés: https://ico.org.uk/make-a-complaint/

Jelen Adatkezelési Tdjékoztaté 2025. majus 20. napjatol érvényes, és hatdlyban marad
visszavondsdig vagy moédositasdig.

Az Adatkezel6 fenntartja a jogot, hogy a Tdjékoztatét barmikor egyoldalian médositsa.

Ha a dokumentummal kapcsolatban barmilyen kérdésed vagy értelmezési bizonytalansdgod meriil
fel, kérjiik, irj nekiink a kdovetkez6 e-mail cimre: hello@absolutetantra.com.


https://ico.org.uk/
https://ico.org.uk/make-a-complaint/

