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Common Technical FAQ’s

Here is a list of common backup problems that can be resolved or investigated. Please note some
errors are windows related not software related.

For further assistance on any errors please email — support@backupeverything.co.uk

1) Missed Backups

2) Index Error

3) VSS

4) Access Denied / File doesn’t exist

5) Find running/stopped files (during a crash)

6) How to delete unwanted backed files / folders

7) Failed to flush buffer error

8) Backup Reminder when shutting down PC

9) Data Integrity Check

10) Javax.crypto.BadPaddingException

11) How to End the bJW.exe Process

12) Invalid volume G:\ (Shadow Copy creation is assumed)
13) Deleting data in retention to free space

14) Unable to backup file, size incorrect (Expected=XXXX Retrieved=XXXXX)
15) How to change the temp location

16) How to add a filter to your backup set


mailto:support@backupeverything.co.uk
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1) Missed Backups

If your backup has completed with errors, missed, or just failed to run at all, then checking the debug
log on the machine could provide some answers as to what is the cause of the issues. To find this file,
you will first need to locate the .obm (PRO) or .acb (LITE) folder on the machine. Before this however
please check the machine is on at the time of the scheduled backups and not shutdown or asleep,
this could be another reason for missed backups.

First, here is how you find the .obm/.acb folder:

Open up Windows Explorer, and click into the C drive.

Next, click in to the users folder

Now you will need to know which user profile the software was installed with

Once inside the user profile, you will see the .ach or .obm folders

You will now need to get to the location of the debug log. Once inside the relevant folder, you
will see a folder called log. Open this, and then click a sub-folder called 'Scheduler’

The debug log file will be inside of this folder. You can then open it and find what the error
could be.
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2) Index Error

Sometimes there could be an index error with the backups, to resolve carry out the following steps
below however please ensure the software is closed first before doing.

1. Browse to Program Files
2. Click on the Program Folder where it says XXX Cloud Backup
3. Right click on cb.opt & select edit

4. Please add true at the end of "com.ahsay.cloudbacko.core.bset.file.RemoteBDB.forceRebuild="

# Force to rebuild file database (BDB) on serwver
com.ahsay. cloudbacko. core.bset.file.RemoteBOB. forceRebuild=

5. Save & close

6. Then run a manual backup

7. Please remember to remove the "true" within cb.opt after the rebuild has finished
8. Save & close

9. Then restart the XXX Cloud Backup service again

3) VSS Errors

In any reports if you see VSS errors then these are client side (OS problem), you will need to resolve
these before an Exchange backup will work.
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From cmd, type vssadmin list writers and it will show the failed writer. Once you fix this, the backups
will work.

The backup client uses the MS VSS writers to backup. Same would happen if you try and use
Microsoft backup to backup the Exchange, it would fail. A reboot may resolve this, but if the problem
comes back, you will need to investigate further.

4) Access Denied / File Doesn’t Exist

Some files that are set for backup may not give permissions for the software to back it up, please
ensure that this is enabled for the backups to run.

Similarly if a file has changed location and you see “file doesn’t exist”, this means the file has been
moved and the software is still trying to read it from the source, you can either delete this path from
the backup set if it is not needed for backup anymore or modify the path.

5) How to Find Running/Stopped Files in the Event of a Crash

If the backup client freezes or crashes, and you are unable to close it, then you may need to delete
the running/stopped files created by the backup.

You will need to go to the user folder that the client was installed on. In the picture below, we are
using the Admin logon. Once there, you will need to open either the .obm folder or the .acbh folder.
This all depends on whether you have the PRO (.OBM) or LITE (.ACB) client installed. Once inside
this folder, open the ipc folder, then BackupSet folder. In here will be all backup sets currently
created. They will not be named, so you will need to find the correct folder. In here will be either the
running or stopped files, depending on whether the backup is running or has been forced to stop.

An example of this is below:
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6) How to delete unwanted backed files / folders

First you need to modify the backup set so it doesn't backup the file/folder again.
1. Login to the backup client

2. Click On Backup Sets

3. Select the backup set you wish to modify

4. Click Source, then either modify the selected tick boxes for Desktop, Documents Favourites etc, or
click on "l would like to choose the files to backup"

5. Here you can modify your backup selection. Simply navigate to the files / folders you wish to select
or deselect, then once finished, click OK

6. Then click Save.

All done, you have now modified your backup selection.

Then to remove the data:

1. Log into the backup client
2. Click on utilities

3. Select Delete Backup Data

4. Now select the backup set you want to delete files from, the destination and select Choose from
ALL files

5. Navigate to the files / folders you want to remove from your backup location and when ready click
delete.

NOTE:-This will immmediately delete files from our cloud

6. Once deleted, you will see a message stating files deleted successfully. Click close to take you
back to the home screen

7) Failed to flush buffer error
Open file explorer and navigate to the following location - C:\ProgramFiles\XXXBusinessCloudBackup

This location will have a afc.opt file, open this in notepad and add the following to the end of the
document:

com.ahsay.afc.bfs.cloud.ChunkedOutputStream.retry=20
com.ahsay.afc.io.ReadAheadlnputStream.timeout=300
com.ahsay.afc.bfs.cloud.ChunkedOutputStream.upperSleepLimit=5

Ensure you then save this document. Once saved please login to the client and run the backup again.
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8) Backup reminder when shutting down PC

To enable or disable this, please follow the below instructions.

1. Login to your backup client

2. Click on backup sets

3. Select the backup set to make changes to (you may have more than one).
4. Click on "Show advanced settings"

5. Now click on Reminder

6. Slide the ruler on or off to enable or disable this option.

7. Click save.

9) Data Integrity Check

Goto the dashboard of the customer account, then Utilities (bottom right box) and run the data integrity
check, make sure the CRC box is unticked. Just click Yes, once done.

10) Javax.crypto.BadPaddingException

If when opening the backup client you receive the below message, try deleting the config folder
called.obm for the PRO Client or .acb for the LITE Client.

o - e W -
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The folder can be found in c:\users\userprofile\

The folder contains user information and the encrypted encryption key. After deleting the folder, when
you reopen the backup client, you will be prompted for your username and password then once
logged in, you may also be prompted for your encryption key(s).
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11) How to End the bJW.exe Process

If a backup is stuck running, or even the backup client itself has crashed, you may need to end the
executable that will be running in the background so that you can stop both running. This executable is
called bJW.exe. By ending this, it will stop the back up/force the client closed, which in turn will allow
you to reopen the software and perform the original task.

Here is how to perform this fix:

1. Either right-click the taskbar and press Task Manager, or press Ctrl+Alt+Del and open Task Manager
from here.

2. Find the running bJW.exe process, highlight it, and press end task. Below is an idea of what it should
look like.

15 Task Manage — O X
File Options View

Processes Performance App history Start-up  Users Details  Services

Name - PID Status Username CPU  Memory (p... Description ()
[#=] AppleMobileDeviceS... 3932 Running SYSTEM 00 1,740 K MobileDeviceService
armsve.exe 2144 Running SYSTEM o0 1128 K  Adobe Acrobat Update ...
[35] audiodg.exe 4508 Running LOCAL SE... 00 4208 K Windows Audic Device ...
[#5 backgroundTaskHos... 3216 Suspended Admin 00 10,364 K Background Task Host
| £/ bJW.exe 10024  Running Admin o0 169,728 K Java(TM) Platform SE bi... I
[8=] chpsXfd.exe 8756 Running SYSTEM 00 63,916 K cbpsXfd.exe

v ccSveHst.exe 4176 Running SYSTEM 00 36,620 K  Symantec Service Frame..,

¥ ccSveHst.exe 1244 Running Admin 00 1,068 K Symantec Service Frame...
5] csrss.exe 852 Running SYSTEM 00 944K Client Server Runtime Pr...
[®5] csrss.exe 13732 Running S¥STEM 00 1,668 K Client Server Runtime Pr...
ctfmon.exe 11556 Running Admin 00 2,676 K CTF Loader
[®=] dasHost.exe 4580 Running LOCAL SE... 00 4468 K Device Association Fra...
[55] dithost.exe 9180 Running SYSTEM 00 1,268 K COM Surrogate
[5=] dilhost.exe 6840 Running Admin 00 1,724 K COM Surrogate
[®5 dilhost.exe 7552 Running Adrmin 00 2268 K COM Surrogate
[55] dwm.exe 3232 Running DWM-12 00 74,836 K  Desktoep Window Mana...

‘= explorer.exe 2916 Running Admin 00 33,608 K Windows Explorer
[55fontdrvhost.exe 1156 Running UMFD-0 00 424K Usermode Font Driver H...
[5=] fontdrehost. exe 7448 Running UMFD-12 00 8,196 K Usermode Font Driver H...
[m]igfxCUIService. exe 2088 Running SYSTEM 00 1,528 K igfxCUlService Module
[5]igfxEM.exe 5004 Running Adrmin 00 2,816 K igfixEM Module
[5=] igfxHK. exe 13712 Running Admin 00 1,972 K igfxHK Module
FEinfyTrau eve 12604 Runnina Arlemin on JARRK  imfyTrau eve b
() Fewer details

Once it has ended, you should then be able to reopen the client without issue and perform any tasks
needed.
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If you get this warning within your backup set: "Invalid volume G:\ (Shadow Copy creation is
assumed)" (could be a different drive letter) please follow these steps to fix.

First make sure you are on our most current client so post 7.15.4.41

Go to this location C":\Program Files\XXXX*\ch.opt and open the file in notepad. ("could be a different

drive letter)

XXX would be your branded name of the client or BackupEverythingPRO, but look for the cb.opt file

File Edit Format ‘iew Help

4 cb.opt - Motepad

# Print out default values of new backup set to a XML file
# Location: [WORKING_DIR]\DefaultBkupsetProfile.xml
com.ahsay.obc.core.action.GetUserPolicyCmd. debug=

# Print out debug messages for restore/decrypt
# Location: [WORKING_DIR]‘\DownloadFileSetTree.log
com.ahsay.cloudbacko.core.rset. file.DownloadFileSetTree. debug=

# Print out the decrypt list from OBS to restore to a XML file
# Location: [RESTORE_DESTINATION]\DownloadFileSetTree [RESTORE_JOB_ID].xml
com.ahsay.cloudbacko.core.rset.file.DownloadFileSetTree. SaveXil=

# Print out backup related information, e.g.:

# - the processing file paths,

# - recursion level,

# - add to New/Delete File paths,

# - debug messages when checking Mowe Files and generating deltas
com.ahsay.cloudbacko. core.bset . hotUpload. debug=

# Print out the listing root path and child path during backup
com.ahsay.cloudbacke.core.bset.hotUpload.Miniltil_Backup.debug=

# Set the temporary directory for restore without modifying BackupSet's Settings
com.ahsay.cloudbacko.core.profile.Restoreset . DEBUG_EMFORCE_TEMPDIR=

# Set max. retry to 1 min. for sending request to serwver, default is 6 hrs.
com.ahsay.obc.core.rpc.SendRequestHandler. debug=

# Print out restoring paths during restore
com.ahsay.cloudbacko.core.rset.file.debug=

# Print out debug messages when restoring symbolic links
com.ahsay.cloudbacko.core.rset.file.RestoreSymlinkOnFilesystemTask. debug=

# Force to rebuild file database (BDB) on server
com.ahsay.cloudbacko.core.bset.file.RemoteBDB. forceRebuild=

# Save the file list downloaded from serwver to a XML file,
# only available when rebuilding corrupted file database (BDB)

com.ahsay.cloudbacko.core.bset.file.RemoteBDB. SaveXMlL=

# Set option to YES for confirm consoles
com.ahsay.cloudbacko.ui.ConfirmConsole. DEBUG_ENFORCE_2 YES_TO_ALL=

# Set option to true for disabling adding all wolumes to shadow copy set
com.ahsay.obx.core.backup.file.ShadowCopy.disableAddAllVolumes=

# Location: [BACKUP_SET_TEMP_DIR]\BackupSet\[BACKUP_SET_ID]\RemoteBDB_[BACKUP_JOB ID].xml

Then modify the last line...”com.ahsay.obx.core.backup.file.ShadowCopy.disableAddAllVolumes=" &

put "true" after the equals.

Save the file.

Run a backup & it will be successful.
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13) Deleting data in retention to free space

If you dont need retention data then please go to "Utilities" on the software dashboard. You will then
see delete the backed up data option. If you click on the backup set & select all files you will see
everything. The greyed out files will be in retention.

14) Unable to backup file, size incorrect (Expected=XXXX Retrieved=XXXXX)
If you receive the following error:

"XXXXX" size incorrect (Expected=XXXX Retrieved=XXXXX), Unable to backup file

This is due to a VSS error within Windows. The file size has changed during the backup process,
therefore the software cant upload the file. Check to see whether the backup runs at the next
schedule or during a manual backup if it is run before the schedule. Checking the Windows Event
logs may also offer some more insight into this.

15) How to change the temp location

Sometimes you may need to change the temp location used for the cloud backup service, usually
because of lack of space, or not enough rights to the current location.

To do this, please follow these instructions.

1. Login to your backup account

2. Click on Backup Sets

3. Select the required backup set
4. Click on Show Advanced Options

General

Source
Backup Schedule
Continuous Backup

Destination

Show advanced settings
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5. Click Others and then on the top right click Change on the temporary directory and browse to a
location that the logged in account has full access to. Alternatively you may want to create a new
folder.

Backup Everything Pro = o X
~
E Desktop Temporary Directory
Temporary directory for storing backup files
General C:\Users\HP-Spectre\temp
310.46GB free out of total 461.77GB space in C:
Source || Remove temporary files after backup
Backup Schedule
Follow Link
Continuous Backup Follow link of the backup files
At on . |
Destination
In-File Delta Volume Shadow Copy
Retention Pohcy Enable Windows' Volume Shadow Copy for open file backup
on |
Command Line Tool
) File Permissions
Reminder
Backup files' permissions
Bandwidth Control off | .
Others OpenDirect
Hide advanced settings v

Support of opening backup data directly without restoration

Delete this backup set -

6. Click Save, the temp location used for backups have now been changed.

16) How to add a filter to your backup set

Adding filters will allow you to deselect certain items from your backup, first Login to the client and
select "backup sets".

Backup Sets Report

1 /#

Restore Settings Utilities

Select the backup set you want to add a filter to and navigate to "source"
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General

Backup Schedule
Continuous Backup

Destination

Turn "filter" to on and press "+ add new filter". From here you will be able to name your filter and edit
the filter to do what you wish.

Filter

Apply filters to the backup source

on

Existing filters >
. Add new filter

The blank filter form looks like this

New Backup Filter

Name

| Filter-1

For each of the matched files/folders under top directory
(@) Include them
() Exclude them

[ Exclude all unmatched files/folders

Match file/folder names by

(@) simple comparison | ends with  w

D Regular expression (UNIX-style)

Existing patterns to match

| X
Add

Apply this filter to all files/folders in
(®) All hard disk drives
() This folder anly

(]
J
=1}
3
[x)=]
[}

Apply to
File | | Folder
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Here is a filter we have created so that .mp3 files are excluded from the backup, If your backup is for
certain files it is best to put the location in the "Apply this filter to all files/folders in" and select "this
folder only" - else the software will scan all the folders. Press "ok" and "cancel” - If you don't want to
add anything else to the filter.

New Backup Filter

Name
.mp3 filter
For each of the matched files/folders under top directory

Include them
@ Exclude them

Include all unmatched files/folders

Match file/folder names by
® Simple comparison | ends with  w#

Regular expression (UNIX-style)

Existing patterns to match

mp3
Add

Apply this filter to all files/folders in
All hard disk drives
®) This folder only

C\Users\rosey\Documents\Misc Change

Apply to
| File |« Folder

Press "save" and exit.



