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Abstract 
 
This whitepaper outlines the XRDNA Network and its novel concept of an Elastic Vector 
Address and XYZTP Registry. Similar to ICANN – a not-for-profit partnership formed in 1998 - in 
its pivotal role for Internet infrastructure, XRDNA will aim to facilitate a neutral and decentralized 
registry for spatial computing. As we witness the rapid evolution of Web3, augmented reality, 
and virtual reality, collectively known as Extended Reality and hereafter referred to as “XR”, the 
demand for interoperability among these diverse environments becomes increasingly pressing.​
 
Similar to ICANN's coordination of the Internet’s logistical infrastructure, XRDNA aims to be the 
layer zero for spatial computation, the ultimate arbiter of truth or state. It will be designed to 
orchestrate a decentralized registry system, fostering connectivity and interoperability. Drawing 
inspiration from how ICANN ensures the Internet's security, stability, and integrity, XRDNA 
(which stands for Extended Reality Decentralized Network Addressing) aims to create a neutral, 
unified and accessible digital realm, facilitating seamless integration across platforms and 
technologies within the spatial computing domain. 
 
Establishing a Registry for Spatial Addressing 
 
Drawing parallels with ICANN's role in internet domain management, this whitepaper describes 
the design decisions, and technology infrastructure, required in order to implement  a neutral, 
decentralized registry for spatial addresses. It outlines a proposed governance structure, 
operational mechanisms, and legal framework necessary to establish and maintain such a 
registry, ensuring equitable access and efficient management of spatial addresses which will 
serve to increase innovation, economic opportunity, creativity and freedom. 

Introduction 
What is spatial computing?  
 
During Apple’s WWDC June 2023 keynote, Apple CEO Tim Cook said spatial computing, 
“seamlessly blends digital content with the physical world while allowing users to stay present 
and connected to others.” The advent of spatial computing has ushered in a new era of digital 
interaction, with XR emerging as a complex, multifaceted universe that transcends traditional 
boundaries. However, this rapid expansion has highlighted critical interoperability challenges, 
particularly in integrating web2 and web3 platforms. This whitepaper introduces Elastic Vector 
Addressing as a pioneering solution, designed to create a cohesive infrastructure that enables 
fluid movement and interaction across various digital environments and platforms. 
 
 
As XR evolves, the integration of spatial computing with blockchain technology presents a 
unique opportunity to address the limitations of current digital interaction systems. The Elastic 
Vector Addressing system, through its innovative use of blockchain, aims to provide a universal, 
interoperable framework that facilitates seamless navigation and asset management across 
various digital realms. From creating immersive virtual environments to seamlessly transferring 
digital assets across platforms, the XRDNA Network serves as the cornerstone for unleashing 
the full potential of spatial computing and blockchain integration, empowering individuals and 
communities to redefine the possibilities of digital interaction and collaboration. 
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Background and Current State 
The evolution of internet addressing from static IP addresses to more dynamic and complex 
systems underscores the need for advanced solutions in the ever-expanding digital landscape. 
XR, with its blend of augmented reality (AR), virtual reality (VR), and web3 experiences, 
requires a new paradigm of addressing to facilitate seamless interoperability. The concept draws 
inspiration from the governance model of ICANN, proposing a similar regulatory framework for 
spatial computing addresses, but re-imaging its design and governance to reflect the values of 
blockchain networks, decentralized systems and web3. 
 
The transition from traditional web2 to decentralized web3 platforms underscores the need for a 
more dynamic and flexible addressing system. Current methodologies, primarily centralized and 
lacking in interoperability, fall short in meeting the demands of the burgeoning XR. Introducing 
blockchain technology, starting with EVM-compatible chains and building towards multi-chain 
infrastructure, offers a promising foundation for developing a decentralized registry for Elastic 
Vector Addressing, capable of overcoming these challenges. 

Elastic Vector Addressing 
Elastic Vector Addressing, is a sophisticated system that extends beyond traditional XYZ 
coordinates to pinpoint any location in a three dimensional environment, by also incorporating 
time (T) and planar dimensions (P) to accommodate the dynamic nature of spatial computing. 
Each Elastic Vector Address has a unique XYZTP address which is stored in the XRDNA 
Network.  

Blockchain Network 

 
The advent of the Elastic Vector Address marks a pivotal evolution in the digital domain, 
particularly in bridging the gap between web2 and web3 platforms, which fundamentally differ in 
their architecture and operational paradigms. While web2 functions on centralized internet 
services and platforms, web3 champions decentralization driven by blockchain technology. This 
fundamental shift toward decentralization profoundly influences UI/UX for AR, VR, and web3 
interfaces, with the end goal being seamless communication channels and shared experiences 
across digital silos. 

Enhanced Interoperability 
 
Unified Addressing Framework  
 
The Elastic Vector Addressing network offers a standardized framework for identifying and 
interacting with digital assets and locations across the diverse landscapes of web2 and web3, 
while also being interactive with real world locations and experiences. This unified approach 
eliminates the barriers posed by the disparate addressing systems currently in use, facilitating 
smoother transitions and interactions between different platforms and services. 
 
A unified spatial addressing system breaks down barriers between disparate digital 
environments and platforms, fostering a level of interoperability previously unattainable. This 
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seamless integration facilitates fluid movement and interaction across XR applications and the 
physical world, creating a cohesive and immersive experience for users. For the spatial 
computing industry, this means the ability to build more complex, interconnected applications 
that can operate across various ecosystems without the need for custom bridging solutions. 
 
Cross-Platform Asset Portability 
 
The system will enable digital assets to be easily transferred between and across web2 and 
web3 environments. Whether  digital collectibles, currencies, or user identities, Elastic Vector 
Addresses will ensure that these assets retain their context and value, enhancing the user's 
digital continuity and experience. The XRDNA Network will allow versatility and interoperability 
across gaming platforms, social networks, search engines and any other user centric 
ecosystems.  
 
Decentralization and User Empowerment 
 
User Sovereignty  
 
Web3 is about achieving user empowerment and data sovereignty, principles further reinforced 
by Elastic Vector Addresses. By giving users control over their digital presence and assets 
across platforms, the system underpins Web3's decentralized ethos, ensuring users can 
navigate the digital space with control over their data and assets. 
 
Enhanced Data Privacy  
 
The vector addressing system can incorporate privacy-preserving mechanisms that protect user 
data, even as it traverses the centralized infrastructures of web2. This is particularly significant 
in the context of web3's focus on user privacy and security. 
 
Context-Aware Services 
 
The inclusion of spatial (XYZ), temporal (T), and planar (P) dimensions allows for the creation of 
highly context-aware applications and services. This capability can lead to innovative 
experiences in advertising, gaming, social networking, among others, tailored to the user's 
specific context and environment. 
 
The system revolutionizes how we navigate and discover digital and physical spaces. In virtual 
environments, users can effortlessly locate and teleport to destinations, transcending the 
navigational constraints of individual platforms. In the physical world, augmented by AR, precise 
spatial addressing can overlay rich, context-aware digital information directly onto real-world 
locations, transforming how we interact with our surroundings. This enhanced navigational 
capability opens up new possibilities for advertising location-based services, gaming, education, 
and social interactions. 
 
Augmented and Virtual Reality Integration 
 
The multidimensional capabilities of Elastic Vector Address positions it as the ideal foundation 
for XR applications, facilitating the seamless integration of real-world and virtual environments. 
By bridging the realms of the physical and digital XRDNA benefits both web2 platforms seeking 
to enhance user experiences with immersive elements and native web3 environments centered 
around virtual realities. All while making web2 and web3 platforms seamlessly interoperable. 
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A unified spatial addressing system can make digital spaces more accessible and inclusive, 
removing navigation complexities and enabling users of all abilities to engage with digital 
content more freely. This inclusivity is crucial for building a digital world that reflects the diversity 
and richness of the global community, ensuring that the benefits of spatial computing are widely 
shared. 
 
The transformative impact of a unified spatial addressing system extends far beyond the spatial 
computing industry, touching every aspect of how we interact with digital and physical spaces. 
By fostering interoperability, enhancing navigation, empowering economic activities, advancing 
smart environments, and promoting innovation, this system lays the groundwork for a future 
where the boundaries between the digital and physical realms are seamlessly blended. As we 
move forward, the continued development and adoption of such a system will be pivotal in 
realizing the full potential of spatial computing and shaping the future of our digital experiences. 
 
IoT​
 
In the realm of smart environments and the Internet of Things (IoT), a unified spatial addressing 
system enables more sophisticated and responsive interactions between devices and their 
surroundings. Devices can understand their location and context with unprecedented precision, 
allowing for more intuitive, efficient, and personalized responses to user needs. This could 
significantly advance smart home technologies, urban planning, and environmental monitoring, 
leading to more sustainable and intelligent living spaces. All while existing within a decentralized 
registry.  
 
Scalability and Future Growth 
 
Foundation for the Spatial Web 
 
As we move from concept towards the adoption of the spatial web, where digital and physical 
spaces converge, Elastic Vector Address provides the essential infrastructure needed to 
navigate this integrated landscape. It provides a scalable and flexible system capable of 
supporting the complex interactions and vast number of entities that will populate the future 
internet. 
 
By providing a foundational layer for asset identification and management, a unified spatial 
addressing system empowers the burgeoning XR economy. Digital assets, from virtual real 
estate to collectibles, can be uniquely identified, traded, and ported across platforms with 
verifiable provenance and ownership. This not only enriches the user experience but also 
establishes a robust economic framework that encourages investment, innovation, and growth 
within virtual environments. 
 
Catalyst for Innovation 
 
With a robust and interoperable addressing system in place, developers and creators are 
empowered to innovate without the constraints of platform-specific limitations. This open 
environment is conducive to the development of new types of applications, services, and 
business models that can thrive across web2 and web3 for a more interconnected, user-centric, 
and innovative experience that will define the next era of the internet. 
 
The system provides a canvas for developers, creators, and innovators to reimagine the digital 
landscape. With standardized spatial addressing, the barriers to creating cross-platform 
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experiences and assets are significantly lowered, encouraging creativity and experimentation. 
This could lead to the emergence of new advertising mediums, game genres, novel social 
platforms, and groundbreaking educational tools that leverage the full potential of spatial 
computing. 

XRDNA Network 

 
The XRDNA Network, aimed at allowing XR platforms to access and share specific information 
about entities entering and leaving their worlds and experiences. The protocol defines the roles 
of ecosystem participants and how they can interoperate in a trustless environment. The 
protocol also underpins novel concepts for Avatar metadata and asset management. 
 
Integrating a decentralized spatial addressing registry with blockchain and decentralized 
platforms involves creating a seamless interface that leverages the strengths of both centralized 
and decentralized systems. This hybrid approach can ensure centralized services' levels of 
scalability and reliability while embracing decentralized platforms' transparency, security, and 
user empowerment.  
 
This section explores the technical underpinnings of Elastic Vector Addressing, emphasizing its 
potential to revolutionize the way digital spaces are navigated and interacted with. 

Key Definitions 
 

Name Description 

Elastic Vector Address Spatial address defined by XYZ coordinates including Time (T) and Plane (P) to 
form XYZTP 

Registrars Platforms or companies that have authority to register worlds.  

Worlds A World represents a metaverse operator that registers via Registrars. Each 
world has a unique spatial address.  

Companies Organizations that want to offer virtual Experiences in one or more Worlds. 

Experiences An engagement of some kind for an Avatar within a World. 

Avatars A virtual representation of a User that is a smart contract that can hold Assets 
and access Experiences.  

Assets Synthetic representations of actual tokens on other chains.  

Users Machines or humans that control Avatars. They may or may not have web3 
assets and wallets 

PRIME Absolute center vector address 0,0,0,0,0 

Time (T) Temporal variable that can be used to track changes in historical spatial data, a 
timeframe of information or services on the blockchain network, or a specific 
point in time.  

Plane (P) Dimensional variable that can be used to show variances in spatial Worlds, 
Experiences and Avatars  

Core (Sphere) Earth based operating container with a pre-set volume and total number of 
vector addresses.  
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Origins (Sphere) Operating container that holds all Worlds, Companies and Experiences. 

Social (Sphere) Operating container holding the address registry for Users. 

Expanse (Sphere) Overflow operating container for additional addresses once the initial Core, 
Origins and/or Social containers are at capacity.  

null Empty space beyond Expanse.  

Immersive Corollary Library (ICL) Interoperable library to share and convert assets across Worlds, Companies, 
Experiences, SoIs and Avatars.  

XR Extended Reality 

MR Mixed Reality 

AR Augmented Reality 

VR Virtual Reality 

 

Interoperability Challenges and Vector Addressing Solutions 
Interoperability remains a significant hurdle for technology companies, limiting the potential for 
cross-platform interaction and user engagement. Vector Addressing offers a unified framework 
that enables diverse platforms to communicate and interact seamlessly. This section presents 
practical examples and theoretical models to illustrate the impact of Vector Addressing on the 
industry. 

Real World Location Addressing 
 
One of the areas of interoperability for the spatial web will entail linking real world location to 
virtual worlds and experiences. The concept of “portaling” from one platform to another has 
been gaining momentum across the web2 and web3 space, but an Elastic Vector Address can 
enable geosynchronous bridging by linking real world locations (latitude and longitude, cartesian 
coordinates and basic map addressing) to a spatial address.  

Impacts and Benefits for Gaming Platforms 
 
Seamless Cross-Platform Gameplay 
 
As demand for more interconnected gaming experiences increases, the XYZTP Registry 
enables players to seamlessly navigate between different digital environments. Achieving a 
more fluid gameplay across a diverse range of virtual worlds. 
 
Enhanced Multiplayer Experiences 
 
Precise spatial addressing allows for more cohesive and synchronized gameplay, enhancing 
cooperative and competitive elements in MMO games. 
 
Asset Portability and Monetization 
 
Transferring in-game assets, such as skins, weapons, and virtual real estate, across various 
platforms becomes easier and instant. This enriches the gaming experience and opens up new 
possibilities for asset monetization, as items can retain value and utility across multiple games. 
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Advanced Game Mechanics 
 
Game developers can create more intricate and responsive game worlds with environmental 
changes, player interactions, and narrative elements that dynamically adapt based on precise 
location data. 

Impacts and Benefits for Technology Companies 
 
Augmented and Virtual Reality Innovations 
 
The XYZTP Registry provides a critical infrastructure layer for seamlessly blending physical and 
virtual spaces for companies specializing in XR (AR, MR and VR, and web3). This creates 
immersive and contextually aware XR experiences, pushing the boundaries of current 
applications and opening up new use cases. 
 
Data Analytics and User Insights 
 
Detailed spatial addressing allows companies to gather granular data on user movements and 
interactions within virtual spaces to enhance user experiences, tailor content, and develop 
targeted marketing strategies. 
 
Improved Security and Privacy 
 
The registry's infrastructure can incorporate advanced security protocols to protect user data 
and transactions. For technology companies, this means the ability to offer secure and 
trustworthy virtual environments, which is crucial for user adoption and retention. 
 
Location-Based Services Enhancement 
 
Technology companies can leverage the registry to enhance location-based services for more 
accurate and dynamic content delivery, advertising, and social interactions based on user 
precise spatial coordinates within virtual environments. 

Impacts and Benefits for Brands and Advertising Agencies 
 
The introduction of a unified spatial addressing system within the realm of spatial computing 
offers numerous impacts and benefits for brands and advertising agencies. These entities can 
leverage the enhanced capabilities of this network to innovate in their marketing strategies, 
personalize consumer interactions, and ultimately drive deeper engagement and loyalty. Here 
are some key impacts and benefits: 
 
Enhanced Targeting and Personalization 
 
1. Context-Aware Advertising: Brands can deliver more context-aware advertisements that are 
relevant to the user's exact virtual or physical location. This precision targeting allows for 
messages that resonate more deeply based on the user's current environment or activity within 
a spatial computing platform. 
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2. Dynamic Content Delivery: Advertising agencies can utilize the system to dynamically change 
the content based on the location and time, ensuring that the messaging aligns perfectly with 
the user's surroundings and moment. This could be particularly impactful in AR applications, 
where ads could integrate seamlessly into the user's real-world view. 
 
New Venues for Brand Engagement 
 
3. Virtual Real Estate for Brand Experiences: Brands could invest in virtual real estate within 
popular virtual worlds or metaverse platforms, creating immersive brand experiences that users 
can visit. Similar to physical flagship stores, these virtual spaces could serve as venues for 
product launches, interactive experiences, and community-building events. 
 
4. Cross-Platform Campaigns**: With a unified spatial addressing system, brands can create 
advertising campaigns that span multiple platforms yet provide a consistent narrative and user 
experience, enhancing brand recall and impact. 
 
Improved Measurement and Analytics 
 
5. Enhanced Tracking of User Interactions: The precise tracking of user locations and 
movements within virtual spaces can provide brands with rich data on how users interact with 
advertisements and branded content. This data can be used to refine strategies, optimize 
engagement, and improve ROI on advertising spend. 
 
6. Real-Time Feedback and Adaptation: Brands and agencies can receive immediate feedback 
on how their campaigns are performing in different spatial contexts and adjust in real-time, 
improving the effectiveness of their marketing efforts. 
 
Innovations in Advertising Formats 
 
6. Interactive and Gamified Ads: The network facilitates the creation of highly interactive and 
gamified advertisements, which can encourage deeper engagement by involving the user in 
activities that reward them with discounts, virtual goods, or other incentives. 
 
7. Augmented Reality Campaigns: Utilizing AR to overlay digital advertisements onto the 
physical world in a contextually relevant manner can transform traditional advertising methods, 
offering a novel way for brands to engage consumers. 
 
Broader Reach and Inclusivity 
 
8. Global Reach with Localized Experiences: Brands can globally deploy their advertising while 
still tailoring experiences to local languages, cultures, and consumer behaviors, thanks to the 
network’s ability to handle diverse spatial data efficiently. 
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9. Inclusive Advertising Practices: With advanced data on how different demographics navigate 
virtual and augmented spaces, brands can design more inclusive advertising that appeals to a 
broader spectrum of consumers. 
 
Strengthened Brand Loyalty and Community Building 
 
10. **Enhanced Customer Loyalty Programs**: Brands can integrate loyalty programs with 
spatial computing experiences, offering rewards and benefits that can be redeemed in both 
virtual and physical spaces. 
 
11. Community Engagement: By creating engaging virtual spaces and experiences, brands can 
cultivate a sense of community among users, fostering deeper emotional connections and 
loyalty. 

Impacts and Benefits for Social Networks & Communities 
 
Enhanced Connectivity and Interaction 
 
1. Seamless Cross-Platform Socializing: A unified spatial addressing system allows users to 
effortlessly connect across different social platforms and virtual environments. This capability 
significantly enhances network interoperability, making it easier for users to maintain social 
connections and participate in communal activities regardless of their chosen platform. 
 
2. Real-Time, Context-Aware Interactions: With precise spatial addressing, social interactions 
can become more context-aware and responsive to the environment and user's location. This 
would enable more immersive and meaningful engagement, such as virtual meetups that feel 
more realistic and integrated within the user's current virtual surroundings. 
 
Personalization and User Experience 
 
3. Customized Social Spaces: Users and communities can create customized virtual spaces 
that are easily accessible via unique spatial addresses. These spaces can be personalized to 
suit the needs and preferences of different groups, enhancing the sense of belonging and 
community. 
 
4. Dynamic Content and Experience Delivery: Social networks can deliver content and 
experiences that are dynamically tailored not only to the user’s profile but also to their spatial 
context. For example, information or social interactions relevant to a user’s location in a virtual 
world could be enhanced or adjusted in real time. 
 
New Forms of Social Interaction 
 
5. Augmented Reality Integrations: Social interactions can be enriched with AR overlays that 
provide additional context or enhance communication. For example, AR could be used to 
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display user information, mood indicators, or other social cues during interactions, bridging the 
gap between virtual and physical social settings. 
 
6. Virtual Events and Gatherings: The network facilitates the hosting of virtual events that users 
can attend from anywhere in the world, making gatherings like concerts, conferences, and 
social rallies more inclusive and accessible. 
 
Community Engagement and Growth 
 
7. Global Reach with Local Engagement**: Social platforms can leverage the addressing 
system to foster global communities while also enabling localized engagements based on users’ 
real-world or virtual locations. This duality can help cultivate a more diverse and inclusive 
community base. 
 
8. Enhanced Community Governance: With robust spatial addressing, social networks can 
implement more effective governance models that allow community members to participate in 
decision-making processes relevant to their virtual neighborhoods or interest groups. 
 
Safety and Security 
 
9. Controlled Privacy Settings: Users can have greater control over their privacy settings with 
precision addressing, deciding who can discover or interact with them based on spatial 
parameters. This can help in creating safer online environments, especially in contexts where 
location plays a crucial role in user interaction. 
 
10. Emergency Services and Support: In virtual environments, accurate spatial addressing can 
be critical in providing emergency services or support, enabling quick response to users’ needs 
based on their exact location within a virtual world. 
 
Economic Opportunities 
 
11. Monetization of Virtual Real Estate: Communities can monetize virtual real estate by leasing 
or selling spatially addressed locations within popular virtual environments. This could become a 
significant economic activity as the value of virtual spaces grows. 
 
12. Advertising and Marketing Opportunities: Brands can engage with social networks to place 
contextually relevant and spatially targeted advertising, creating new marketing opportunities 
that benefit both advertisers and users by enhancing the relevance of promotional content. 

Constraints 
The network is designed around a set of constraints that ensure the protocol acts as a neutral 
operator across competing Platforms, protects users, and performs well enough to feel 
seamless. The constraints were also created with the ethos and culture of web3 in mind: that 
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participants are owners and share in the success of the protocol overall. The protocol aims to 
strike a balance across three primary categories of constraints. 
 
Anonymity 

●​ A critical part of the protocol is to protect the identity and digital assets owned by actual 
users.  

●​ Cross-avatar associations must be extremely difficult to find.  
●​ Achieving anonymity should also not cause friction often associated with web3 projects, 

such as 12-word seed phrases.​
 

Decentralization 
●​ The protocol must ensure that there is no single point of failure wherever possible.  
●​ It must also ensure that protocol actors cannot fabricate information about Platforms or 

Avatars.  
●​ Ideally complete decentralization would be possible while satisfying anonymity; but 

unfortunately some actors may need to know the identity of an Avatar owner to properly 
protect their identity. 
 

Performance 
●​ The protocol must support as many as 33k updates per second 
●​ It must require < 1GBs bandwidth to achieve update rate 
●​ It must require no more than an average of 15 KB of metadata storage per Avatar (.5TB 

for 35M) 
●​ For verification/blockchain layer, it must support 120M gas consumption per second1 

Data Records 
The protocol centers on a verifiable data store that holds “records” about Avatars and Platforms. 
Records are cryptographically signed by the authority(s) issuing or updating the record. Records 
define the current state of Avatars and Platforms by applying changes to existing metadata 
fields. All of this information can be verified as correct through an underlying blockchain. The 
blockchain stores state hashes for each Avatar and Platform to represent the data held 
off-chain. At any point, the contents of an Avatar’s data records can be confirmed by comparing 
the on-chain state hash to off-chain records in the datastore.. The hash is a Merkle Root of all 
records used to compose the Avatar/Platform’s current state. 

Hybrid Architecture Design 
 
1. Interoperability Layer: Develop an interoperability layer that serves as a bridge between the 
decentralized registry and various blockchain platforms. This layer will translate and route 
requests and data between the two systems, ensuring compatibility and seamless 
communication. 
 
2. Smart Contracts for Decentralized Access: Deploy smart contracts on blockchain 
platforms that interact with the centralized registry. These contracts can manage access control, 
updates, and queries to the registry, ensuring actions are recorded transparently on the 
blockchain. 

1 
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3. API Gateways for Centralized Access: Implement API gateways in the centralized registry 
that provide structured access points for blockchain platforms. These gateways can manage 
authentication, rate limiting, and logging, maintaining the integrity and performance of the 
centralized system. 

Data Synchronization and Integrity 
 
1. Data Anchoring: Periodically anchor snapshots or hashes of the centralized registry's data 
onto a blockchain to ensure tamper-evident records of the registry's state at given points in time. 
This technique enhances trust in the integrity of the centralized system's data. 
 
2. Event Streaming and Monitoring: Utilize event streaming technologies to monitor changes 
in both the centralized registry and blockchain platforms. Events such as address updates or 
asset transfers can trigger synchronization processes or smart contract executions to keep both 
systems aligned. 
 
3. Consensus Mechanisms for Critical Operations: For operations that impact both systems 
significantly, such as the creation of new spatial addresses or changes to critical infrastructure 
components, implement multi-signature or consensus mechanisms that require validation by 
multiple parties across centralized and decentralized platforms. 
 

User Interaction and Privacy 
 
1. Unified User Interfaces: Develop user interfaces that abstract the complexity of interacting 
with both centralized and decentralized components. Users can perform actions through a 
single interface, with the system managing the underlying processes transparently. This will be 
implemented via the protocol's custom security containers known as Spheres of Influence. 
 
2. Privacy-Preserving Techniques: Employ privacy-preserving techniques such as 
zero-knowledge proofs within the blockchain interactions to ensure that user data and sensitive 
operations are obfuscated from public view while still verifiable. 

Elastic Vector Address Architecture and Rules  

Elastic Address Format 
 
X,Y,Z,TP = string (x,y,z,t,p)​
 

-​ X,Y,Z - standard spatial coordinate/vector values 
-​ T (time) - data value for future data variances based on time or temporal variances  
-​ P (plane) - dimensional value which can indicate a variant of a specific platform and/or 

world or  if an address is DYNAMIC or STATIC 
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(P) Plane Values/Rules 
 
The P (plane) dimensional value can define variations in platform context, usage, or dynamics, 
extending the concept of P beyond the basic levels (P0 for static and P1 for dynamic) allows for 
a much richer, multi-layered interaction within digital and physical spaces.: 
 
P0 - Static World, Experience and User Address​
 

-​ The 0-PLANE addresses are all reserved as the initial core for public Worlds and 
Experience, and for future social Worlds associated with a User’s personal vector 
address. 

-​ This address can also be tied to virtual websites/experiences which would route DNS to 
the Elastic Vector Address as a spatial IP address. 

 
P1 - Dynamic World, Experience or User Address 
 

-​ This planar value in the address is at the core of each User’s Sphere of Influence. This 
address follows the user/device wherever they are. 

-​ The P1 address will act as the first dimensional variant for Worlds and Experiences.  
 
Here are some potential use cases and variants for advanced plane values (P2+) within the 
Elastic Vector Addressing network:  
 
P2 - Multi-Dimensional Interaction Plane 
 
- Purpose: This plane could handle interactions that span multiple dimensions of a digital or 
augmented reality environment, such as cross-platform events or synchronized activities across 
different digital worlds. 
- Use Case: For example, a concert happening simultaneously in multiple virtual worlds or a 
promotional event that spans several digital platforms. The P2 address would manage data 
consistency and user experience across these environments. 
 
P3 - Conditional/Contextual Plane 
 
- Purpose: The P3 plane could be designed to manage addresses that change based on 
contextual or environmental conditions. 
- Use Case: In an AR application, a user might see different content based on their geographic 
location or the time of day. A retail app could show different products or offers based on whether 
the user is at home or near a store. 
 
P4 - Interactive Media and Entertainment Plane 
 
- Purpose: This plane could specialize in addresses used for interactive media and 
entertainment, allowing creators to tailor experiences dynamically based on user interaction and 
engagement. 
- Use Case: A gaming platform could use P4 addresses to alter the game environment in 
real-time as players make choices or achieve goals, dynamically changing the storyline or game 
challenges. 
 
P5 - Historical/Archival Plane 
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- Purpose: The P5 plane could manage addresses that relate to historical or archival content, 
allowing users to access different versions of digital content as it existed at various points in 
time. 
- Use Case: Museums or educational platforms could use P5 addresses to show historical 
evolutions of a particular place, artifact, or phenomenon, changing the display based on the 
selected time period. 
 
P6 - Security and Privacy Plane 
 
- Purpose: This plane would manage security and privacy aspects of spatial addresses, 
handling addresses that require higher levels of encryption or anonymity. 
- Use Case: For sensitive virtual meetings or confidential business environments in VR, P6 
addresses could ensure that locations are secured and only accessible to authenticated and 
authorized users. 
 
P7 - Experimental/Test Plane 
 
- Purpose: Used for testing and experimental purposes, this plane would handle addresses that 
are in the developmental phase and not yet ready for public deployment. 
- Use Case: Developers testing new virtual reality applications or user interfaces could use P7 
addresses to isolate the experimental content from the main user environment, preventing 
disruption to the standard user experience. 
 
P8 - Ephemeral/Event-Based Plane 
 
- Purpose: This plane would manage addresses for temporary or event-based environments 
that exist only for a short duration. 
- Use Case: Festivals, temporary exhibitions, or popup events in augmented reality could utilize 
P8 addresses to create and dismantle virtual spaces that only need to exist for the duration of 
the event. 
 
P9 - Educational and Training Plane 
 
- Purpose: Specifically dedicated to educational and training environments, facilitating tailored 
learning experiences that adapt to the needs of students or trainees. 
- Use Case: Virtual classrooms or training simulations could use P9 addresses to adapt the 
learning environment based on the curriculum or specific training goals, integrating interactive 
elements that enhance learning outcomes. 
 
By leveraging these advanced P values, the network can offer nuanced and specific handling of 
various interaction types, making digital and augmented reality spaces more adaptable, secure, 
interactive, and context-aware. This would not only enhance user experiences but also open up 
new possibilities for developers and content creators in shaping the next generation of digital 
interaction. 

Master Volumetric Containers and Addressing Parameters 

The master architecture of this system, or Volumetric Operating Container, describes the 
absolute outermost container, which is a constantly expanding barrier in which all data is 
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visualized. At the absolute center of the volumetric operating container is the Prime Vector, 
which is always represented as an XYZ coordinate with a time (T) and planar (P) signature 
variable: 

(XYZTP) or (0,0,0,0,0) PRIME 

 

This vector is the same on all multi-dimensional timelines. This creates the starting point for a 
distinct volumetric addressing system. Since the operating environment can span across 
multiple visual and computed dimensions, the PRIME XYZT address always stays the same, 
whereas the P (planar) variable can change based on various incarnations of the visualized 
addressing system. 

Elastic Vector Addressing by Container 

To start, the Elastic Vector Addressing network is designed to have a maximum capacity of 
addresses within a specific volumetric container. This initial spherical embodiment is meant to 
support adoption and the visualization of traveling between platforms. The outermost operating 
container, the Expanse, is built to infinitely expand vector addressing once all of the initial 
addressing containers have been filled.  

18 



 

 
Core:  
 
Description: Earth based operating container with the center of the planet set as PRIME 0,0,0 
with the surface range starting from 1.00,1.00,1.00. This “operating container” would be used to 
sync real world locations, whether using polar or cartesian coordinates, and connecting them to 
an Elastic Vector Address. Enabling the ability to bring geolocations into virtual environments, 
as well as opening portals to alternate virtual experiences overlayed within geographic 
locations.   
 
Address Value Range: 1.00,1.00,1.00 - 9.00,9.00,9.00 
 
Origins:  
 
Description: Operating container that holds all Worlds, Companies and Experiences that are 
public. Once the total allocated vector addresses are registered, then additional addresses 
would be registered within the Expanse operating container.  
 
Address Value Range: 10.00,10.00,10.00 - 99.00,99.00,99.00  
 
Total Addresses within Volume: 10,000,000 
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Social:  
 
Description: Operating container holding the address registry for user addresses. These 
addresses will be obfuscated from the public facing registry via an avatar hash to protect 
end-user identity.  
 
Address Value Range: 100.00,100.00,100.00 - 199.00,199.00,199.00  
Total Addresses within Volume: 100,000,000 
 
Expanse:  
 
Description: Operating container holding additional addresses once the initial Core, Origins 
and/or Social containers are at capacity. The Expanse container can be segmented into public 
and private sub-containers if needed for future use cases. The initial address value range will be 
the starting point with 800,0000,0000 addresses, but can expand to an infinite number of 
addresses based on the scale of adoption and capacity. 
 
Initial Address Value Range***: 200.00,200.00,200.00 - 999.00,999.00,999.00  
***This is only the initial value range, and can be infinitely increased.  
 
Total Initial Addresses within Volume: 800,000,000,000 

Privacy: Public vs Private 
In the context of a network utilizing both public and private vector addresses within a unified 
spatial addressing system, it's crucial to establish protocols that differentiate the treatment of 
these addresses while maintaining user privacy and network functionality. Here’s how such a 
system might be structured to accommodate both public and private addresses effectively: 
 
Public Vector Addresses 
 
Public vector addresses would be openly accessible and designed for locations or entities that 
benefit from public visibility and accessibility. These addresses could include: 
 
- Businesses and Services: Addresses for virtual or physical stores, service centers, or any 
entity that needs to be easily located by the general public. 
- Community Spaces: Public gathering places such as virtual parks, auditoriums, and forums in 
the metaverse where open access is beneficial. 
- Infrastructure: Key infrastructure components like navigation points, public transportation hubs, 
or emergency services in both digital and augmented reality environments. 
 
The management of these addresses would be transparent, with updates and changes logged 
on a publicly accessible registry, potentially utilizing blockchain technology to ensure integrity 
and trust. 
 
Private Vector Addresses 
 
Private vector addresses, on the other hand, would require a layer of security and privacy to 
protect the user's location and data from unauthorized access. These addresses could be used 
for: 
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- Personal Virtual Spaces: Private residences or personal areas within virtual worlds. 
- Sensitive Locations: Locations requiring discretion and security, such as private meeting rooms 
or confidential facilities. 
- User Avatars: Each user's avatar or digital persona might have an associated private vector 
address that dictates their location in the virtual space without revealing it openly. 
 
Obfuscation Using Avatars 
 
To manage privacy effectively, the network would implement a system where private addresses 
are obfuscated using avatars or pseudonymous identifiers: 
 
- Hashed Identifiers: Each private address could be linked to a hashed identifier that represents 
the user or location without directly exposing the actual vector address. This identifier could be 
used across the network for interactions without revealing the true address. 
- Conditional Access: Access to a private vector address could be controlled through conditional 
permissions based on user settings, relationships, or verified requests. For instance, a user 
might allow friends or specific contacts access to their private virtual home address. 
 
Integration and Interface 
 
- Dual-Layer Interface: The network could implement a dual-layer interface where users toggle 
between public and private modes. In public mode, users interact with public vector addresses, 
while in private mode, interactions would be filtered and secured to protect private addresses.  
 
Security and Compliance 
 
- Encryption and Security Protocols: Robust encryption methods would protect the transmission 
and storage of private vector address data, ensuring that sensitive information remains secure 
from unauthorized access or breaches. 
- Regulatory Compliance: The system would need to comply with privacy regulations such as 
GDPR in Europe or CCPA in California, which might dictate specific requirements for data 
handling, user consent, and rights to digital privacy. 
 
This approach to managing both public and private vector addresses supports a functional, 
user-centric network that balances accessibility with privacy. By leveraging modern technologies 
like blockchain and advanced encryption, the system can offer a robust framework for users to 
interact securely and freely within both public and private digital and augmented realities. 

 

 

XRDNA Blockchain Network Architecture 

Overview 
The metaverse interoperability network is a dedicated Layer-3 blockchain that operates a series 
of smart contracts to share information across metaverse implementations. The main entities of 
the protocol are Registrars, Worlds, Companies, Avatars, Assets, and Experiences. Each is 
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represented by a smart contract holding relevant state and has its own registry for creation and 
discovery. Each contract is controlled by one or more owning authorities (wallets). Spatial vector 
addresses are used to uniquely identify the entities in the metaverse (more later).​
​
The underpinning for these smart contracts is a layer-3 blockchain built on the Optimism 
OpStack/Superchain structure. A decentralized network of nodes is run by independent parties 
to validate transactions, update smart contract state, and generate new blocks. 

Registrars 
Registrars are the only authorities allowed to register Worlds. They work with XRDNA to allocate 
spatial vector addresses that Worlds use to register Companies. Registrars are similar to 
traditional web registrars in that they work with a top-level domain provider (iCann) to assign 
subdomains for use in finding website IP addresses. In a metaverse context, XRDNA is 
analogous to iCann as it is responsible for allocating the top-level vector addresses. Registrars 
assign those addresses to Worlds to use in creating the equivalent of sub-domains. 
 
Vector Addresses as Subdomains 
 
Vector addresses contain x, y, z, t, and p fields. The x,y,z fields are spatial, the t field is 
temporal, and the p field is planar.  By incrementing the p field in the address, new 
sub-addresses (domains) can be created within a spatial sphere. Worlds can use this to create 
unique spatial addresses for Companies, which can further subdivide their assigned address to 
offer Experiences within the World. 
 
Registrar Registration 
 
Registrars must go through XRDNA to gain approval to be a Registrar. Once approved, they are 
assigned a Registrar ID and their signing wallet(s) are registered on-chain to authorize World 
creations. XRDNA will be the first Registrar, but others will be available in the future.  
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Worlds 
A World represents a metaverse operator. Off-chain, world-specific software clients connect to 
the World’s infrastructure. Both the infrastructure and client use the L3 blockchain to discover 
and verify information about Companies, Experiences, and Assets. As described above, Worlds 
use their Registrar-assigned spatial addresses to create sub-addresses. The sub-addresses are 
assigned to Companies that are authorized to create Experiences within the World. The World 
smart contracts are controlled by one or more “signing authorities”, which are wallets that can 
send transactions on the L3 interoperability chain. 
 
World Registration 
 
Worlds register through a Registrar. The Registrar assigns a unique spatial vector address to all 
Worlds, which can be used to uniquely identify every World on and off chain. The Registrar 
sends transactions to the L3 blockchain to create World smart contracts and issue an initial 
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balance of gas tokens as part of the process. Gas tokens are used by metaverse infrastructure 
to submit transactions to update World state. They also register new Companies and Avatars 
that join the World. 

 

Companies 
Companies represent organizations that want to offer virtual Experiences in one or more 
Worlds. They can also issue virtual Assets to Avatars engaged in an Experience. Companies 
must register themselves with Worlds in order to have authorization to create new Experiences. 
Vector addresses are assigned to companies, which in turn use those addresses to generate 
unique addresses for each Experience they create within the same world. A company can 
register with multiple Worlds; but a unique vector address is assigned in each World. 

24 



 

 

Experiences 
An Experience represents an engagement of some kind for an Avatar within a World. Maybe it’s 
a game within a game, a challenge to earn rewards, or an exclusive virtual club for members 
that hold certain assets. Every Experience also has a unique vector address derived from its 
owning Company’s vector address (see Vector Addresses above). 
 

​
​
Experiences are represented as smart contracts on-chain. They are controlled only through their 
owning Company smart contract. The contracts hold information necessary to access the 
experience from client software as well as how to enter/exit the Experience through Portals. 

25 



 

Portals 
Portals are represented as metadata on-chain that is associated with a “destination” 
Experience. Every Experience registered will include information about how to Portal into the 
Experience such as any fees paid to the parent Company and conditions that must be met 
before an Avatar is allowed in.  
 
Experience Exits 
 
All Experiences have one or more exits associated with them. Exits are just Portal definitions 
referencing a destination Experience, fee, and Conditions (see below). Any Company can add 
Portals as exits to an Experience by finding an appropriate Portal in the PortalRegistry and 
adding its ID as an exit for an Experience. Note that just because an exit is defined for an 
experience does not mean it will be honored. Clients need to evaluate any conditions attached 
to exit portals to ensure that the receiving experience/world will allow the jump. 
 
Portal Conditions 
 
Conditions are represented as a smart contract that holds evaluation logic on whether an Avatar 
is allowed to access an Experience from a current location/World. Conditions are optional, which 
means by default all Experiences are open to anyone. Worlds can attach conditions to any 
Portal on-chain by deploying a custom Condition implementation smart contract and assigning 
its address to Portal metadata. Ultimately, an Avatar’s client software will need to evaluate these 
conditions off-chain before presenting the user with the option of portaling into an Experience. 
Metaverse and/or Company infrastructure will also need to evaluate Avatar access off-chain 
prior to approving and allowing the client software access to the experience resources. 
 
Portal Jumping 
 
When an Avatar jumps to another Experience, if the Experience is associated with a different 
destination World, it will likely require starting client software compatible with that World; going 
through the sign-in process; and exchanging information on what Experience is being launched. 
As part of the portaling process, the Avatar’s “current location” must be changed.  
 
Every Avatar has a current location referencing the spatial vector address of the Experience 
they are in. When an Avatar portals between Experiences, and in this case Worlds, the Avatar’s 
owner must co-sign a message to change their location to the receiving Experience’s vector 
address as well as agree to any entrance fee for the Experience (defined in the Experience’s 
Portal). This transaction to change location can either be submitted by the World’s metaverse 
infrastructure or the Avatar’s owning wallet.  
 
If the World submits the transaction, the co-signed message is submitted to the Avatar contract 
on-chain, verified, and tokens are deducted from the Avatar contract itself. If submitted by the 
Avatar owner, the co-signed message is sent in a transaction that also contains additional funds 
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for any entrance fee. In either case, the Avatar smart contract will transfer its own tokens or 
transaction tokens according to the agreed upon co-signed fee amount. If the destination 
Experience is within the same World, then only a co-signed payment request is submitted to the 
Avatar; but the mechanics of who submits the transaction would still apply. 

Avatars 
Avatars are created through Worlds. The concept is that users will sign up through a metaverse 
ecosystem and that metaverse will create an Avatar to represent the user. An Avatar is a smart 
contract that can hold Assets and access Experiences. It is a proxy for a user in a metaverse 
environment. Avatars are controlled by a single owning wallet that must never be traceable to 
another Avatar’s owning wallet, nor to a wallet that owns assets outside of the metaverse. 

 
Privacy 
 
A key requirement of metaverse interoperability is that no Avatar be linked or correlated to any 
other Avatar. This means the owning wallet for the Avatar must be unique if one expects to 
dissociate any relationship between Avatars. In addition, any asset minted on the interoperability 
blockchain must never be traceable to an asset owned by a wallet on another chain (see Assets 
section). These restrictions protect the unique anonymity of each Avatar by breaking any linkage 
to wallets and assets. 

Assets 
Assets in the interoperability blockchain are synthetic representations of actual tokens on other 
chains. Avatars are given Assets based on a verification process they go through with 
Companies. This process must be private to avoid linking the actual token-owning wallet with 
the Avatar. The process should verify ownership of the original asset on the original chain using 
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owning-wallet signatures. Once this verification is complete, Companies can mint synthetic 
Assets for Avatars on the L3 blockchain. But before Companies can mint Assets, they must go 
through their own verification process to gain mint authorization. 

 
Essentially, XRDNA acts as the authority over which assets are mintable in the L3 blockchain. 
Similar to its “iCann” like role for spatial addresses, it is the only authority able to create new 
asset types in the interoperability layer.  
 
Companies must prove they own the original token smart contract. That is, they must provide 
the deployment transaction hash and chain id along with a signature for the wallet that deployed 
the contract. This allows XRDNA to validate that the company owns the original asset and 
therefore has the authority to mint its synthetic version. Without this process, anyone can claim 
to own “USDC” tokens and mint as many as they like. 
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Asset Privacy 
 
To prevent double spending while also preventing leakage of asset ownership across Avatars, 
version 1 of the interoperability blockchain will not allow transfer of assets once minted for an 
Avatar. Traditional solutions to prevent double spend rely on depositing and bridging assets into 
another chain. This process would reveal token ownership on the originating chain and until the 
ecosystem has sufficient activity to mix and obfuscate these deposits, it would be obvious who 
owns the original asset and associate that wallet to the Avatar. Therefore, no asset transfers will 
be allowed within the interoperability blockchain until a future version. 
 
Asset Revocation 
 
Assets can, however, be revoked from an Avatar if the underlying asset is transferred on the 
original chain. Oracles operated by Companies will be used to monitor and detect asset 
transfers and adjust synthetic asset ownership on the interoperability chain. 

Gas Token 
The L3 blockchain will require gas tokens to submit transactions. This gas token will be tied to 
an ERC20 token deployed on the Base network. This token will essentially be bridged to the L3 
for use in paying for L3 transactions. Therefore, all gas tokens must first be purchased on the 
Base network and then bridged to wallets on the L3 network. In most cases, the same wallet 
address will be used for both Base and L3 networks. 
 
World and Avatar Gas Tokens 
 
When a World registers with a Registrar, it will be granted a certain amount of gas tokens as 
part of the setup. The diagrams earlier in this document depicted gas tokens going to the World 
contract. This is not a hard requirement and tokens could be allocated to one of the World’s 
signing authority wallets. However, by allocating to the World contract, the tokens can be used 
to seed Avatar and Company owners and/or contracts. But the same logic applies: the tokens 
can either be allocated to the Avatar/Company contract or the owner directly. The decision will 
rest on whether the Avatar’s owning wallet is expected to submit transactions directly or through 
the World via signed messages. 

Testnet 
The L3 test network, when operated through a 3rd party provider, is an isolated instance of the 
blockchain. It cannot be exported or merged with other external infrastructure. All interactions on 
test nets will be inaccessible to future mainnet launches. All registrations will have to be 
repeated on mainnet after launch. 
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Integrations 

DNS & ENS Tethering 
 
Integrating the Elastic Vector Addressing system with the Domain Name System (DNS), 
including both traditional Top-Level Domains (TLDs) and blockchain-based domains like 
Ethereum Name Service (ENS), involves mapping domain names to XYZTP addresses through 
the registry. This process allows users to navigate the spatial web and blockchain environments 
using familiar, human-readable domain names. Here's how this can be accomplished using 
DNS A records and similar mechanisms in blockchain-based naming systems: 
 
Traditional Web2 DNS Integration 
 
1. Registry Update for Elastic Vector Addresses: The centralized spatial addressing registry 
needs to be updated to include mappings between Elastic Vector Addresses and DNS records. 
This update involves storing the Elastic Vector Address as a custom field or record associated 
with the domain name within the registry. 
 
2. A Record Configuration: For a traditional web2 domain, configure its DNS settings to 
include an A record that points to a server capable of interpreting Elastic Vector Addresses. This 
server acts as an intermediary, translating standard HTTP requests into spatial web navigation 
or interactions based on the Elastic Vector Address. 
 
3. Intermediary Server Setup: Set up an intermediary server that receives requests from 
traditional web2 infrastructure directed by the A record. This server queries the centralized 
registry to resolve the domain name to its corresponding Elastic Vector Address and then 
handles the request accordingly, such as redirecting the user to a spatial web location or 
initiating an interaction within a virtual environment. 
 
Example: GoDaddy, a global leader in domain registration and web hosting services, can 
leverage the XRDNA Network to expand its offerings into the metaverse. By integrating with the 
XRDNA Network, GoDaddy can provide spatial addressing services, facilitating the creation and 
management of virtual worlds and experiences for its customers. This integration would enable 
GoDaddy to offer a new suite of products and services tailored to the needs of businesses and 
individuals looking to establish a presence in the metaverse. 
 
By integrating with the XRDNA Network, GoDaddy can seamlessly extend its capabilities into 
the burgeoning metaverse, providing customers with the tools and services they need to 
establish a dynamic and engaging virtual presence. 
 
 
Blockchain-based Domain Integration (e.g., ENS) 
 
1. Smart Contract for XYZTP Mapping: For blockchain-based domains like those managed by 
ENS, deploy a smart contract that stores the mapping between the blockchain domain names 
and their corresponding Elastic Vector Address. This contract acts similarly to the centralized 
registry but operates within the decentralized blockchain environment. 
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2. Resolver Configuration: Configure the domain's resolver in the blockchain naming system 
to point to the smart contract that holds the Elastic Vector Address mapping. When the domain 
is queried, the resolver interacts with the smart contract to retrieve the associated Elastic Vector 
Address. 
 
3. Decentralized Application (DApp) Handling: Develop a DApp or a decentralized 
intermediary that can interpret the Elastic Vector Address obtained from the smart contract. This 
DApp facilitates the user's navigation to the spatial location or the interaction intended by 
theElastic Vector Address, bridging the gap between human-readable blockchain domains and 
the spatial web. 
 
Example: Integrating Ethereum Name Service (ENS) domains with the XRDNA Network can 
enhance the usability and interoperability of blockchain-based naming systems within the 
metaverse. This integration would allow users to associate ENS domains with spatial 
addresses, enabling seamless navigation and interactions across virtual worlds. Here’s a 
detailed example of how ENS domains could integrate with the XRDNA Network: 
 
By integrating ENS domains with the XRDNA Network, users can enjoy a streamlined and 
intuitive experience in the metaverse, leveraging the strengths of both blockchain naming 
systems and spatial addressing technologies. This integration not only simplifies navigation but 
also enhances the overall utility and accessibility of the metaverse. 

Cross-Platform Functionality 
 
1. Unified User Interface: Create a unified user interface that can handle both web2 and web3 
domain queries, abstracting the underlying processes from the end-user. This interface allows 
users to enter a traditional web2 domain or a blockchain-based domain name and be 
seamlessly directed to the corresponding spatial web location or interaction. 
 
2. Security and Privacy Considerations: Implement security measures to prevent malicious 
redirects and ensure the privacy of users navigating through this system. This might include 
HTTPS for web2 domains, secure smart contract audits for blockchain-based domains, and 
encrypted communication between the intermediary servers and the centralized registry or 
blockchain resolvers. 
 
Users can seamlessly navigate between traditional web content, decentralized applications, and 
spatial web environments using familiar domain names by tethering DNS and blockchain-based 
domain systems to the XYZTP addressing registry using A records and smart contracts. This 
integration not only enhances user accessibility and convenience but also bridges the gap 
between the established web2 domain system, emerging web3 naming conventions, and the 
innovative spatial web, fostering a more interconnected and user-friendly digital ecosystem. 
 
Examples:  
 
Integrating the XRDNA Network’s cross-platform functionality and addressing system into web3 
platforms like The Sandbox and Decentraland would significantly enhance interoperability, user 
experience, and the overall richness of the metaverse. Here are examples of how these 
platforms could utilize the network: 
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The Sandbox 
 
1. Cross-Platform Asset Portability​
 
- Asset Transfer and Use: Users can move their assets, such as avatars, wearables, and 
virtual real estate, seamlessly between The Sandbox and other platforms integrated with the 
XRDNA Network. For example, a user could transfer a rare wearable item from The Sandbox to 
use it in a virtual concert hosted on another platform.​
 
- Interoperable NFTs: Non-fungible tokens (NFTs) created or acquired in The Sandbox can be 
recognized and utilized in other virtual worlds, allowing users to maintain their asset utility and 
value across multiple environments. 
 
2. Unified User Identity​
 
- Avatar Consistency: The XRDNA Network allows users to maintain a consistent avatar 
identity across different platforms. A user’s avatar in The Sandbox could retain its appearance, 
attributes, and accessories when visiting Decentraland or other integrated worlds.​
 
- Single Sign-On (SSO): Implementing SSO using blockchain-based identities, users can log 
into different platforms using a single identity verified by the XRDNA Network, enhancing ease 
of access and security. 
 
3. Enhanced Navigation and Discovery​
 
- Spatial Address Resolution: Users can use a unified spatial addressing system to find and 
navigate to specific locations within The Sandbox or any other integrated platform. For instance, 
a user could enter an XYZ address in The Sandbox to visit a virtual gallery in Decentraland 
without manually searching for it.​
 
- Cross-Platform Events: The Sandbox could host events that span multiple virtual worlds, with 
users seamlessly moving between these worlds using spatial addresses. This can enhance 
event engagement and provide unique cross-platform experiences. 
 
Decentraland 
 
1. Interconnected Experiences​
 
- Linked Virtual Spaces: Decentraland can create interconnected experiences that lead users to 
different virtual worlds. For example, a virtual museum in Decentraland could have portals that 
transport users to partner museums in The Sandbox, leveraging the XRDNA Network’s 
addressing system for seamless transitions.​
 
- Collaborative Projects: Developers in Decentraland could collaborate with those in other 
platforms to build joint experiences. A game or quest might start in Decentraland and conclude 
in The Sandbox, creating a richer and more diverse experience. 
 
2. Cross-Platform Social Interactions​
 
- Unified Friend Lists: Users can maintain a unified friends list across multiple platforms. Friends 
met in Decentraland could be easily found and interacted with in The Sandbox or other 
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integrated worlds, fostering a more connected social experience.​
 
- Community Events: Decentraland could host community events that invite participants from 
other platforms. These events can be easily promoted and accessed through the unified 
addressing system, attracting a broader audience and fostering cross-platform community 
engagement. 
 
3. Integrated Economic Activities​
 
- Marketplace Interoperability: Virtual goods and NFTs listed in Decentraland’s marketplace can 
be made available for purchase or trade in other marketplaces across the XRDNA Network. This 
broadens the market reach and liquidity for digital assets.​
 
- Shared Currency Systems: Integrate shared currency or token systems that work across 
multiple platforms. Users could earn tokens in Decentraland and spend them in The Sandbox, 
facilitating economic interoperability and enhancing user value. 
 
User Interface Enhancements:​
 
- Address Input Field: Both platforms could include an address input field in their user interfaces 
where users can enter an XYZ address to navigate to other virtual worlds.​
 
- Unified User Dashboard: Create a dashboard that displays user assets, friend lists, and events 
across all integrated platforms, providing a cohesive user experience. 
 
Benefits for Users and Platforms 
 
For Users:​
 
- Enhanced Experience: Seamless movement between different virtual worlds enriches the user 
experience and adds value to their digital assets.​
 
- Convenience: Single sign-on and unified identity management simplify access to multiple 
platforms.​
 
- Increased Utility: Interoperable NFTs and assets maintain their utility and value across various 
environments. 
 
For Platforms:​
 
- Expanded Reach: Cross-platform functionality attracts more users by offering a broader range 
of experiences.​
 
- Innovation Opportunities: Collaboration between different platforms fosters innovation and the 
creation of unique, interconnected experiences.​
 
- Economic Growth: Interoperable marketplaces and shared currency systems enhance 
economic activity and user engagement. 
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By leveraging the XRDNA Network’s cross-platform functionality and addressing system, 
platforms like The Sandbox and Decentraland can significantly enhance their offerings, creating 
a more interconnected, user-friendly, and dynamic metaverse. 
 

Adoption 
To harness the full potential of Elastic Vector Addressing, it is imperative for stakeholders within 
the gaming, XR, web2 and technology industries to actively engage with and adopt this new 
framework. Collaborative efforts, continued research, and open dialogue will be key in refining 
and implementing this visionary approach to spatial computing. 
 
This whitepaper serves as a call to action, urging industry leaders, developers, and 
policymakers to embrace the possibilities unlocked by Elastic Vector Addressing and to work 
collectively towards a more interconnected and accessible digital future. 

Governance Structure 

Operational Mechanism 
Establishing an effective governance structure for the Elastic addressing protocol, particularly 
within the context of a decentralized environment like the XRDNA Foundation, requires a 
carefully designed operational mechanism. This mechanism should balance inclusivity, 
efficiency, and adaptability, ensuring that the protocol remains responsive to the needs of its 
users while fostering innovation and maintaining security. Here's a detailed look at a potential 
governance structure: 
 
Stakeholder Identification 
 
1. Stakeholder Categories: Clearly define the various stakeholder categories within the 
ecosystem, such as token holders, platform users (both individuals and businesses), validators, 
developers, and representatives from the XRDNA Foundation. Each category may have 
different rights and responsibilities within the governance process. 
 
2. Representation: Ensure each stakeholder category has adequate representation in the 
governance process. This could involve elected representatives for larger groups, like platform 
users, and direct participation for others, such as significant token holders or validators. 
 
Governance Components 
 
1. Foundation Structure: At the heart of the governance structure is the XRDNA Foundation, 
which acts as the decision-making body. The Foundation is composed of token holders who can 
propose, debate, and vote on proposals related to the Elastic Vector Addressing protocol. 
 
2. Committees and Working Groups: Establish specialized committees or working groups for 
various aspects of the protocol, such as technical development, security, user experience, and 
ecosystem growth. These groups can consist of experts and community members who prepare 
detailed proposals for Foundation consideration. 
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Proposal Mechanism 
 
1. Proposal Submission: Allow any stakeholder to submit proposals for changes or 
improvements to the protocol. Implement a structured format for proposals to ensure clarity and 
completeness, including the proposal's purpose, benefits, potential risks, and implementation 
details. 
 
2. Pre-Voting Discussion: Facilitate a pre-voting discussion phase where the community can 
debate and suggest amendments to proposals. This phase encourages community engagement 
and can help refine proposals before they proceed to a formal vote. 
 
Voting Process 
 
1. Voting Rights: Determine voting rights based on token ownership, with a possible weighting 
system to prevent centralization of power. Consider mechanisms like quadratic voting to 
balance the influence between large and small token holders. 
 
2. Voting Thresholds: Set clear thresholds for proposal approvals, which may vary depending 
on the proposal's scope. For instance, fundamental changes to the protocol might require a 
higher threshold compared to more routine decisions. 
 
3. Timed Voting Windows: Establish timed voting windows for proposals to ensure ample 
opportunity for participation while maintaining momentum in decision-making. 
 
Implementation and Accountability 
 
1. Execution of Decisions: Once a proposal is approved, outline the steps for its 
implementation, including assigning responsibilities and setting timelines. This might involve 
coordinating with the technical working group or external developers. 
 
2. Progress Reporting: Require regular progress reports on approved proposals, keeping the 
community informed and involved in the implementation process. 
 
3. Revisiting Decisions: Allow for decisions to be revisited or amended based on new 
information or changes in the ecosystem, ensuring the protocol remains adaptable and 
responsive to evolving needs. 
 
Transparency and Communication 
 
1. Open Communication Channels: Maintain open and transparent communication channels 
for all governance activities, including discussions, proposals, voting, and implementation 
progress. This can involve dedicated forums, chat groups, and regular community calls or 
meetings. 
 
2. Documentation: Ensure all governance-related activities, decisions, and their rationales are 
well-documented and accessible to all stakeholders for review and reference. 
 
By implementing this operational mechanism, the governance structure for the Elastic Vector 
Addressing protocol can effectively harness the collective wisdom and expertise of its diverse 
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community, driving forward a shared vision for the future of the protocol while maintaining 
flexibility and responsiveness to the community's evolving needs. 
 

Legal Framework 
Establishing a legal framework for the Foundation (Decentralized Autonomous Organization) 
that will manage the Elastic Vector Addressing protocol and network involves navigating 
complex legal and regulatory landscapes. This framework must encompass the creation and 
operation of the Foundation, the licensing of the XRDNA patents, and the use of the native 
token for accessing these licenses. Here’s a detailed overview: 
 
Formation and Jurisdiction 
 
1. Legal Status of the Foundation: Determine the most suitable legal status for the 
Foundation, considering it as a non-traditional entity. Options include setting it up as a 
foundation, a cooperative, or utilizing emerging legal structures like the "Decentralized 
Autonomous Organization" LLC in specific jurisdictions that recognize such entities. 
    
2. Choice of Jurisdiction: Select a jurisdiction that offers a legal framework supportive of 
Foundations and blockchain technology. Jurisdictions like Wyoming (USA), Malta, or 
Switzerland may offer regulatory clarity and innovation-friendly environments. 
 
Governance and Membership 
 
1. Foundation Governance Documents: Draft comprehensive governance documents 
outlining the Foundation's structure, member rights and obligations, decision-making processes, 
and dispute resolution mechanisms. These documents serve as the Foundation's constitution. 
 
2. Membership Agreement: Require members to enter into a digital membership agreement 
upon joining the Foundation, clarifying the terms of participation, rights, and responsibilities, 
aligning with the governance documents. 
 
Intellectual Property and Licensing 
 
1. Perpetual License Agreement: Structure a perpetual license agreement for the XRDNA 
patents, ensuring that the Foundation has the continuous right to use, develop, and sublicense 
the technology. This agreement must detail the scope, limitations, and any exclusivity clauses of 
the license. 
 
2. Token-based Licensing: Incorporate terms within the Foundation's governance structure 
and membership agreement that require the use of the native token for accessing the perpetual 
license of the XRDNA patents. This could include mechanisms for token staking or payment as 
a prerequisite for license utilization. 
 
3. Compliance with IP Laws: Ensure the licensing model complies with international and 
jurisdiction-specific intellectual property laws, particularly concerning patent rights and software 
licensing. 
 
Token Economics and Regulatory Compliance 
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1. Token Classification: The organization will seek legal counsel to determine the classification 
of the native token (e.g., utility token, security token) based on its functionalities and intended 
use within the ecosystem. This classification influences the regulatory framework applicable to 
the token. 
 
2. Securities Law Compliance: If the token is classified as a security, comply with relevant 
securities laws, including registration or exemption requirements, disclosure obligations, and 
investor protection measures. 
 
3. Anti-Money Laundering (AML) and Know Your Customer (KYC) Policies: Implement 
AML and KYC policies for token transactions, especially if the token involves payment or 
investment functions, to comply with regulatory requirements. 
 
Risk Management and Dispute Resolution 
 
1. Smart Contract Audits and Liability Clauses: Regularly audit smart contracts associated 
with the Foundation and the token to ensure security and reliability. Include liability clauses in 
the governance documents to address potential smart contract failures or disputes. 
 
2. Dispute Resolution Mechanism: Establish a clear dispute resolution mechanism within the 
Foundation's governance framework, which could include arbitration, mediation, or other 
alternative dispute resolution methods, possibly leveraging blockchain-based dispute resolution 
platforms. 
 
Transparency and Reporting 
 
1. Public Reporting and Transparency: Maintain high transparency levels regarding the 
Foundation's operations, decisions, financials, and token transactions to build trust among 
members and with regulatory bodies. 
 
2. Regular Legal Reviews: Conduct regular reviews of the Foundation's legal and regulatory 
compliance status, particularly in response to changes in blockchain and IP law, to ensure 
ongoing compliance and adapt to new legal developments. 
 
By meticulously crafting this legal framework, the Foundation can ensure a robust foundation for 
managing the Elastic Vector Addressing protocol and network, fostering innovation within a 
secure and legally compliant environment. This framework not only protects the interests of all 
stakeholders involved but also sets a precedent for the responsible and effective governance of 
decentralized technological infrastructures. 

Conclusion 
Elastic Vector Addressing stands at the precipice of a new digital frontier, offering a viable 
solution to the pressing challenges of interoperability within XR and spatial computing 
environments. This whitepaper underscores the critical role of a unified addressing system in 
catalyzing growth, fostering innovation, and enhancing user experiences across the spatial 
computing spectrum. 
 
The introduction of a unified spatial addressing system represents a significant milestone in the 
evolution of spatial computing and can potentially exert a transformative impact across various 
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sectors. This system can catalyze a new era of innovation, efficiency, and interconnectedness 
by establishing a standardized framework for identifying, navigating, and interacting within 
digital and physical spaces. Let's reflect on some of the key areas of impact: 
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